ERCOT Operations Bulletin 299
ERCOT has revised the Transmission & Security Desk.  Updates including adding new Appendix to procedures, editing Appendix 2, and section 2.5.9 – first Note.
Appendix 4 - new
Contingency Analysis Solution Types

On the “Contingency Solution Results” display, there is a legend that briefly describes what the various colors mean for the contingencies listed below it.  This section provides greater detail on these colors, and indicates what actions, if any, should be taken by the Transmission & Security Desk Operator.
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Unsolved (Pink)

· Unsolved contingencies are those which the CA software is unable to reach a stable solution.  This may indicate that a given contingency will cause a voltage collapse should the contingency occur.  If a large number of contingencies (i.e. 10+) show up unsolved in a study, it is possible that a problem in the model exists.  Referring to section 2.1.2, step 14, if more than five (5) unsolved contingencies show up in RTCA, contact the On-Call Operations Planning Engineer.

w/SPS Unsolved (Orange)

· The contingencies colored in Orange solve on their own, but an SPS or RAP has been triggered.  Processing of the SPS or RAP results in an unsolved solution.  This may indicate that the given SPS or RAP will cause a voltage collapse, should the SPS or RAP action be taken post-contingency.  If a contingency is Orange due to an SPS action, notify the On-Call Operations Support Engineer.  If it is Orange due to a RAP action, take Congestion Management actions as needed to relieve the overloaded element on the Contingency Violations display.

Partially Solved (Red)

· Partially Solved contingencies are those that result in two or more solved islands in the system post-contingency.  No action needs to be taken, unless several contingencies (i.e. 10+) are Red.  If this happens, notify the On-Call Operations Support Engineer.

w/SPS (Salmon)

· The contingencies colored in Salmon solve on their own, but an SPS or RAP has been triggered.  The post-SPS or post-RAP solution is also solved.  No action needs to be taken for Salmon colored contingencies.

Harmful (Burgundy)

· Harmful contingencies are those that CA has determined to cause branch overloads or voltage violations.  These are valid, solved contingencies, whose overloads are displayed in the “Contingency Violations” display.  Congestion Management actions are to be taken as needed for Burgundy colored contingencies.

Potentially Harmful (Yellow)

· Potentially Harmful contingencies are those that CA has screened as possible problems, but full processing found no issues.  No action needs to be taken.

Not Harmful (Green)

· Not Harmful contingencies are those that CA has screened and found no issues.  No action needs to be taken.

Not Active (Black)

· Black contingencies are not active.  No action needs to be taken.

3.2
Appendix 2:  Contingency Analysis Using a Powerflow Base Case – Typical

The following steps are recommended for performing a contingency analysis:

Basic process for using a RTNET (SE) solved case in STNET and STCA

· In STNET, select Stop Process

· Go to Data Retrieval, select “Savecase Directory”

· Go to Case Type STNET, retrieve the file OPS_MMDDYY_RTNET_ZZZZZZZZZZ

· Once this savecase has been retrieved, click on the Done button on the Data Retrieval 
pop-up menu.

· The above steps do not need to be repeated as long as no other studies are loaded into this clone.  You can do the following set of steps again and again throughout the day

· In STNET, start the process

· Go to Data Retrieval again, select Network Copy

· In Copy Options, verify that the “Copy Clone of Database” field is set to NETMOM, “from Application” field is set to RTNET, and “of Family” field is set to EMS (these fields will only have to be entered once).  If not, change the fields accordingly.

· Select COPY (This copies the SE Network Model directly into STNET)

· Click the Done button.

· Close the Data Retrieval pop up menu by clicking the Done button.

· When the “Solution State:” message says, “Completed Database Copy,” click on “Run Solution Sequence” to solve the power flow.

	2.5.9
Scheduling Emergency Power across the South (Eagle Pass) DC Tie

	Step #
	Procedural Steps

	NOTE:
	Declare the appropriate emergency notification when necessary.

	1
	ERCOT will contact AEP TDSP to verify if power is available for transfer on the Eagle Pass DC Tie.  If power is available for transfer, determine the MW amount, how soon it would be available, and duration of the schedule.

	2
	ERCOT will contact AEP QSE to confirm the emergency schedule. 

	3
	ERCOT must give AEP QSE a VDI and notify the ERCOT settlements department.

	4
	Approximately 20 minutes before the schedule begins, ERCOT will contact AEP TDSP to verify that AEP will start the emergency schedule across the Eagle Pass DC tie.  ERCOT should verify the start time, MW level, and duration of the emergency schedule.

	5
	Approximately 20 minutes before the schedule ends, ERCOT will contact AEP TDSP to verify the stop time of the emergency schedule across the Eagle Pass DC tie.


A copy of the procedure is available at http://www.ercot.com/mktrules/guides/procedures/index.html.

