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	Comments


ERCOT opposes Nodal Protocol Revision Request (NPRR) 1056 as drafted. The NPRR would require ERCOT to post to the Market Information System (MIS) Secure Area certain contingencies that impact the determination of Generic Transmission Limits (GTLs), including contingencies associated with Interconnection Reliability Operating Limits (IROLs).  Because IROLs are understood to affect the reliability of a substantial part of the interconnection, if not the entire interconnection, and because any GTL could eventually become an IROL, ERCOT is concerned that broader disclosure of this contingency information to all Market Participants could pose an unwarranted risk to the security of the ERCOT System.

While ERCOT provides Market Participants access to most security-sensitive information on the MIS Secure Area — including information that will constitute ERCOT Critical Energy Infrastructure Information (ECEII) upon implementation of NPRR902, ERCOT Critical Energy Infrastructure Information — the Protocols allow ERCOT to limit Market Participant access to certain information that poses a particularly high level of security risk.  Specifically, paragraph (3)(d) of Section 3.10.7.6, Use of Generic Transmission Constraints and Generic Transmission Limits, authorizes ERCOT to redact or omit information concerning stability-related Generic Transmission Constraints (GTC) that it would otherwise be required to post on the MIS Secure Area.  Contingencies impacting GTCs have historically been understood to pose a significant risk to the ERCOT System and have accordingly been treated with heightened sensitivity.  NPRR902, which was approved by the ERCOT Board of Directors on December 10, 2019 and is currently pending implementation, also explicitly recognizes ERCOT’s authority to restrict access to especially sensitive information by all Market Participants other than TDSPs. See Protocols § 1.3.2(4) (pending implementation).  For example, pursuant to Section 6 of the 2020 Benchmark GMD Vulnerability Assessment Scope and Process, certain information regarding possible equipment outages during a Geomagnetic Disturbance (GMD) event is posted to the MIS Certified Area for Transmission Service Providers (TSPs), rather than more broadly to the MIS Secure Area, on account of security concerns.
Although ERCOT understands the view that broader disclosure of GTC contingency information could provide some market benefit in certain circumstances, ERCOT believes this benefit is outweighed by the security risk posed by disclosing this information more broadly.
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