Summary of Nodal Protocol Revisions

Effective:  April 3, 2020

Section 1:

NPRR928 – Cybersecurity Incident Notification
This Nodal Protocol Revision Request (NPRR) establishes Market Participant notification responsibilities with respect to Cybersecurity Incidents.  Market Participant notification of Cybersecurity Incidents will provide ERCOT with awareness of cybersecurity impacts and vulnerabilities to networks and systems that interface with ERCOT, which will help ERCOT mitigate and prevent injury to the ERCOT System and ERCOT’s ability to perform the functions of an independent organization under the Public Utility Regulatory Act (PURA).
Revised Subsections:  1.3.1.1, 1.3.4, 1.3.5, and 1.3.6 [unboxed due to system implementation]
Section 2:

NPRR928 – Cybersecurity Incident Notification
See Section 1 above.

Revised Subsection:  2.1 [unboxed due to system implementation]

Section 4:

NPRR929 – PTP Obligations with Links to an Option DAM Award Eligibility
This Nodal Protocol Revision Request (NPRR) defines new criteria for determining whether a Point-to-Point (PTP) Obligation with Links to an Option bid is eligible to be awarded based on the Current Operating Plan (COP) Resource Status of the Resource at the Resource Node where the bid sources.  Such a bid will not be eligible for award if it sources at a Resource with a COP Resource Status of OUT, or a COP Resource Status of OFF and the Resource is not offered into the Day-Ahead Market (DAM).
Revised Subsection:  4.4.6.3 (new) [unboxed due to system implementation]

Section 16:

NPRR928 – Cybersecurity Incident Notification
See Section 1 above.

Revised Subsection:  16.18 [unboxed due to system implementation]
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