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This Confidentiality Agreement applies to participation in the Texas RE NERC Standards Review Forum (NSRF) closed session meetings and restricted email list.  During closed sessions and through the restricted email list, NSRF members are likely to receive and discuss sensitive information regarding operations, planning, and compliance information relevant to North American Electric Reliability Corporation (NERC) Reliability Standards.  The purpose of this Confidentiality Agreement is to maintain the confidentiality of protected information shared in this forum.  
Confidential Information, as defined in NERC Rules of Procedure Section 1500, means (i) Confidential Business and Market Information; (ii) Critical Energy Infrastructure Information; (iii) personnel information that identifies or could be used to identify a specific individual, or reveals personnel, financial, medical, or other personal information; (iv) work papers, including any records produced for or created in the course of an evaluation or audit; (v) investigative files, including any records produced for or created in the course of an investigation; or (vi) Cyber Security Incident Information; provided, that public information developed or acquired by an entity shall be excluded from this definition.
· Confidential Business and Market Information means any information that pertains to the interests of any entity, that was developed or acquired by that entity, and that is proprietary or competitively sensitive.
· Critical Energy Infrastructure Information means specific engineering, vulnerability, or detailed design information about proposed or existing Critical Infrastructure that (i) relates details about the production, generation, transportation, transmission, or distribution of energy; (ii) could be useful to a person in planning an attack on Critical Infrastructure; and (iii) does not simply give the location of the Critical Infrastructure.
· Critical Infrastructure means existing and proposed systems and assets, whether physical or virtual, the incapacity or destruction of which would negatively affect security, economic security, public health or safety, or any combination of those matters.
· Cyber Security Incident Information means any information related to, describing, or which could be used to plan or cause a Cyber Security Incident.
An owner, operator, or user of the Bulk Power System and any other party (the “Submitting Entity”) shall mark as confidential any information that it submits to other NSRF members (the “Receiving Entity”) that it reasonably believes contains Confidential Information as defined by the NERC Rules of Procedure. 
Acknowledgment
I certify that I am a member of the NSRF and (1) am directly employed by a NERC Registered Entity operating in the ERCOT Region, or ERCOT; or (2) am directly employed by an Affiliate of an above-referenced entity; or am a consultant or contract labor authorized to represent a specific NERC Registered Entity in the ERCOT Region by that entity and who does not represent the business interests of the company with which s/he is directly employed.
In consideration for receiving Confidential Information through NSRF closed session meetings and the NSRF restricted email list, I agree:
1. As a Receiving Entity, I will keep in confidence and not copy, disclose, or distribute any Confidential Information or any part thereof without the permission of the Submitting Entity, except as otherwise legally required.
2. I will not use Confidential Information for any purpose other than in conjunction with participation in NSRF closed meetings or email exchanges.
3. I will return or destroy all Confidential Information upon Submitting Party’s request or upon termination of NSRF membership.
I have read this Confidentiality Agreement and will abide by it requirements.  

Printed Name: ____________________________________________
Job Title:_________________________________________________
Company Name:___________________________________________
Signature:________________________________________________
Date:____________________________________________________
