Summary of Nodal Protocol Revisions

Effective:  January 1, 2017

Section 2:

NPRR747 – Revision of Voltage Control Requirements
This Nodal Protocol Revision Request (NPRR) adds new definitions related to Voltage Profiles, defines various Entities’ responsibilities related to Voltage Support, and also clarifies that the interconnecting Transmission Service Provider (TSP) (or its designated agent) may modify a Generation Resource’s Voltage Set Point.
Revised Subsection:  2.1 [unboxed due to system implementation]
NPRR758 – Improved Transparency for Outages Potentially Having a High Economic Impact
This Nodal Protocol Revision Request (NPRR) introduces language to identify Outages that have historically resulted in high congestion costs, as adjusted through a stakeholder review process to account for upgrades and other changes that would affect the fidelity of this list as an indicator of Outages that might cause future congestion.  Specific items within this NPRR include identification and posting of High Impact Transmission Elements (HITEs) and High Impact Outages (HIOs); and introduction of a Rescheduled Outage type.
Revised Subsection:  2.1 [partially unboxed due to system implementation]
NPRR792 – Changing Special Protection System (SPS) to Remedial Action Scheme (RAS)
This Nodal Protocol Revision Request (NPRR) aligns the Nodal Protocols with North American Electric Reliability Corporation (NERC) Reliability Standard definition for Special Protection System (SPS) and for consistency uses Remedial Action Scheme (RAS) and Automatic Mitigation Plan (AMP) where applicable in place of SPS.
Revised Subsections:  2.1 and 2.2 [effective upon system implementation]
Section 3:

NPRR747 – Revision of Voltage Control Requirements
See Section 2 above.

Revised Subsections:  3.15 and 3.15.3 [unboxed due to system implementation]
NPRR758 – Improved Transparency for Outages Potentially Having a High Economic Impact
See Section 2 above.

Revised Subsections:  3.1.5.13 and 3.1.8 [partially unboxed due to implementation]
NPRR783 – Revision of Network Operations Model Consistency Audit Requirement
This Nodal Protocol Revision Request (NPRR) revises an outdated requirement for an independent audit to confirm consistency between ERCOT operations models, yet retains the underlying requirement of model consistency.
Revised Subsection:  3.10
NPRR790 – Addition of Phase Angle Limits to the Network Operations Model
This Nodal Protocol Revision Request (NPRR) adds phase angle limitations to the ERCOT Network Operations Modeling process.
Revised Subsection:  3.10.7.1.3 [effective upon system implementation]
NPRR792 – Changing Special Protection System (SPS) to Remedial Action Scheme (RAS)
See Section 2 above.

Revised Subsections:  3.3.2, 3.10.7.4, and 3.14.1 [effective upon system implementation]
Section 5:

NPRR792 – Changing Special Protection System (SPS) to Remedial Action Scheme (RAS)
See Section 2 above.

Revised Subsection:  5.5.1 [effective upon system implementation]
Section 6:

NPRR747 – Revision of Voltage Control Requirements
See Section 2 above.

Revised Subsection:  6.5.7.7 [unboxed due to system implementation]
NPRR792 – Changing Special Protection System (SPS) to Remedial Action Scheme (RAS)
See Section 2 above.

Revised Subsections:  6.5.1.1, 6.5.7.1.10, and 6.5.7.10 [effective upon system implementation]
NPRR797 – Actual Load by Forecast Zone Report and Display
This Nodal Protocol Revision Request (NPRR) creates a new report and display for actual system Load by Forecast Zone, similar to the existing report and display for actual system Load by Weather Zone.
Revised Subsection:  6.3.2 [effective upon system implementation]
NPRR801 – Non-Controllable Load Resource MW in PRC
This Nodal Protocol Revision Request (NPRR) revises the Physical Responsive Capability (PRC) calculation from including the Responsive Reserve (RRS) service MW responsibility from Load Resources controlled by high-set under frequency relays to include all MW from these Load Resources from their current output to their Low Power Consumption (LPC) capped at 150% of the QSE’s RRS responsibility from non-Controllable Load Resources.
Revised Subsections:  6.5.7.5 and 6.7.5 [effective upon system implementation]
Section 7:

NPRR792 – Changing Special Protection System (SPS) to Remedial Action Scheme (RAS)
See Section 2 above.

Revised Subsections:  7.5.5.3 and 7.5.5.4 [effective upon system implementation]
Section 16:

NPRR773 – Broadening Scope of Acceptable Letter of Credit Issuers
This Nodal Protocol Revision Request (NPRR) broadens the scope of acceptable letter of credit issuers to include other financial institutions.
Revised Subsection:  16.11.3
NPRR791 – Clarifications to IEL, MCE and Aggregate Amount Owed by Breaching Party
This Nodal Protocol Revision Request (NPRR) revises the Initial Estimated Liability (IEL) description to clarify that for generation the IEL is based on estimated Qualified Scheduling Entity (QSE)-to-QSE energy sales; restores the IEL for traders, inadvertently omitted from NPRR741, Clarifications to TPE and EAL Credit Exposure Calculations, and originally defined in NPRR620, Collateral Requirements for Counter-Parties with No Load or Generation; corrects subscripts in the Minimum Current Exposure (MCE) formula that were inadvertently overwritten by NPRR743, Revision to MCE to Have a Floor For Load Exposure; modifies the RTQQNET and DARTNET in the grey boxed language for NPRR741 to match the current baseline Protocols; and simplifies the MCE formula.
Revised Subsections:  16.11.4.1, 16.11.4.2, and 16.11.6.1.3
NPRR803 – Remove Grey-boxed Language from NPRR439, Updating a Counter-Party’s Available Credit Limit for Current Day DAM
This Nodal Protocol Revision Request (NPRR) removes provisions of NPRR439, Updating a Counter-Party’s Available Credit Limit for Current Day DAM, from the ERCOT Protocols.  
Revised Subsection:  16.11.4.6.2
Administrative Changes:

Non-substantive administrative changes were made such as spelling corrections, formatting, and correcting Section numbering and references.
Revised Subsections:  3.1.5.12, 3.10.6, 3.10.7, 5.4, 7.2, 7.2.1, 7.3.1.1, 7.3.1.2, 7.4.1.1, 7.4.2.2, 7.4.1.3.1, 7.4.2.2, 7.5.3.2, 7.5.5.1, 7.5.5.2, 7.5.6.3, 7.9.2.4, 7.9.3.2
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