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	NPRR Number
	606
	NPRR Title
	Removal of Risk Management Verification Fee

	Timeline
	Normal
	Action
	Recommended Approval

	Date of Decision
	April 10, 2014

	Proposed Effective Date
	To be determined.

	Priority and Rank Assigned
	To be determined.

	Nodal Protocol Section(s) Requiring Revision
	16.16.3, Verification of Risk Management Framework

	Other Binding Documents Requiring Revision or Related Revision Requests
	None.

	Revision Description
	The Protocols currently allow ERCOT to assess a fee to eligible Counter-Parties for all or part of the costs of verifying the risk management framework as set forth in Section 16.16.3.  The ability to charge and collect a separate fee to account for ERCOT’s risk management verification costs was added to the Protocols with Nodal Protocol Revision Request (NPRR) 438, Additional Minimum Counter-Party Qualification Requirements, Including Risk Management Capability Requirements, which was approved by the ERCOT Board in July 2012.  The Protocol language added by NPRR438, however, is not accompanied by a specific fee amount or approved methodology for calculating the fee.  As noted in the Impact Analysis for NPRR438, system implementation costs for NPRR438 were immaterial, and the ongoing staffing costs related to oversight of risk management verification should not exceed one Full-Time Equivalent (FTE).  Following discussion at the November 18, 2013 Finance and Audit Committee meeting, there was consensus that because the overall expenses related to risk management verification are minor, it would be more practical to eliminate the fee and include this expense within ERCOT’s Operations and Maintenance (O&M) budget.  This NPRR removes the language establishing the risk assessment fee from Section 16.16.3.

	Reason for Revision
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  Addresses current operational issues.

[image: image2.wmf]

  Meets Strategic goals (tied to the ERCOT Strategic Plan or directed by the ERCOT Board).
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  Market efficiencies or enhancements

[image: image4.wmf]

X

  Administrative
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  Regulatory requirements
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  Other:  (explain)



	Credit Impacts
	To be determined.

	Procedural History
	· On 3/17/14, NPRR606 and an associated Impact Analysis were posted.
· On 4/10/14, PRS considered NPRR606.

	PRS Decision 
	On 4/10/14, PRS unanimously voted to recommend approval of NPRR606 as submitted.  All Market Segments were present for the vote.

	Summary of PRS Discussion
	On 4/10/14, there was no discussion.


	Business Case

	Qualitative Benefits
	Clarified Protocols regarding recovery of expenses related to risk management verification.

	Quantitative Benefits
	This NPRR eliminates the work that would otherwise be required to establish a methodology for calculating and collecting the risk management verification fee.

	Impact to Market Segments
	· This NPRR benefits all Market Participants by providing clearer Protocols.
· Because the risk management verification fee is not currently being collected, removal of the language establishing the fee from the Protocols should not have a material impact to Market Participants or ERCOT.

	Credit Implications
	

	Other
	


	Sponsor

	Names
	Mark Ruane / Chad V. Seely / Jonathan Levine

	E-mail Addresses
	Mark.Ruane@ercot.com / Chad.Seely@ercot.com / Jonathan.Levine@ercot.com

	Company
	ERCOT

	Phone Numbers
	512-225-7094 / 512-225-7035 / 512-225-7017

	Cell Numbers
	512-578-5840 / 512-825-0288 / 860-539-7269

	Market Segment
	Not applicable.


	Market Rules Staff Contact

	Name
	Lisa Trow

	E-Mail Address
	ltrow@ercot.com

	Phone Number
	512-248-6521


	Comments Received

	Comment Author
	Comment Summary

	None.
	


	Proposed Protocol Language Revision


16.16.3
Verification of Risk Management Framework
(1)
ERCOT will periodically perform or cause to be performed procedures to assess the risk management framework of Counter-Parties, including its implementation.  
(2)
ERCOT may retain a third party either to assess the sufficiency of the Counter-Party’s risk management framework or to provide guidance and advice as to what constitutes appropriate content with respect to generally accepted risk management practices in their respective markets, commensurate and proportional in sophistication, scope and frequency to the volume of transactions and the nature and extent of risk taken by the Counter-Party.  

(3)
ERCOT shall, identify the nature and scope of generally accepted risk management practices in their respective markets by which Counter-Party risk management frameworks will be assessed.  Key elements will include:

(a)
The risk management framework is documented in a risk policy addressing market and credit risks that has been approved by a Counter-Party’s risk management function which includes appropriate corporate persons or bodies that are independent of the Counter-Party’s trading functions, such as a risk management committee, a designated risk officer, participant Counter-Party’s board or board committee, or, if applicable, a board or committee of the Counter-Party’s parent company.

(b)
A Counter-Party maintains an organizational structure with clearly defined roles and responsibilities that clearly segregate trading and risk control functions. 

(c)
There is clarity of authority specifying the transactions into which traders are allowed to enter.

(d)
A Counter-Party ensures that traders have adequate training and/or experience relative to their delegations of authority in systems and the markets in which they transact.

(e)
As appropriate, a Counter-Party has risk limits in place to control risk exposures.

(f)
A Counter-Party has reporting in place to ensure risks are adequately communicated throughout the organization.

(g)
A Counter-Party has processes in place for independent confirmation of executed transactions.

(h)
A Counter-Party performs a periodic valuation or mark-to-market of risk positions, as appropriate.

(i)
The ERCOT Board may approve minimum standards under an Other Binding Document. 

(4)
Upon notice of being selected for verification, a Counter-Party will make available or submit to ERCOT, or a third party acting on ERCOT’s behalf, such documentation as is necessary to provide evidence of the sufficiency and implementation of its risk management framework.  Such information may include, but not be limited to, documents of the following nature:  risk policies, organizational charts, Delegations of Authority, training records, risk limit structure, reporting frameworks, and relevant procedures, all in a level of detail acceptable to ERCOT.  Along with such documentation, a Counter-Party will provide a written explanation to ERCOT or its agent of how its risk management framework conforms to the risk management standards noted above.  Requested information and documents must be made available for review by ERCOT, or a third party acting on ERCOT’s behalf, 30 days after Notice of the request.  ERCOT will provide Counter-Party Notice of inadequate documentation and will give Counter-Party ten Business Days to correct the inadequacy.  At ERCOT’s sole discretion, these deadlines may be extended on a case-by-case basis.
(5)
If necessary, Counter-Parties will support the verification process by, among other things, making appropriate personnel available for interviews, permitting on-site observation of credit and risk management processes and procedures, and providing written responses to written inquiries on a timely basis.  A Counter-Party may request that ERCOT or a third party performing verification on ERCOT’s behalf perform the review on-site at the Counter-Party’s location.  Any resulting additional expenses will in this case be the sole responsibility of the Counter-Party making the request.   

(6)
ERCOT will perform procedures to verify the risk management framework at least annually for any Counter-Party if that Counter-Party or its guarantor is:

(a)
Ineligible for unsecured credit under the ERCOT Creditworthiness Standard; and
(b)
Has had exposure in CRR Obligations in the ERCOT CRR market during the year preceding the date of the annual certificate. 
(i)
Notwithstanding the above, ERCOT will perform risk management framework verification procedures on other Counter-Parties at its sole discretion. 
(7)
Upon completion of its review, ERCOT will notify the Counter-Party whether or not any material deficiencies were noted.  If material deficiencies exist, ERCOT may, in its sole discretion, establish in consultation with the Counter-Party, a remediation plan for any deficiencies.  The remediation period allowed for specific deficiencies should be consistent with the severity of those deficiencies and may have incremental deadlines.  The total remediation period will not exceed 90 days, unless extended, at ERCOT’s sole discretion, on a case-by-case basis.    
(8)
Risk management deficiencies remaining beyond the ERCOT-defined remediation periods constitute a material breach under the Counter-Party’s Standard Form Market Participant Agreement as provided for in Section 22, Attachment A, Standard Form Market Participant Agreement.  Upon a material breach, ERCOT may, in addition to any other rights or remedies ERCOT has under any agreement, these Protocols or at common law, suspend any or all future activities in the ERCOT market, pending remediation of deficiencies.  An action by ERCOT to suspend activities in the ERCOT market is subject to the provisions of Section 20, Alternative Dispute Resolution Process.  

(9)
Participation in ERCOT markets is contingent on verification by ERCOT, or by a third party acting on ERCOT’s behalf, that the proposed measures have been implemented.

10)
If a Counter-Party provides evidence that its risk management framework has been deemed sufficient for transacting in another Regional Transmission Operator/Independent System Operator market in the United States, ERCOT may elect to forego verification processes.

(11)
In conjunction with providing its annual certificate, if a Counter-Party certifies that there has been no material change in its risk management capabilities since the framework was last verified, ERCOT may elect to forego verification.  ERCOT may not forego verification more than once in any 24 month period.
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