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	Proposed Protocol Language Revision


1.3.1.1
Items Considered Protected Information 

Subject to the exclusions set out in Section 1.3.1.2, Items Not Considered Protected Information, and in Section 3.2.5, Publication of Resource and Load Information, “Protected Information” is information containing or revealing any of the following:

(a)
Base Points, as calculated by ERCOT.  The Protected Information status of this information shall expire 60 days after the applicable Operating Day;

(b)
Bids, offers, or pricing information identifiable to a specific Qualified Scheduling Entity (QSE) or Resource.  The Protected Information status of part of this information shall expire 60 days after the applicable Operating Day, as follows:

(i)
Ancillary Service Offers by Operating Hour for each Resource for all Ancillary Services submitted for the Day-Ahead Market (DAM) or any Supplemental Ancillary Services Market (SASM);
(ii)
The quantity of Ancillary Service offered by Operating Hour for each Resource for all Ancillary Service submitted for the DAM or any SASM; and
(iii)
Energy Offer Curve prices and quantities for each Settlement Interval by Resource.  The Protected Information status of this information shall expire within seven days after the applicable Operating Day if required to be posted as part of paragraph (5) of Section 3.2.5 and within two days after the applicable Operating Day if required to be posted as part of paragraph (6) of Section 3.2.5; 

(c)
Status of Resources, including Outages, limitations, or scheduled or metered Resource data.  The Protected Information status of this information shall expire 60 days after the applicable Operating Day;

(d)
Current Operating Plans (COPs).  The Protected Information status of this information shall expire 60 days after the applicable Operating Day;

(e)
Ancillary Service Trades, Energy Trades, and Capacity Trades identifiable to a specific QSE or Resource.  The Protected Information status of this information shall expire 180 days after the applicable Operating Day;

(f)
Ancillary Service Schedules identifiable to a specific QSE or Resource.  The Protected Information status of this information shall expire 60 days after the applicable Operating Day;

(g)
Dispatch Instructions identifiable to a specific QSE or Resource, except for Reliability Unit Commitment (RUC) commitments and decommitments as provided in Section 5.5.3, Communication of RUC Commitments and Decommitments.  The Protected Information status of this information shall expire 180 days after the applicable Operating Day;

(h)
Raw and Adjusted Metered Load (AML) data (demand and energy) identifiable to a specific QSE, Load Serving Entity (LSE), or Customer.  The Protected Information status of this information shall expire 180 days after the applicable Operating Day;

(i)
Settlement Statements and Invoices identifiable to a specific QSE.  The Protected Information status of this information shall expire 180 days after the applicable Operating Day;

(j)
Number of Electric Service Identifiers (ESI IDs) identifiable to a specific LSE.  The Protected Information status of this information shall expire 365 days after the applicable Operating Day;

(k)
Information related to generation interconnection requests, to the extent such information is not otherwise publicly available.  The Protected Information status of this information shall expire when the generation interconnection agreement is executed or a financial arrangement for transmission construction is completed with a Transmission Service Provider (TSP);

(l)
Resource-specific costs, design and engineering data;

(m)
Congestion Revenue Right (CRR) credit limits, the identity of bidders in a CRR Auction, or other bidding information identifiable to a specific CRR Account Holder.  The Protected Information status of this information shall expire as follows: 

(i)
The Protected Information status of the identities of CRR bidders that become CRR Owners and the number and type of CRRs that they each own shall expire at the end of the CRR Auction in which the CRRs were first sold; and

(ii)
The Protected Information status of all other CRR information identified above in item (m) shall expire six months after the end of the year in which the CRR was effective.

(n)
Renewable Energy Credit (REC) account balances.  The Protected Information status of this information shall expire three years after the REC Settlement period ends;

(o)
Credit limits identifiable to a specific QSE;

(p)
Any information that is designated as Protected Information in writing by Disclosing Party at the time the information is provided to Receiving Party except for information: 

(i)
Submitted to or collected by ERCOT under the Protocols or Other Binding Documents; or 

(ii) 
Provided to ERCOT in support of a Reliability Must-Run (RMR) application under Section 3.14.1, Reliability Must Run;

(q)
Any information compiled by a Market Participant on a Customer that in the normal course of a Market Participant’s business that makes possible the identification of any individual Customer by matching such information with the Customer’s name, address, account number, type of classification service, historical electricity usage, expected patterns of use, types of facilities used in providing service, individual contract terms and conditions, price, current charges, billing record, or any other information that a Customer has expressly requested not be disclosed (“Proprietary Customer Information”) unless the Customer has authorized the release for public disclosure of that information in a manner approved by the Public Utility Commission of Texas (PUCT).  Information that is redacted or organized in such a way as to make it impossible to identify the Customer to whom the information relates does not constitute Proprietary Customer Information;

(r)
Any software, products of software, or other vendor information that ERCOT is required to keep confidential under its agreements;

(s)
QSE, TSP, and Distribution Service Provider (DSP) backup plans collected by ERCOT under the Protocols or Other Binding Documents;

(t)
Direct Current Tie (DC Tie) information provided to a TSP or DSP under Section 9.17.2, Direct Current Tie Schedule Information; 

(u)
Any Texas Standard Electronic Transaction (TX SET) transaction submitted by an LSE to ERCOT or received by an LSE from ERCOT.  This paragraph does not apply to ERCOT’s compliance with: 

(i)
PUCT Substantive Rules on performance measure reporting; 

(ii)
These Protocols or Other Binding Documents; or 

(iii)
Any Technical Advisory Committee (TAC)-approved reporting requirements;

(v)
Mothballed Generation Resource updates and supporting documentation submitted pursuant to Section 3.14.1.9, Generation Resource Return to Service Updates;

(w)
For purposes of capacity demand reserve reporting, the unavailability of Switchable Generation Resources to the ERCOT System and supporting documentation submitted pursuant to paragraph (2) of Section 16.5.4, Maintaining and Updating Resource Entity Information, except for reporting the aggregate capacity or except as may be required by Section 3.2.5;

(x)
Information provided by Entities under Section 10.3.2.4, Reporting of Net Generation Capacity;

(y)
Alternative fuel reserve capability and firm gas availability information submitted pursuant to Section 6.5.9.3.1, Operating Condition Notice, Section 6.5.9.3.2, Advisory, and Section 6.5.9.3.3, Watch, and as defined by the Operating Guides;

(z)
Non-public financial information provided by a Counter-Party to ERCOT pursuant to meeting its credit qualification requirements as well as the QSE’s form of credit support; 
(aa)
ESI ID, identity of Retail Electric Provider (REP), and MWh consumption associated with transmission-level Customers that wish to have their Load excluded from the Renewable Portfolio Standard (RPS) calculation consistent with Section 14.5.3, End-Use Customers, and subsection (j) of P.U.C. Subst. R. 25.173, Goal for Renewable Energy; or
(bb)     Non-public information provided by a Counter-Party under Section 16.16.3, Verification of Risk Management Framework.
16.11.4.1
Determination of Total Potential Exposure for a Counter-Party

(1)
A Counter-Party’s TPE is:  (i) for a Counter-Party that has granted ERCOT a first priority security interest in receivables generated under or in connection with the Counter-Party Agreement or is an EC or an Entity created under Texas Water Code (TWC) § 222.001, Creation, the algebraic sum of its current and future credit exposures, and (ii) for every other Counter-Party, the sum of its current credit exposure, if positive, and Future Credit Exposures (FCEs), if positive. 

(a)
Current credit exposure is calculated as the Initial Estimated Liability (IEL) or the greater of its Estimated Aggregate Liability (EAL), Aggregate Incremental Liability (AIL) or the sum of its EAL and AIL.  Current credit exposure includes the following:

(i)
Obligations as a result of the Adjustment Period operations and Real-Time operations, including emergency operations;  

(ii)
Known obligations in the DAM; and 

(iii)
CRR-related known obligations. 

(b)
FCE is calculated as the FCE that reflects the future mark-to-market value of CRRs registered in the name of the Counter-Party.

(2)
For a Counter-Party that has granted ERCOT a first priority security interest in receivables generated under or in connection with the Counter-Party Agreement or is an EC or an Entity created under TWC § 222.001:

TPE
=
Max [(IEL for the first 60 days), EAL, AIL, (EAL+AIL)] + FCE

For all other Counter-Parties:

TPE
=
Max [0, (IEL for the first 60 days), EAL, AIL, (EAL+AIL)] + Max [0, FCE]

(3)
If ERCOT, in its sole discretion, determines that the TPE for a Counter-Party calculated under paragraph (1) above does not adequately match the financial risk created by that Counter-Party’s activities under these Protocols, then ERCOT may set a different TPE for that Counter-Party.  ERCOT shall, to the extent practical, give to the Counter-Party the information used to determine that different TPE.  ERCOT shall provide written or electronic notice to the Counter-Party of the basis for ERCOT’s assessment of the Counter-Party’s financial risk and the resulting creditworthiness requirements.

(4)
ERCOT shall monitor and calculate each Counter-Party’s TPE daily.

	[NPRR400:  Replace Section 16.11.4.1 above with the following upon system implementation:]

16.11.4.1
Determination of Total Potential Exposure for a Counter-Party

(1)
A Counter-Party’s TPE is the sum of its “Total Potential Exposure Any” (TPEA) and “Total Potential Exposure Secured” (TPES):  

(a)
TPEA is the positive net exposure of the Counter-Party that may be satisfied by any forms of Financial Security defined under paragraphs (a) through (d) of Section 16.11.3, Alternative Means of Satisfying ERCOT Creditworthiness Requirements.  TPEA will include all exposure not included in TPES.

(b)
TPES is the positive net exposure of the Counter-Party that may be satisfied only by forms of Financial Security defined under paragraphs (b) through (d) of Section 16.11.3.  The FCE that reflects the future mark-to-market value for CRRs registered in the name of the Counter-Party is included in TPES.
 (2)
For all Counter-Parties:

TPEA 
= 
Max [0, MCE, Max [0, (∑ q EAL q + CRRA * ∑ a EAL a)]]

TPES
=
 Max [0, (1 – CRRA) * ∑ a EAL a] + Max [0, ∑ a FCE a] + IA
The above variables are defined as follows:
Variable

Unit

Description

EAL q
$

Estimated Aggregate Liability for the QSE—EAL for the QSE q represented by Counter-Party.

EAL a
$

Estimated Aggregate Liability for the CRR Account Holder—EAL for the CRR Account Holder a represented by Counter-Party.
FCE a
$

Future Credit Exposure for the CRR Account Holder—FCE for the CRR Account Holder a represented by Counter-Party.
MCE

$

Minimum Collateral Exposure – For each Counter-Party, ERCOT shall determine a Minimum Collateral Exposure (MCE) as follows:  
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DARTNET o, i, d, k * T4/n]

RTQQNETES o, i, d, k = 
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 Max [0, [[RTQQES o, i, d, k, c * RTSPP i, d, k*SAF] - [RTQQEP o, i, d, k, c * RTSPP i, d, k *SAF]]]

DARTNET o, i, d, k  = Absolute value of [DAM EOO Cleared o, i, d, k * DART i, d, k + DAM TPO Cleared o, i, d, k * DART i, d, k + DAM PTP Cleared o, i, d, k * DARTPTP i, d, k – DAM EOB Cleared o, i, d, k * DART i, d, k] 

Where:
G o, i, d, k = 
Total Metered Generation at all Resource Nodes for Counter-Party o for interval i for calendar day d at Settlement Point k
L o, i, d, k = 
Total Adjusted Metered Load (AML) at all Load Zones for Counter-Party o for interval i for calendar day d at Settlement Point k
SAF =                  Seasonal Adjustment Factor – Used to provide for the potential for seasonal price increases based on historical trends.  ERCOT shall initially set this factor equal to 100%.  This factor will not go below 100%. ERCOT will provide Notice to Market Participants of any change at least 14 days prior to effective date along with the analysis supporting the change.
NUCADJ o = 
Net Unit Contingent Adjustment —A minimum value of 20% to allow for situations where a generator may unintentionally or intentionally meet its requirement from the Real-Time Market (RTM).
RTQQNETES o, i, d, k = Net QSE-to-QSE Energy Sales for Counter-Party o for interval i for calendar day d
RTQQES o, i, d, k, c = QSE Energy Trades for which the Counter-Party o is the seller for interval i for day d at Settlement Point k with Counter-Party c
RTQQEP o, i, d, k, c = QSE Energy Trades for which the Counter-Party o is  rethe buyer for interval i for calendar day d at Settlement Point k with Counter-Party c
RTSPP i, d, k = 
Real-Time Settlement Point Price for interval i for calendar day d at Settlement Point k

DARTNET o, i, d, k = Net DAM activities for Counter-Party o for interval i for calendar day d

DART i, d, k = 
Day Ahead - Real-Time Spread  for interval i for calendar day d at Settlement Point k
DAM EOB Cleared o, i, d, k = Day Ahead Market Energy Only Bids Cleared for interval i for calendar day d at Settlement Point k
DAM EOO Cleared o, i, d, k = 
Day Ahead Market Energy Only Offers Cleared for interval i for calendar day d at Settlement Point k
DAM TPO Cleared o, i, d, k = Day Ahead Market Three Part Offers Cleared for interval i for calendar day d at Settlement Point k
DAM PTP Cleared o, i, d, k = Day Ahead Market Point to Point Obligations Cleared for interval i for calendar day d at Settlement Point k
DARTPTP o, i, d, k =  Day Ahead - Real-Time Spread  for value of PTP Obligation for interval i for calendar day d at Settlement Point k
T1 = 
2 days

T2 = 
5 days

T3=                      5 days

T4=                      1 day 

c  = 
Bilateral Counter-Party 

d = 
       Calendar day

i = 
       Settlement Interval

n = 
       14 days

o = 
       Counter-Party

k = 

      A Settlement Point
M1 =    20                 Multiplier for DALE and RTLE.  Provides for forward risk based on historical activity. The multiplier will be recommended by TAC and approved by the Board.

M2 =    12                  Multiplier for URTA.  Provides for unbilled historical activity based on historical activity.  The multiplier will be recommended by TAC and approved by the Board.
CRRA

$

CRR Activity other than FCE—CRR activity other than FCE – May have a value of “0” or “1”.  Flag to indicate whether CRR activity other than FCE will be included in TPES or TPEA.  Initially set to “1” to include activity into TPEA.  ERCOT, in its sole discretion, can reset to “0” if needed.

q

None.

QSE represented by Counter-Party.

a

None.

CRR Account Holder represented by Counter-Party.
IA
$

Independent Amount – The Independent Amount is the amount required to be posted as defined in Section 16.16.1, Counter-Party Criteria.
(3)
If ERCOT, in its sole discretion, determines that the TPEA or the TPES for a Counter-Party calculated under paragraphs (1) or (2) above does not adequately match the financial risk created by that Counter-Party’s activities under these Protocols, then ERCOT may set a different TPEA or TPES for that Counter-Party.  ERCOT shall, to the extent practical, give to the Counter-Party the information used to determine that different TPEA or TPES.  ERCOT shall provide written or electronic Notice to the Counter-Party of the basis for ERCOT’s assessment of the Counter-Party’s financial risk and the resulting creditworthiness requirements.

(4)
ERCOT shall monitor and calculate each Counter-Party’s TPEA and TPES daily.


16.16
Additional Counter-Party Qualification Requirements 
16.16.1
Counter-Party Criteria
(1)
In order to participate in the ERCOT Real-Time, Day-Ahead and Congestion Revenue Right (CRR) markets, in addition to satisfying any other eligibility requirements set forth in the ERCOT Protocols, each Counter-Party must satisfy, and at all times remain in compliance with, the following requirements: 

(a)
 Expertise in Markets.  All employees or agents transacting in ERCOT markets pursuant to the ERCOT Protocols have had appropriate training and/or experience and are qualified and authorized to transact on behalf of the Counter-Party.  

(b)
Market Operational Capabilities.  Counter-Party has appropriate market operating procedures and technical abilities to promptly and effectively respond to all ERCOT market communications.  

(c) 
Capitalization.  Counter-Party, or an acceptable guarantor, shall maintain minimum capital as follows:

(i)
For a Counter-Party seeking authorization to participate or participating in all ERCOT markets:
(A)
 $10 million in total assets; or 
(B) 
$1 million in:

(1)
Unencumbered assets for unrated Electric Cooperative (EC) and Municipal systems; or 
(2) 
Tangible net worth for all other Entities, each as defined in the ERCOT Creditworthiness Standards.
(ii)
For a Counter-Party seeking authorization to participate or participating in all ERCOT markets except for the CRR market:
(A)
 $5 million in total assets; or 
(B)
 $500,000 in: 
(1) 
Unencumbered assets for unrated EC and Municipal systems; or 
(2) 
Tangible net worth for all other Entities, each as defined in the ERCOT Creditworthiness Standards.  

(iii)
To fulfill the capitalization requirements above, a Counter-Party must provide:
(A) 
Audited financial statements of the Counter-Party or its guarantor in accordance with Section 16.11, Financial Security for Counter-Parties; and 
(B)
If for a guarantor, a guarantee on one of the standard form documents approved by the ERCOT Board.  
(iv)
Regardless of whether the Counter-Party or an acceptable guarantor meets the capitalization criteria above, ERCOT may nevertheless require the Counter-Party to meet the capitalization criteria by posting an Independent Amount in the event that the Counter-Party or a guarantor has a material adverse change in conjunction with or subsequent to the most recent audited annual or unaudited quarterly financial statements.  The determination of a material adverse change is solely within ERCOT’s discretion.  Changes that may be considered materially adverse include, but are not limited to:
(A)
 A qualified audit opinion;
(B)
Material criminal or civil litigation;
(C) 
Being placed on credit watch with negative implications by any ratings agency;
 (D) 
Bankruptcy, dissolution, merger or acquisition of the Counter-Party; or
(E) 
Any other material change in financial status that could adversely affect Counter-Party’s compliance with the capitalization criteria.
(v)
In the event:
(A)
 Audited financial statements do not meet the requirements above; or 
(B) 
There has been a material adverse change in the financial condition of the Counter-Party or acceptable guarantor in conjunction with or subsequent to the most recent audited annual or unaudited quarterly financial statements, Counter-Party will provide an Independent Amount in the form and amount necessary to participate in the ERCOT markets as follows:
(1)
For a Counter-Party seeking authorization to participate or participating in all ERCOT markets, $500,000 Independent Amount.
(2)
For a Counter-Party seeking authorization to participate or participating in all ERCOT markets except for the CRR market, $200,000 Independent Amount.  
(3)
For purposes of this section, ERCOT will deem a Counter-Party that is or is applying to be a CRR Account Holder as having a desire to participate in all ERCOT markets.  

 (4)
Financial Security posted pursuant to this section is fully available to ERCOT in the event of the Counter-Party’s Payment Breach or Default.  
 (5)
ERCOT shall add the Independent Amount to that Counter-Party’s TPES pursuant to Section 16.11 and designate it as the Independent Amount.  ERCOT will require Financial Security for the Independent Amount in the same way as it does for other TPES elements. 
(6)
Any non-payment of the Independent Amount is considered a Payment Breach pursuant to Section 16.11.6, Payment Breach and Late Payments by Market Participants.   ERCOT may use any of the remedies provided in Section 16.11.6 to collect the Independent Amount for each Counter-Party.
(d) Risk Management Capabilities.   Each Counter-Party shall maintain appropriate, comprehensive risk management capabilities with respect to the ERCOT markets in which the Counter-Party transacts or wishes to transact.   ERCOT may review documentation supporting a Counter-Party’s risk management framework as part of its processes for verifying the implementation of a Counter-Party’s risk management framework as described in Section 16.16.3, Verification of Risk Management Framework.   
(2)
ERCOT may grant an exception from complying with Section 16.16 to a Counter-Party that certifies is or is becoming a CRR Account Holder solely for the purpose of obtaining access to the ERCOT Market Information System (MIS) Secure Area.
	 [NPRR260:  Delete paragraph (2) above upon system implementation.]


16.16.2
Annual Certification  
(1)
Each Counter-Party must submit to ERCOT annually a notarized certificate, signed by an officer or executive with authority to bind the Counter-Party, in the form of Section 22, Attachment J, Annual Certification Form to Meet ERCOT Additional Minimum Participation Requirement, certifying that the Counter-Party is in compliance with each of the Counter-Party criteria and agrees to procedures for verification of its risk management framework as described in Section 16.16.3, Verification of Risk Management Framework.  

(2)
The certificate must be received by ERCOT no later than 120 days after the close of the fiscal year of the Counter-Party or its guarantor.  ERCOT may extend the period for providing the certificate on a case-by-case basis. 

(3)
For new entry Counter-Parties, the certificate must be received by ERCOT prior to participation in any ERCOT markets.

(4)
A Counter-Party shall inform ERCOT within one Business Day if it has experienced a material adverse change that would make its most recent annual certificate inaccurate. 
16.16.3
Verification of Risk Management Framework
(1)
ERCOT will periodically perform or cause to be performed procedures to assess the risk management framework of Counter-Parties, including its implementation.  
(2)
ERCOT may retain a third party either to assess the sufficiency of the Counter-Party’s risk management framework or to provide guidance and advice as to what constitutes appropriate content with respect to generally accepted risk management practices in the energy trading industry, commensurate and proportional in sophistication, scope and frequency to the volume of transactions and the nature and extent of risk taken by the Counter-Party.  
(3)
ERCOT may, in its sole discretion, identify the nature and scope of generally accepted risk management practices in the energy trading industry by which Counter-Party risk management frameworks will be assessed.   Key elements will include:

(a) The risk management framework is documented in a risk policy addressing market and credit risks that has been approved by a Counter-Party’s risk management function which includes appropriate corporate persons or bodies that are independent of the Counter-Party’s trading functions, such as a risk management committee, a designated risk officer, participant Counter-Party’s board or board committee, or, if applicable, a board or committee of the Counter-Party’s parent company.
(b) A Counter-Party maintains an organizational structure with clearly defined roles and responsibilities that segregate front, middle and back office functions to as high a level as practical, where:
(i)
Front office means commercial or customer-facing functions, including but not limited to trading, structuring, sales, deal execution, and marketing;
(ii)
Middle office means risk management functions; and
(iii) 
Back office means administrative and support functions including, but not limited to accounting, invoicing, check-out, settlements, records management, confirmations, compliance, contract administration, accounts receivable, accounts payable, and financial and tax reporting.  
(c) A Counter-Party’s Delegations of Authority specify the transactions into which traders are allowed to enter.
(d) A Counter-Party ensures that traders have adequate training and experience relative to their Delegations of Authority in systems and the markets in which they transact.
(e) As appropriate, a Counter-Party has risk limits in place to control risk exposures.
(f) A Counter-Party has reporting in place to ensure risks are adequately communicated throughout the organization.
(g) A Counter-Party has processes in place for independent confirmation of executed transactions.
(h) A Counter-Party performs a periodic valuation or mark-to-market of risk positions, as appropriate.
(4) Upon request, a Counter-Party will submit to ERCOT, or a third party acting on ERCOT’s behalf, such documentation as is necessary to provide evidence of the sufficiency and implementation of its risk management framework.  Such information may include, but not be limited to, risk policies, organizational charts, Delegations of Authority, training records, risk limit structure, reporting frameworks, and relevant procedures, all in a level of detail acceptable to ERCOT.  Along with such documentation, a Counter-Party will provide a written explanation to ERCOT or its agent of how its risk management framework conforms to the risk management standards noted above.  Requested information and documents must be made available for review by ERCOT, or a third party acting on ERCOT’s behalf, within ten Business Days after Notice of the request.  ERCOT will provide Counter-Party Notice of inadequate documentation and will give Counter-Party ten Business Days to correct the inadequacy.  At ERCOT’s sole discretion, these deadlines may be extended on a case-by-case basis.
(5) In addition, Counter-Parties will support the verification process by, among other things, making appropriate personnel available for interviews, permitting on-site observation of credit and risk management processes and procedures, and providing written responses to written inquiries on a timely basis.  
(6) ERCOT will perform procedures to verify the risk management framework at least annually for any Counter-Party if that Counter-Party or its guarantor is:

 (a) 
Ineligible for unsecured credit under the ERCOT Creditworthiness Standard; and
(b) 
Has had exposure in CRR Obligations in the ERCOT CRR market during the year preceding the date of the annual certificate. 
(i)
Notwithstanding the above, ERCOT will perform risk management framework verification procedures on other Counter-Parties at its sole discretion. 
(7) Upon completion of its review, ERCOT will notify the Counter-Party whether or not any material deficiencies were noted.  If material deficiencies exist, ERCOT may, in its sole discretion, establish in consultation with the Counter-Party, a remediation plan for any deficiencies.  The remediation period allowed for specific deficiencies should be consistent with the severity of those deficiencies and may have incremental deadlines.   The total remediation period will not exceed 90 days.    
(8) Risk management deficiencies remaining beyond the ERCOT-defined remediation periods constitute a material breach under the Counter-Party’s Standard Form Market Participant Agreement as provided for in Section 22, Attachment A, Standard Form Market Participant Agreement.  Upon a material breach, ERCOT may, in addition to any other rights or remedies ERCOT has under any agreement, these Protocols or at common law, suspend any or all future activities in the ERCOT market, pending remediation of deficiencies. 

(9) Participation in ERCOT markets is contingent on verification by ERCOT, or by a third party acting on ERCOT’s behalf, that the proposed measures have been implemented.  

(10) If a Counter-Party provides evidence that its risk management framework has been deemed sufficient for transacting in another Regional Transmission Operator / Independent System Operator market in the United States, ERCOT may elect to forego verification processes
(11) In conjunction with providing its annual certificate, if a Counter-Party certifies that there has been no material change in its risk management capabilities since the framework was last verified, ERCOT may elect to forego verification.  ERCOT may not forego verification more than once in any 24 month period.
(12) ERCOT may assess a fee to eligible Counter-Parties for all or part of the costs of verifying the risk management framework for specified Counter-Parties.  
ERCOT Nodal Protocols
Section 22

Attachment J:   Annual Certification Form to Meet ERCOT Additional Minimum Participation Requirements
[DATE]

Annual Certification Form to Meet ERCOT Additional Minimum Participation Requirements
	Counter-Party Name:  __________________________________________ (“Counter-Party”)


I, _____________________________________________ a duly authorized officer or executive of Counter-Party, understanding that Electric Reliability Council of Texas, Inc. (“ERCOT”) is relying on this Certification as evidence that Counter-Party meets the minimum participation requirements set forth in the ERCOT Protocols, hereby represent that I have full authority to bind the Counter-Party and further certify and represent the following:

1.  Expertise in Markets.  All employees or agents transacting in ERCOT markets pursuant to the ERCOT Protocols have had appropriate training and/or experience and are qualified and authorized to transact on behalf of the Counter-Party.  

2. Market Operational Capabilities.  Counter-Party has appropriate market operating procedures and technical abilities to promptly and effectively respond to all ERCOT market communications.

3. Capitalization.  Counter-Party has read and agrees to the capitalization requirements as detailed in the ERCOT Protocols.
4. Risk Management Capabilities.  Counter-Party maintains appropriate, comprehensive risk management capabilities with respect to the ERCOT markets in which the Counter-Party transacts or wishes to transact.

5. Verification of Risk Management Framework.  Counter-party has read and agrees to the requirements for verification of its risk management framework as detailed in the ERCOT Protocols.
Risk management framework verification processes undertaken by ERCOT or a third party acting on ERCOT’s behalf are by necessity limited in scope and nature and cannot address their appropriateness or sufficiency with respect to the full range of risks that may face a Counter-Party or that all such capabilities and controls are in fact operating as purported.  In performing an assessment of risk management framework, ERCOT or its agent rely on the assertions and documentary evidence produced by the Counter-Party, and accept no liability for the consequences of insufficient implementation or effectiveness in mitigating risks of the Counter-Party or the impact of risks upon the financial strength of the Counter-Party with respect to ERCOT or other Independent System Operator / Regional Transmission Operator -administered markets.  

( By checking this box, I further certify and represent that there has been no material change in internal risk management capabilities since last verified by ERCOT.
Date:____________________________

 
         _____________________  










Signature







Print Name:  _______________________________







Title:
         _______________________________

Subscribed and sworn before me _______________________ a notary public in the State of __________________in and for the County of ________________, this ____ day of ________, 20__.

_____________________________

(Notary Public Signature)

My commission expires:
  ____/____/__
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