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	Comments


ERCOT submits these comments to propose language revisions in response to the discussion at the September 22, 2011 PRS meeting regarding the Security Violation Analysis and Reporting and Constraint Management Transparency relationship between Nodal Protocol Revision Requests (NPRRs) 393 and 385, Security Violation Analysis and Reporting and Negative Price Floor, and also the Full Time Employee (FTE) impacts identified in the Impact Analysis for NPRR393.
These comments identify, where appropriate, Security Violation Analysis (Section 6.5.7.1.10, Network Security Analysis Processor and Security Violation Alarm) and Reporting and Constraint Management Transparency language (Section 6.5.7.1.11, Transmission Network and Power Balance Constraint Management) can be combined as well as addressing the areas which had high FTE impacts in an attempt to reduce those impacts and clarify the NPRR language. The following revised language reflects the combined common approach that would be appropriate in NPRR393.  
	Revised Cover Page Language


	Nodal Protocol Sections Requiring Revision
	6.5.7.1.10, Network Security Analysis Processor and Security Violation Alarm
6.5.7.1.11, Transmission Network and Power Balance Constraint Management


	Revised Proposed Protocol Language


6.5.7.1.10
Network Security Analysis Processor and Security Violation Alarm

(1)
Using the input provided by the State Estimator, ERCOT shall use the NSA processor to perform analysis of all contingencies remaining in the active list.  For each contingency, ERCOT shall use the NSA processor to monitor the elements for limit violations.  ERCOT shall use the NSA processor to verify Electrical Bus voltage limits to be within a percentage tolerance as outlined in the ERCOT Operating Guides.  Contingency security violations for transmission lines and transformers occur if: 

(a)
The predicted post-contingency MVA exceeds 100% of the Emergency Rating after adjustments for Real-Time weather conditions applicable to the contingency are incorporated; and

(b)
An RAP or SPS is not defined allowing relief within the time allowed by the security criteria.  
(2)
When the NSA processor notifies ERCOT of a security violation, ERCOT shall immediately:

(a)
Initiate the process described in Section 6.5.7.1.11, Transmission Network and Power Balance Constraint Management;
(b)
If a security violation is determined to be irresolvable by SCED then seek to determine what unforeseen change in system condition has arisen that has resulted in the security violation; and

(c)
Where, possible, seek to reverse the action that has led to a security violation that is irresolvable by SCED until further preventative action(s) can be taken.

(3)
If the SCED does not resolve an insecure state, ERCOT shall attempt to relieve the insecure state by:

(a)
Confirming that pre-determined relevant RAPs are properly modeled in the system;

(b)
Re-Dispatching generation through the mechanism of over-riding HDLs and LDLs to provide more capacity to SCED;

(c)
After declaring a Watch, as appropriate, manual Dispatch of generation; 

(d)
Removing non-cascading contingency overload/constraints from the SCED process; and

(e)
If all other mechanisms have failed, ERCOT may authorize the use of a Mitigation Action Plan (MAP) previously reviewed by the appropriate TSP or DSP.  An MAP is a set of pre-defined actions taken beyond normal RAPs under emergency circumstances to relieve transmission security violations. 

(4)
NSA must be capable of analyzing contingencies, including the effects of automatically deployed SPSs and RAPs.  The NSA must fully integrate into the evaluation and deployment of these SPSs and RAPs and notify the ERCOT Operator of the application of these SPSs and RAPs to the solution.

(5)
The Real-Time NSA may employ the use of appropriate ranking and other screening techniques to further reduce computation time by executing one or two iterations of the contingency study to gauge its impact and discard further study if the estimated result is inconsequential.
(6)
ERCOT shall report in the Monthly System Planning Report:

(a)
All security violations that were irresolvable by SCED during the prior reporting month and the number of occurrences and congestion cost associated with each of the constraints causing the security violations on a rolling 12 month basis.

(b)
Operating conditions on the ERCOT System that contributed to each security violation.  Analysis should be made to understand the root cause of the security violations which were irresolvable by SCED and what steps could be taken to avoid a recurrence in the future.

(c)
If it is found that deficiencies in the application of the operational or long-term planning process lead to frequently occurring security violations which were SCED irresolvable, ERCOT shall recommend the appropriate changes that are anticipated to mitigate future occurrences of such violations.  If system conditions are a material contributing factor to the security violations which are SCED irresolvable that are outside the operational or long-term planning criteria, ERCOT shall either recommend to the appropriate Technical Advisory Committee (TAC) subcommittee the proposed changes to the criteria to avoid recurrence of such violations in the future or explain why no changes are warranted.
6.5.7.1.11
Transmission Network and Power Balance Constraint Management

(1)
ERCOT may not allow any constraint (contingency and limiting Transmission Element pair) identified by NSA to be activated in SCED, until it has verified that the contingency definition in NSA associated with the constraint is accurate and appropriate given the current operating state of the ERCOT Transmission Grid.  ERCOT shall continuously post to the MIS Secure Area all constraint contingencies in the NSA.  ERCOT shall provide relevant constraint information, including, but not limited to, the contingency name as provided in the standard contingency list, whether or not the constraint is active in SCED, the overloaded Transmission Element name, the rating of the overloaded Transmission Element including Generic Transmission Limits (GTLs), and pre-contingency or post-contingency flows.  For each Operating Day, ERCOT shall post to the MIS Secure Area a report listing all constraints with pre-contingency or post-contingency flows which exceeded the rating of the overloaded Transmission Element for at least 15 minutes consecutively that were not activated in SCED and an explanation of why each constraint was not activated.
(2)
ERCOT shall establish a maximum Shadow Price for each network constraint as part of the definition of contingencies.  The cost calculated by SCED to resolve an additional MW of congestion on the network constraint is limited to the maximum Shadow Price for the network constraint.  

(3)
ERCOT shall establish a maximum Shadow Price for the power balance constraint.  The cost calculated by SCED to resolve either the addition or reduction of one MW of dispatched generation on the power balance constraint is limited to the maximum Shadow Price for the power balance constraint.  

(4)
ERCOT shall determine the methodology for setting maximum Shadow Prices for network constraints and for the power balance constraint.  Following review and recommendation by TAC, the ERCOT Board shall review the recommendation and approve a final methodology.

(5)
The process for setting the maximum Shadow Prices as described above shall require ERCOT to obtain ERCOT Board approval of the values assigned to these caps along with the effective date for application of the cap.  Within two Business Days following approval by the ERCOT Board, ERCOT shall post the Shadow Price caps and effective dates on the MIS Public Area.
(6)
When ERCOT identifies a binding network constraint on a repeated basis ERCOT shall have procedures established to contact the appropriate TSP and validate the accuracy of the Network Operations Model according to paragraph (5) of Section 3.10.4, ERCOT Responsibilities. 

(7)
If ERCOT determines that rating(s) in the Network Operations Model or configuration of the Transmission Facilities are not correct, then the TSP will provide the appropriate data submittals to ERCOT to correct the problem upon notification by ERCOT.

�Please note this Section is also being revised by NPRR364
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