Nodal Protocol Revision Request


	NPRR Number
	
	NPRR Title
	

	Date Posted
	

	
	

	Nodal Protocol Section(s) Requiring Revision 

(Include Section No. and Title)
	6.5.7.1.10 Network Security Analysis Processor and Security Violation Alarm

	Requested Resolution (Normal or Urgent, and justification for Urgent status)
	Normal

	Revision Description
	Clarification of ERCOT actions to resolve insecure state.

	Reason for Revision
	Clarification

	Overall Market Benefit
	Market certainty of ERCOT dispatch actions

	Overall Market Impact
	Market certainty

	Consumer Impact
	Market certainty

	Credit Implications 

(Yes or No, and summary of impact)
	None


	Quantitative Impacts and Benefits


Instructions:  To allow for comprehensive NPRR consideration and development of the Cost Benefit Analysis (CBA), please fill out each block below completely and provide as much detailed information as possible.  Wherever possible, please include reasons, explanations, and cost/benefit analyses pertaining to the NPRR.
ERCOT would need to update the Operator Desk Manual

	Assumptions
	1
	e.g.: Key assumptions used in estimating market cost and/or benefit

	
	2
	Dependencies on other projects or other timing requirements

	
	3
	

	
	4
	

	Market Cost
	
	Impact Area
	Monetary Impact

	
	1
	e.g.: Cost per MP to implement
	e.g.: $10,000 each for 50 QSEs

	
	2
	Add’l staff required per MP
	1.5 FTE each for 6 TDSPs @ $65/hour

	
	3
	
	

	
	4
	
	

	Market Benefit
	
	Impact Area
	Monetary Impact

	
	1
	e.g.: Reduced MP costs
	e.g.: 2 FTE reduction for 25 CRs @ $65/hour

	
	2
	Enhanced MP efficiency
	2 hour savings per day for 50 generators @$65

	
	3
	Reduced congestion cost
	 0.5% reduction in total congestion cost

	
	4
	
	

	Additional Qualitative Information
	1
	e.g.: Benefits that are difficult to quantify

	
	2
	Benefits that are not certain but relatively likely

	
	3
	Customer service impacts, cash flow impacts, transaction speed, etc.

	
	4
	

	Other Comments
	1
	e.g.: Thoughts on ERCOT systems impacts

	
	2
	Potential manual workarounds or delivery options

	
	3
	Other comments of value to PRS, TAC and the Board of Directors

	
	4
	


	Sponsor

	Name
	WMS

	E-mail Address
	

	Company
	

	Phone Number
	

	Cell Number
	

	Market Segment
	


	Market Rules Staff Contact

	Name
	

	E-Mail Address
	

	Phone Number
	


	Proposed Protocol Language Revision


The proposed language was developed as a result of discussion of the interpretation of the language at WMS.  The edits to this language allow ERCOT Operation to have SCED dispatch units and establish LMPs during periods of insecure state as long as the prescribed action would not resolve or reduce the insecure state.     



· 
· 
· 
· 
· 
· 
6.5.7.1.10
Network Security Analysis Processor and Security Violation Alarm

(1)
Using the input provided by the State Estimator, ERCOT shall use the NSA processor to perform analysis of all contingencies remaining in the active list.  For each contingency, ERCOT shall use the NSA processor to monitor the elements for limit violations.  ERCOT shall use the NSA processor to verify Electrical Bus voltage limits to be within a percentage tolerance as outlined in the ERCOT Operating Guides.  Contingency security violations for transmission lines and transformers occur if: 

(a)
The predicted post-contingency MVA exceeds 100% of the Emergency Rating after adjustments for Real-Time weather conditions applicable to the contingency are incorporated; and

(b)
An RAP or SPS is not defined allowing relief within the time allowed by the security criteria.  

(2)
When the NSA processor notifies ERCOT of a security violation, ERCOT shall immediately initiate the process described in Section 6.5.7.1.11, Transmission Network and Power Balance Constraint Management.

(3)
If the SCED does not resolve an insecure state and if the following will relieve or reduce the insecure state, then ERCOT may  attempt to relieve the insecure state by:

(a)
Confirming that pre-determined relevant RAPs are properly modeled in the system;

(b)
Re-Dispatching generation through the mechanism of over-riding HDLs and LDLs to provide more capacity to SCED;

(c)
After declaring a Watch, as appropriate, manual Dispatch of generation; 

; and

(e)
If all other mechanisms have failed, ERCOT may authorize the use of a Mitigation Action Plan (MAP) previously reviewed by the appropriate TSP or DSP.  An MAP is a set of pre-defined actions taken beyond normal RAPs under emergency circumstances to relieve transmission security violations. 

(4)
NSA must be capable of analyzing contingencies, including the effects of automatically deployed SPSs and RAPs.  The NSA must fully integrate into the evaluation and deployment of these SPSs and RAPs and notify the ERCOT Operator of the application of these SPSs and RAPs to the solution.

(5)
The Real-Time NSA may employ the use of appropriate ranking and other screening techniques to further reduce computation time by executing one or two iterations of the contingency study to gauge its impact and discard further study if the estimated result is inconsequential.
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