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	Comments


ERCOT submits these comments in response to the 4/26/10 CenterPoint comments regarding Nodal Operating Guide Revision Request (NOGRR) 028.  ERCOT understands that the intent of the comments is to mitigate the potential conflict and “double jeopardy” issues that could result from separate obligations to provide written back-up control plans under the Operating Guides Section and the North American Electric Reliability Corporation (NERC) Reliability Standard EOP-008, Plans for Loss of Control Center Functionality.  To mitigate these issues, CenterPoint suggests several changes, including changes to a defined term in the Operating Guides and the deletion of several operational obligations that are unrelated to the issues associated with having two separate obligations for back-up control centers.  
ERCOT is not opposed to developing an appropriate solution to mitigate the potential conflict and double jeopardy issues that may arise from the existence of separate obligations for back-up control center plans under different authorities.  However, CenterPoint’s suggested changes are broader than necessary to accomplish that goal and may negatively impact the reliability of the ERCOT System.  

The terminology changes suggested by CenterPoint introduce a new term that would exclude entities that are required to meet the relevant Operating Guide obligations.  The term Transmission Operator (TO) does not need to align with the terminology used in the Joint Registration Organization/Coordinated Functional Registration Agreement for the NERC Transmission Operator Function (TOP JRO/CFR); The language currently used in the Operating Guides captures the universe of entities that must meet the relevant requirements and the CenterPoint revisions would change the scope to exclude some of these entities because not all TOs subject to the Operating Guide obligation are subject to the TOP JRO/CFR.  There is no need to change this language to resolve the dual back-up control center plan issue and doing so would create a reliability gap for the reasons described.
CenterPoint also suggests deleting language that binds TOs to compliance with the relevant sections of the Protocols and the specific Operating Guide requirements that apply to operational requirements of these entities.  These suggested revisions are irrelevant to the back-up plan issues.  The potential conflict/double jeopardy issues are related to the existence of separate substantive requirements that define independent back-up control center plan requirements (ERCOT notes that, to the extent there is no overlap between these substantive requirements, these risks do not exist – in that case there would simply be separate obligations that would present independent penalty risk).  The only changes needed to address this matter are to eliminate the back-up plan content details in the Operating Guides.
  These changes will mitigate the potential for conflicting obligations and double jeopardy for non-compliance related to the content of the plan.  No other changes are needed, including the deletions proposed by CenterPoint that would eliminate TO operational obligations.  
ERCOT notes that the operational deletions appear to be based on CenterPoint’s belief that these obligations are now described in the TOP JRO/CFR.  Compliance with TOP JRO/CFR tasks is supported, in part, by the Protocol and Operating Guide requirements.  This is the case with all NERC Reliability Standards that do not explicitly describe mandated actions (i.e. the requirements in a region describe how compliance is affected with respect to high level, “end-result” requirements).  Removing these requirements in the Protocol and Operating Guides arguably eliminates the role of the TOs under the NERC TOP function, which does not reflect reality.  The TOP JRO/CFR is not a mandatory set of federal regulations that applies to the TOP JRO/CFR TOs.  It is a voluntary agreement, the terms of which are, to a great extent, driven by the Protocols and Operating Guides.  Furthermore, the descriptions in the TOP JRO/CFR paraphrase the underlying Protocol and Operating Guide requirements.  Accordingly, these requirements are necessary both to demonstrate compliance with the TOP JRO/CFR obligations/responsibilities, and to explicitly spell out the TOs functional obligations and roles in the ERCOT Region.  
Also, as described above, not all TOs subject to the Protocol and Operating Guide requirements are subject to the TOP JRO/CFR.  Therefore, these obligations cannot be eliminated, as reliability of the ERCOT System could be impacted.  In addition, although ERCOT is not opposed to appropriate changes to mitigate the conflict/double jeopardy concerns, any such changes must account for this fact (i.e. that some ERCOT TOs are not subject to the TOP JRO/CFR), but are still required to provide a back-up control center plan to ERCOT.  By eliminating the Operating Guides back-up plan content requirements a reliability gap is introduced for the ERCOT Region with respect to these entities.  Accordingly, any changes need to reflect different Operating Guide obligations for the TOs that are part of the TOP JRO/CFR and those that are not.
As a final point, the TOP JRO/CFR has not been approved.  Consequently, the effective date of any changes would need to be coordinated with the approval of that document.  Otherwise, there could be a gap in the obligation to provide a substantive written back-up control plan.     
	Nodal Operating Guide Sections Requiring Revision
	3.2.1, Operating Obligations

3.9, Transmission Operators 


	Nodal Protocol Section(s) Requiring Revision, if any
	None.

	Requested Resolution 
	Normal

	Revision Description
	This Nodal Operating Guide Revision Request (NOGRR) proposes language changes to clarify the frequency and submittal process of back-up control plans.  In addition, it eliminates the substantive back-up plan content requirements for ERCOT Transmission Operators that are parties to the NERC TOP JRO/.

	Reason for Revision
	The current language does not state the frequency and process for submittal of back-up control plans.  Also, ERCOT Transmission Operators that are parties to the NERC TOP JRO/CFR are subject to back-up plan content requirements under North American Electric Reliability Corporation (NERC) Reliability Standard EOP-008, Plans for Loss of Control Center Functionality and removing the Operating Guide back-up plan requirements mitigates potential conflict and double jeopardy issues associated with separate obligations that apply to the back-up plan content.

	Overall Market Benefit
	This revision removes ambiguity from the Operating Guides and addresses the potential conflicts/double jeopardy issues described above.

	Overall Market Impact
	Unknown.

	Consumer Impact
	Unknown.


	Revised Proposed Guide Language


3.2.1
Operating Obligations

(1)
A QSE shall maintain a 24x7 scheduling center with qualified personnel with the authority to commit and bind the QSE.  QSEs shall communicate with ERCOT for the purpose of meeting their obligations specified in the ERCOT Protocols and these Operating Guides.  Each QSE shall designate an Authorized Representative as defined in Protocol Section 2.1, Definitions.  

(2)
Each QSE shall submit to ERCOT, by March 15of each year,  a written back-up control plan to continue operation in the event the QSE’s scheduling center becomes inoperable.  Back-up control plans shall be submitted to ERCOT via secured webmail.  QSEs shall request that a secure email account be created with ERCOT by sending an email to shiftsupervisors@ercot.com.
(3)
Each back-up control plan shall be reviewed and updated annually and shall include as a minimum, the following:

(a)
Description of actions to be taken by QSE personnel to avoid placing a prolonged burden on ERCOT and other Market Participants, while operating in back-up control mode;

(b)
Description of specific functions and responsibilities to be performed to continue operations from an alternate location;

(c)
Procedures and responsibilities for maintaining basic voice communications capabilities with ERCOT; and

(d)
Procedures for back-up control function testing and the training of personnel.

(4)
As an option, the back-up control plan may include arrangements made with another Entity to provide the minimum back-up control functions in the event the QSE’s primary functions are interrupted.

(5)
For connectivity requirements for back-up sites, refer to Section 7, Telemetry and Communication.  

3.9  
Transmission Operators 

(1)
TOs must meet all requirements identified in the Protocols for TOs in addition to those requirements stated below for all Transmission Facilities represented:

(a)
Monitor system conditions and notify ERCOT when Transmission Facility elements reach maximum safe operating limits as soon as practicable;

(b)
Notify ERCOT of any changes in its Transmission Facility status within ten seconds of the change of status as specified in Protocol Section 3.10.7.5, Telemetry Criteria; 

(c)
Operate and manage Transmission Facilities between energy sources and the point of delivery;

(d)
Coordinate emergency communications between a represented TSP system and ERCOT;

(e)
Monitor the loading of the transmission system(s);

(f)
Notify ERCOT of all changes to the status of all Transmission Elements and Transmission Facilities;

(g)
Act as Single Point of Contact for Transmission Outages;

(h)
Maintain continuous communication (24x7 basis) with ERCOT;  

(i)
Ensure Dispatch Instructions, received for their system or on behalf of represented TSPs or Distribution Service Providers (DSPs), are carried out as issued;  
(j)
Maintain operational metering; and

(k)
Implement Black Start.
 
















(2)
TOs shall submit to ERCOT, by March 15 of each year, a written back-up control plan to continue operation in the event the TOs control center becomes inoperable.  Back-up control plans shall be submitted to ERCOT via secured webmail.  The TO shall request that a secure email account be created with ERCOT by sending an email to shiftsupervisors@ercot.com. 
(3)
As an option, the back-up control plan may include arrangements made with another Entity to provide the minimum back-up control functions in the event the TO’s primary functions are interrupted.






� ERCOT notes that TOs would still be required to provide ERCOT with a back-up plan under the Operating Guides, but would, in essence, allow that back-up plan to be based on the substantive requirements of the NERC Reliability Standards (ERCOT notes that no party has challenged the Operating Guide obligation to provide a back-up control plan to ERCOT, which makes sense because provision of the plan to ERCOT is not required under the NERC Reliability Standards). 
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