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	Comments


Oncor would like to thank the members of the OGRR240/242 Task Force that helped resolve differences between Operating Guide Revision Requests (OGRRs) 240, CREZ Facility Protection and Control Requirements and 242, Section 7 Revisions to Meet Pending NERC Requirements for New Construction. Their work is greatly appreciated and is increasing the communication/transparency between Transmission Service Providers (TSPs).  
Oncor prefers the language in Option 2, but is willing to accept Option 1 as written, to resolve all the issues affecting Operating Guide Section 7, Disturbance Monitoring and System Protection.  Oncor recommends adoption of the language revisions to Section 7 proposed by the OGRR240/242 Task Force.  
Concerning the addition to ERCOT’s Operating Guide Section 8.3.4, TDSP and QSE Supplied Communications, Oncor believes there are too many unaddressed issues associated with this communication proposal.  As written, any transmission line (Option 1) or circuit (Option 2) that is rated above 4180 amps at 345 kV should be equipped with a fiber-optic or similar channel with the intent of establishing a redundant path (loop). 
Oncor urges the OGRR240/242 Task Force to take an additional 30 days to work on the Section 8.3.4 and to consider the following issues:
1. Complexity of Special Protection Systems (SPSs) – one of the fundamental rules that all protection engineers follow is the “keep it simple” rule, which applies to all aspects of the protective system, including the communication piece.    

2. Current differential schemes can appear simple, but are highly dependent on the reliability of the communication channels to operate properly.  When one relies on networked communication amongst numerous TSPs, the redundant path becomes much more complex and its reliability is degraded.  

3. There is a level of confidence in knowing that we have successfully operated ERCOT’s 345 kV system with a diversity of high-speed communication options.  Introducing non-diverse schemes that are fiber-loop-dependent may introduce new reliability risks that should be considered and addressed.
4. The cyber security of a critical communications network must be explicitly addressed, even if the security is insured largely by physical separation of use.
5. There has been little discussion of the issues or commercial terms of sharing a communications network or sharing dark fiber.  The sharing is not mandated by OGRR240, but it is implied.  Sharing should be explicitly deferred to contractual arrangements between companies, dependent upon legal, technical, and regulatory considerations.
6. The issues of implementing a communications system have not been discussed:

a. Who will own what?

b. How do you protect and secure the system?

c. Who will maintain, configure, and coordinate the system?

d. Who pays for maintenance?

e. Where do the skill sets reside to maintain such a network?

f. Will an operation center be required? 

g. How do we ensure that the system does not become a public network?

7. The use of fiber may be handled contractually, but once the sharing of fiber is allowed there is no way of monitoring the traffic flowing through the fiber.  This is a significant issue as it relates to land owner concerns such as the scope of use of easement rights. A fiber loop may be construed as a private dedicated network or a public switched network depending in large measure how these issues are addressed.

	Revised Proposed Guide Language


None at this time.
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