NDSWG Responses to Database Load Frequency Issue 

1. No Protocol requirement to introduce pseudo switches and breakers. There is the phrase “TSPs may use pseudo-switches” (3.10.1 (5) )
2. No Protocol requirement or provision for the introduction of pseudo devices other than the possibility of pseudo switches and breakers at the discretion of the TSP.  

3. No Protocol obligation to manage pseudos in the Network Operations Model

4. No Protocol obligation to provide ICCP on pseudo-switches.
5.  Market Participant expectations and stakeholder approved Conceptual System Design documents clearly indicate a daily load 
3. Reliability risk increased (possibly more than today and definitely greater than daily) based on the increased utilization of pseudo switches and the management required.
4. Increased TSP and ERCOT headcount required to manage data in such a manner to avoid costly errors (reliability and monetary).
5. ERCOT will not be taking advantage of systems that have already been purchased.  This is a potential loss or underutilization of $20M or more of software.  The additional cost of stakeholder meetings to discuss and approve the systems is difficult to quantify. 
6. Less model transparency due to the inclusion of multiple pseudo devices to reflect what a single NOMCR was designed to reflect.  Even if a naming convention is incorporated the overall transparency of the model will be affected
7. Planning and CRR case generation more problematic if not impossible due to the inclusion of pseudo devices.  Significant effort will be required to allow use of the NMMS design of an operations based CRR and Planning model.  Regardless of whether the pseudo infused NMMS model is used or not, the CRR team will have to create new business processes.  The projected path of inclusion of pseudo devices will significantly hinder any comparisons of the different models.  Additionally CRR analysis may become increasingly difficult if the inclusion of pseudo switches moves forward.  Yearly CRR models may be difficult to determine due to the complexity of added pseudo devices.
8. Contingency maintenance is much more difficult.  Additionally the inclusion of contingencies by operators is more complex and opens avenues for error.
9. Larger incremental changes per database load will make testing and investigation of issues more problematic.  The time required to test will equal and may exceed the time necessary to test daily incremental changes.  Every scheduled configuration schedule will need tested (assuming there is a schedule of pseudo switch states that would have to be applied on a day by day basis and tested thoroughly).
10. Requires multiple handling of data by groups inside and outside of ERCOT.  Processes that were designed for daily models will have to be reviewed and revamped as needed.  Data management complexity increases and will require data to be handled multiple times for the addition, manipulation, and removal of pseudo devices.
11. 
12. Complexity increases due to technical limitations of existing systems.  
13. NERC reporting will need evaluated
Side issues such as naming limitations, increased ICCP traffic not inclusive of pseudo ICCP, one-line maintenance, outage scheduling, placement of Electrical Buses, placement of Resource Nodes, Interim Update reporting, State Estimator reporting, Outage Scheduling reporting to name a few are all impacted.
The mandated use will violate Protocols sections 3.10 (2), 3.10 (5), 3.10.1 (5), 3.10.7.1(1), 3.10.7.5.1 (1) just to name a few.  
