Screenscraping Questions:
1. Have we considered using FTP?

a. MOSPUBLIC is only available via web. FTP is a very insecure method even if it would be public. But the main thing is that we do not have an application in place which supports this method especially since most of the data is dynamically created. If the Market would agree to have only static data … which I do not believe … The screen scraping on the MOSPUBLIC would not be an issue at all. Most of the data is available over secure APIs which are not available for public/anonymous user. If they have a cert they would be able to utilize most of it.  

2. Do we have any info on which reports are most often hit, and how often we have incidents like this?  By whom?  The issue occurs approximately every other month.  Various users cause the issue
3. How do we monitor for this currently? We do not monitor for excessive scraping, but do investigate when we see poor performance.
a.  Is it automated?  No
b. At what point do we take action?  When performance is impacted by excessive scraping.
4. Once this is posted, will we have n active monitoring, or will we just shut down offenders who grossly exceed the query threshold on a case by case basis?  We will shutdown offenders causing performance issues.
5. Where do we get the authority to take this action?  
12.1
Overview

ERCOT shall ensure that all Market Participants have access to the ERCOT MIS on a nondiscriminatory basis.

12.3.3
ERCOT Standards and Procedures

ERCOT shall post on the MIS its standards and procedures.

