MPIM Conference Call Q & A
Q:  Is there a time period after a MP USA revokes a User’s Digital Certificate that the User will not have access?
A:  VeriSign refreshes their data base approximately every 6 hours.  The time period that the User will not have access will depend on when the revocation takes place within the 6 hour window.
Q:  Is there a time period for revoking a Digital Certificate (DC)?
A:  Yes, there is a 24 hour turnaround time.

Q:  Once a DC is revoked, can another DC be requested for the same User ID?
A:  Yes

Q:  I am having an issue with my page not displaying in MPIM.

A:  This could be an Internet Explorer (IE) 7.0 issue that will Currently there is no issue resolution for this as cause a pop-up to appear.   IE 7.0 is not supported by ERCOT. IE 6.0 is supported by ERCOT.  

By doing so you are bypassing the ERCOT server authentication that you are actually working on an ERCOT site. There is an exploit where a false site is created to entice users to supply critical information (this is primarily used to steal credit card or bank account information) and is probably not applicable to the ERCOT Market. However, there may be an incentive to do so in the future and by continuing the use of IE7, you will expose your sessions to this risk. 

Q:  What is the difference between creating a MP User cert and an API cert?

A:  An API cert is created to support programmatic web service access.

Q:  Can I save or export reports?  

A:  Yes, please refer to the MPIM User Guide for instructions on how to do this.

Q:  On page 10 of the Powerpoint training presentation, it talks about the Employee ID, name and emails – does this pertain to all Digital Certificates?

A:  No, only for MP User DC.

Q:  When using the User’s email address in creating a DC, will the user receive emails?

A:  Yes, because you used their email address.

Q:  Will there be an expiration email 30 days prior to when a DC is about to expire?

A:  Yes, it will be sent to email address of record for the certificate.

Q:  Does the new process allow User revocation by the MP USA?

A:  Yes

Q:  When renewing a User’s DC, will the MP USA have to revoke the existing one? 

A:   Yes

Q:  How long is the password good for?

A:  5 days

Q:  If a MP USA wants to go in and change their email how is this done?

A:  ERCOT will make the change upon receipt of a valid Notice of Change of Information form.

Q:  We are having an issue when picking up our DC as it requires Active X Control.  Can ERCOT make it to where this is not required?

A:  No, this is a VeriSign requirement.

Q:  If our machine crashes will the DC have to be revoked and reissued?
A:  Yes

Q:  Will ERCOT USA maintain a centralized mailbox to manage their Users versus having each User manage their own DC?
A:  ERCOT does not want to say what their business process is and influence the Market to do it one way or another.

Q:  What is the test DC request process?

A:  As before, request test certificate by contacting ERCOT Helpdesk or Account Manager.

Q:  Will ERCOT use the MPIM email field to send correspondence to Users?  

A:  No, not at this time.

Q:  If a MP USA requests a new DC for a User, will the MP USA receive confirmation this has been done?

A:  The email goes to the e-mail address designated on the User account.

Q:  How long should it take for emails to come after a MP USA request something?

A:  Should normally happen within seconds of submitting the request.   If a User is not receiving an email, a helpdesk ticket should be opened.

Q:  How is ERCOT to be notified of problems with MPIM?

A:  If a MP USA has technical issues, call or email the Helpdesk.  Only MP USAs should contact the Helpdesk – all Users need to contact their MP USA for help.  If the issue is business process related, please contact your assigned Account Manager.

