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1. Introduction

This document describes interfaces for use by the ERCOT MIS portal. The intended audience of this document is developers that will be integrating MIS portal to the ERCOT Nodal systems through the use of the interfaces described within this specification. This interface specification describes interfaces that are supplemental to the ERCOT External Interfaces Specification.
The interfaces and related interactions described by this document define the externally-visible (black box view) perspective of the services provided by this project. It is the intent of this specification and interface architecture to shield the MIS portal from the details of systems integration internal to ERCOT. 

1.1. Purpose

The interfaces described by this document are intended to be used by the MIS portal but will also be exposed externally. 
1.2. Scope

The scope of this document is to describe web services provided for integration by the MIS portal. This document has program level scope as related to web services that would be used by the MIS portal for interaction with nodal applications as detailed in an agreed list of interfaces to be managed by the Nodal project. The intent of this design is to leverage the integration layer (IL) to expose web services needed for external integration by Market Participants. 
The following are specifically outside the scope of this document:

· The details of integration from the IL to specific applications (e.g. MMS, EMS) are outside the scope of this specification and will be described in subsequent design documents.
· Inter Control Canter Communications Protocol (ICCP) communications

· Interactions with User Interfaces (UI)

This document is not intended as a replacement for the web services provided by PR50024.

1.3. Definitions, Acronyms, and Abbreviations

	Term/Acronym
	Definition

	ADJ
	Adjustment

	AGC
	Automatic Generation Control

	AS
	Ancillary Services, includes spinning reserve, non-spinning reserve, responsive reserve and regulation

	bid
	The term bid in this document is used for bids, offers and trades

	BidSet
	A BidSet is a container for a collection of bids, offers, trades and schedules

	CIM
	Common Information Model, an IEC standard

	CRR
	Congestion Revenue Rights, a system implemented at ERCOT by Nexant that is responsible for CRR auctions

	CSV
	A file format that uses values separated by commas

	DAM
	Day Ahead Market

	DRUC
	Day-Ahead Unit Commitment

	EMS
	Energy Management System, a system implemented at ERCOT by Areva

	FIP
	Fuel Index Price

	FOP
	Fuel Oil Price

	FTP
	File Transfer Protocol

	HASL
	High ancillary services limit

	HDL
	High dispatch limit

	HEL
	High emergency limit

	HRUC
	Hour-ahead unit commitment

	HSL
	High sustained limit

	IEC
	International Electro technical Commission

	LASL
	Low ancillary services limit

	LDL
	Low dispatch limit

	LEL
	Low emergency limit

	LMP
	Location marginal price

	LSL
	Low sustained limit

	MCPC
	Market clearing price for capacity

	MIS
	Market Information System, an umbrella for the various interfaces provided to Market Participants by ERCOT

	MMS
	Market Management System, a system implemented at ERCOT by ABB

	MP
	Market Participant

	MW
	Megawatt, a measure of power

	MWh
	Megawatt hour, a measure of energy

	Non-Spin
	Non-spinning reserve service

	NSRS
	Non-spinning reserve service

	OASIS
	Organization for the Advancement of Structured Information Systems

	Operating Date
	Synonymous with Trade Date

	POC
	Proof Of Concept

	QSE
	Qualified Scheduling Entity

	Reg-Down
	Regulation down

	Reg-Up
	Regulation up

	RRC
	Responsive Reserve Capacity

	RRS
	Responsive reserve 

	RTM
	Real-Time Market

	SCE
	System Control Error

	SCED
	Security constrained economic dispatch 

	sink
	Sink settlement point

	SOAP
	Simple Object Access Protocol

	SoSA
	System of Systems Architecture

	source
	Within a bid or award this refers to the source settlement point. Within a message header, this refers to the ID of the market participant.

	SP
	Settlement Point

	SPP
	Settlement Point Price

	STWPF
	Short-Term Wind Power Forecast

	TP
	Transmission Provider

	Trade Date
	Synonymous with Operating Date

	WGR
	Wind Generation Resource

	WGRPP
	Wind Powered Generation Resource Production Potential

	WS
	Web Services. There are many web service standards that are commonly prefixed by ‘WS’.

	WSDL
	Web Services Definition Language

	XML
	eXtensible Markup Language

	XSD
	XML Schema, used to define the structure of XML documents

	Z
	Zulu, an indicator for the use of GMT or UTC time


1.4. References

	Artifact
	Definition

	External Interfaces Specification
	

	External Interfaces Design
	Design for external interfaces using web services

	External Interfaces Security Design Specification
	Detailed security design for external interfaces. This is a companion document to the External Interfaces Conceptual design.

	OASIS WS-Notifications
	OASIS Web Services Base Notification standard

	OASIS WS-Security
	OASIS Web Services Security


1.5. Overview

This document focuses on the external interface design and related interface definitions from all perspectives except for security, which is described in detail in a companion document. The interfaces are to be provided using web services, where a rationale is provided in subsequent sections. The web services defined by this document will support a wide variety of machine to machine information exchanges.

1.6. Program-level Standards

In general, this design described by this document will leverage web services and related security standards as defined by the World-Wide Web Consortium (W3C) and OASIS. Program-level standards include those related to security. These are described in the companion security design document.

Another key program standard is the IEC Common Information Model (CIM), as defined by IEC 61970-301. This is used to define models used by ERCOT. It will also be leveraged by this design for the definition of messages used for interfaces. There is also a standard for message structures defined by IEC 61968-1.

The OASIS WS-Base Notifications standard is used to define the mechanism for issuance of asynchronous notification messages to Market Participants. Given the application of WS-Notifications for Nodal, only a subset of the capabilities of WS-Notifications is required.
The definition of timestamps is specified by ISO-8601, with the exception that timestamps of 24:00:00 are not used for compatibility reasons.
2. Services Organization

The services described by this document are defined using a combination of Web Services Definition Language (WSDL) and XML Schema. The WSDLs are organized as follows:

· One or more WSDLs defined by ERCOT, defining operations related to synchronous request/reply web service messages

· WSDL defined by OASIS for WS-Notifications to provide support for asynchronous messaging, using web services

In both of the above cases, one or more XML Schemas (XSD) is used to define the structure of message payloads.

Example WSDL and XSD are provided in the ERCOT External Interface Specification. It is anticipated that these would be key design artifacts for developers.

2.1. Common Message Structure

Unless otherwise specified, all messages use a common message envelope, where a predefined structure is used for requests and another structure is used for responses. This structure is based upon the IEC 61968-1 standard. Messages are constructed with several sections, including:

· Header: required for all messages, using a common structure for all service interfaces

· Request: optional, defining parameters needed to qualify request messages

· Reply: Used for response messages to indicate success, failure and error details

· Payload: optional, used to convey message information as a consequence of the ‘verb’ and ‘noun’ in the message Header. The payload structure provides options for payload compression. 
2.1.1. Message Header Structure

Common to both the request and response messages is a header structure. The header has several required fields that must be populated, these include:

· Verb, to identify a specific action to be taken. There are an enumerated set of valid verbs, where commonly used values include ‘get’, ‘create’, ‘update’, ‘cancel’, ‘close’ and ‘reply’.

· Noun: to identify the subject of the action and/or the type of the payload (e.g. BidSet, Notification) if a payload is provided.
· Source: identifying the source of the message, which should be the ID of the Market Participant or ERCOT (typically for reply messages)

· Revision: To indicate the revision of the message definition. This should be ‘1’ by default.

· Nonce: A unique number that would not be repeated by the Market Participant within the period of at least a day. This could be a sequence number, large random number or a GUID. This is defined by WS-Security. A combination of this number and the timestamp make the message unique for a given time period.

· Created: A timestamp to indicate when the message was created. This value and the Nonce are used to protect against replay attacks. This is defined by WS-Security.

The following diagram describes the header structure used for request and response messages.
[image: image2.png]Fmsgvern

o, T amumerated it
F varh thatcan b ueed 10
fom message types in
complinca wit the 1EC
1588 andard

Fmsgtioun

The Noun derfis the s
subjact of the message.

Fwssetionce. i
st B (=F

reated

T
it i 0 b spplisd
nywhere sl wideads
e pasent

Hewter B-(—— FrmsgRevsion

Fiszags headarconsins | Revion levl of he
el and desrpve message e,
it bt the

fliy

Fmsgssource

Souce parson orsysem
hat publshes the message

Urique message 1D to be
e o e g e
nd acking massaget

Optona comment

430 Hother )





There are several optional fields that may be populated. In the above diagram, the optional items are represented using dashed borders. If the MessageID is populated on a request, it will be returned on the reply. The Comment field is never used for any processing-related logic. The UserID may be used to indicate the person responsible for initiating a transaction, and will be logged as appropriate, but verification is the responsibility of the Source system.

2.1.2. Request Message Structures

The following diagram describes the structure of a request message that would be used in conjunction with a WSDL operation.
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The RequestMessage can also optionally contain a package with parameters relevant to the request, called Request. It is likely that different or variant Request packages may be defined to be used in conjunction with messages for a specific web service operation. In those cases, the corresponding WSDL and XSD would identify the optional parameters. The description of the interface (in subsequent sections of this document) would identify the usage of those parameters. The following is an example RequestType used in the definition of a Request package that defines some common parameters used for requests, however it is important to note that these are typically application specific. These parameters are most commonly used in conjunction with ‘get’ requests as qualifiers. 
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One key use of the RequestType is to avoid the placement of application specific request parameters in the header or within payload definitions. Also, where a set of requests that were supported by a specific web service operation had significantly different requirements for information in the RequestType, it could justify the use of RequestType variants, were each variant was used for the definition of messages for the specific web service operation. 

2.1.3. Payload Structures

There are some requests where a Payload must be provided, as would be the case for a message with a verb of ‘create’ or ‘update’. Payloads are typically XML documents that conform to a defined XML schema. However, there are exceptions to this rule. Some XML payloads may not have useful XML schemas, as in the case of RDF files or dynamic query results, as well as non-XML formats such as CSV and PDF. There may also be cases where a large payload must be compressed, in the event that it would become very large and otherwise consume significant network bandwidth.  In order to accommodate a variety of payload format options the following payload structure is used.
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In the previous diagram, any type of XML document may be included, using the XML ‘any’ structure. While this provides options for loose-coupling, specific complex types defined by XML schemas (XSDs) can be used as well. The WSDL in the External Interface Specification Version provides an example of this case.

Payloads can also be supplied as XML encoded strings using the ‘Document’ tag, although this method is less preferred than used of the XML ‘any’. 

There are also some cases where a zipped, base64 encoded string is necessary, and would be passed using the ‘Compressed’ tag. The Gnu Zip compression shall be used in order to provide compatibility within both Java and Microsoft .Net implementations. Specific examples of the usage of payload compression would be where:

1. An XML payload, conforming to a recognized XML schema exceeds a predefined size (e.g. 1MB). This would be very common for large Market Participant sets of bids.

2. A payload has a non-XML format, such as PDF, Excel spreadsheet, CSV file or binary image

3. A payload is XML, but has no XML schema and exceeds a predefined size, as would be the case of a dynamic query that would return an XML result set

The format tag can be used to identify specific data formats, such as XML, RDF, PDF, DOC, CSV, etc. This is especially useful if the payload is compressed.

The above options provide an alternative to the use of SOAP attachments. SOAP attachments are more difficult to secure since the SOAP envelope signature signs the SOAP body but does not sign the attachment. This also requires that the payload is processed separately from the rest of the SOAP message (e.g. the message is parsed to extract the payload, and then the payload is parsed and processed). However, we believe this implementation approach is less complex than using SOAP attachments.

2.1.4. Response Message Structures

The following diagram describes the structure of a response message that would be used in conjunction with a WSDL operation, as a response to the request message.
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The ReplyCode would be set to OK to indicate that the request was successful, otherwise it would be set to ERROR, and one or more Error elements would be provided to describe the error(s). There may also be more specific error information provided within the payload, as in the case of bids within a BidSet container.
If the MessageID was set in the Header for the RequestMessage, the value will be returned in the Header of the ResponseMessage.
2.2. Common Security Implementation

This section will provide an overview of security from the perspective of implementation requirements for Market Participants. Market Participants MUST take two basic steps in securing their Web Services Interaction with ERCOT:

1. Secure the Transport layer 

2. Secure SOAP messages
2.2.1. Secure the Transport layer 

The transport layer is secured by deploying Secure Socket Layer (SSL) and Transport Layer Security (TLS) following these steps: 

1. Obtain client side certificate (these Certificates are issued by Verisign under the ERCOT brand).

2. Implement mutual authentication (explained below).

3. Ensure minimum SSL/TLS security settings

Note that TLS is an enhanced specification based on SSL. References to SSL refer to both SSL and TLS.

SSL is a standard mechanism for Web services that is available on virtually all application servers. This widely used, mature technology, which secures the communication channel between client and server, will satisfy all of ERCOT’s use cases for secure Web Service communications. Since it works at the transport layer, SSL covers all information passed in the channel as part of a message exchange between a client and a server, including attachments. Authentication is an important aspect of establishing an HTTPS connection.  Many platforms support the following authentication mechanisms for Web Services using HTTPS:

· The server authenticates itself to clients with SSL and makes its certificate available.

· The client uses basic authentication over an SSL channel. 

· Mutual authentication with SSL, using the server certificate as well as the client certificate, so that both parties can authenticate to each other.

With Web Services, the interaction use case is usually machine to machine; that is, it is an interaction between two application components with no human involvement. Machine-to-machine interactions have a different trust model from typical website interactions. In a machine-to-machine interaction, trust must be established proactively, since there can be no real-time interaction with a user about whether to trust a certificate. Ordinarily, when a user interacts with a website via a browser and the browser does not have the certificate for the site, the user is prompted about whether to trust the certificate. The user can accept or reject the certificate at that moment. With Web Services, the individuals involved in the deployment of the Web Service interaction must distribute and exchange the server certificate, and the client certificate ( for mutual authentication), prior to the interaction occurrence.  

The combination of the two settings—CONFIDENTIAL for transport guarantee and CLIENT-CERT for auth-method—enables mutual authentication. When set to these values, the containers for the client and the target service both provide digital certificates sufficient to authenticate each other. (These digital certificates contain client-specific identifying information.)

2.2.2. Secure SOAP messages

Besides creating a secure communication channel between a client and a Web Service, ERCOT Web Service message exchanges require that security information be embedded within the SOAP message itself. This is often the case when a message needs to be processed by several intermediary nodes before it reaches the target service or when a message must be passed among several services to be processed.

Message-level security is very useful in XML document-centric applications, since different sections of the XML document may have different security requirements or be intended for different users.

SOAP messages’ signing is done through the following: 

· Obtain application/system signing certificate.  (These certificates are issued by Verisign under the ERCOT brand).

· Sign all SOAP messages, using Web Services Security Standards and its X.509 Certificate Token Profile (see J2EE and .NET code snippets in External Interface Specification Version 0.92 )

· Message headers MUST include a timestamp and a nonce

· Validate all SOAP messages have:

· Signature

· Certificates

· Revocation status of certificates

· Use of timestamp and nonce (to prevent replay attacks)

External Interface Specification Version 0.92 Appendix D provides examples for the generation of signatures. External Interface Specification Version 0.92 Appendix E provides an annotated example of a SOAP message.

2.3. Modeling and Conventions

There are several conventions that are used for definitions, data items and information models.  
2.3.1. Use of the IEC CIM
Please refer to ERCOT External Interface Specification for a complete analysis and description of representation of time in the specified interfaces. 

2.3.2. Representation of Time

Please refer to ERCOT External Interface Specification for a complete analysis and description of representation of time in the specified interfaces. 

2.3.3. Other Conventions

The following are other conventions that must be followed by this specification:

· Within XML definitions, tags should be namespace qualified. For example, a tag of <tag> should be prefixed by a specific namespace reference, e.g. <ns:tag>. This will help to eliminate ambiguity. (Note that many examples in this document are not namespace qualified for brevity and to aid legibility)
· Units for power quantities are in megawatts (MW). 
· Units for capacity quantities are in megawatts (MW).

· Units for energy quantities are in megawatt-hours (MWh).
· Units for energy prices are in $/MWh.
· Valid market types include: DAM, RTM, DRUC, HRUC, SCED, SASM, CRR and ADJ. Note that these are not currently required by bidding interfaces
· Trading dates are specified using YYYY-MM-DD, which indicates the operating day
· Valid ancillary service types offered as products include: 

	ASType
	Supported in

	Off-Non-Spin
	ASOffer, 

	Reg-Down
	ASOffer,SelfArrangedAS,ASTrade

	REGUP-RRS-ONNS
	ASOffer, 

	Reg-Up
	SelfArrangedAS,ASTrade

	RRS
	SelfArrangedAS,ASTrade

	RRSLD
	SelfArrangedAS

	Non-Spin
	SelfArrangedAS,ASTrade


 

· Settlement point names are the same as the name of the associated electrical bus, if defined at a bus level. They may also be defined at other levels (e.g. hubs, load zones).

· QSE short names (as opposed to DUNS numbers) are used to identify the QSE as well as ‘buyer’ and ‘seller’ for trades.

· 
· 
· 
· 
· 
· 
· 
· 
2.4. Delivery Approach

In advance of a Nodal go live and in accordance with agreed schedule and dependencies, ERCOT will provide the following:

· Interface specifications for web services

· Design artifacts, including XML schemas and WSDLs

· Source code examples for web service clients
· A sand box environment for testing the interactions between the MIS portal and Integration layer. This environment will eventually be used for qualification of QSEs.

The interface specifications, artifacts and implementation of the sand box environment will be staged. An iterative implementation approach will be used, where feedback from each stage will be used to plan subsequent stages.

2.5. Technical Interoperability
Please refer to ERCOT External Interface Specification for a complete analysis and description of technical interoperability in the specified interfaces. 

2.6. Versioning

It is important to recognize that new versions of interfaces may be provided over time, largely as a consequence of:

· Staging of initial implementation

· New requirements

· Upgrades to vendor products

Wherever possible, interfaces will be evolved through augmentation, where a newer version of an interface is compatible with a previous version of an interface. However, this will not always be possible. New versions of interfaces will be manifested by:

· Changes to WSDLs

· Changes to XML Schemas

· Changes to software implementations

New versions will be deployed within a Sand Box environment for a testing/trial period. WSDL and XML schemas namespaces will include a date reference. Messages will use the Header/Revision field to identify a specific revision - this will enable ERCOT to process multiple versions of an interface where appropriate. 


3. Nodal Information Requests

This service is used to request specific types of nodal information via synchronous requests.

3.1. Interfaces Provided

Specific interfaces using specific combinations of verbs and nouns (i.e. payload types) are defined to permit a market participant to programmatically access market information. The verb to be used for requests would in all cases be ‘get’. The noun would identify the type of information being requested. Each request could use a message ‘Request’ package to specify one or more parameters that would qualify the request.
The processing sequence is shown in the following sequence diagram.
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3.2. Interfaces Required

The messages for market information requests would use the following message fields:

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	Name of payload type

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user

	Request/?
	Optional: Other request parameters may be specified as needed

	Payload
	Message payload data with type defined by Noun


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	Defined payload type name

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	May be any number of error messages

	Payload
	Defined payload type


In the cases of payloads that would otherwise exceed 1 megabyte, the payloads would be zipped, base64 encoded and stored within the ‘Payload/Compressed’ tag.

3.3. Message Specifications

Specific payload definitions are not currently defined. These will be defined in future revisions.
3.3.1. Weather Data

The purpose of this interface is to provide a query for fetching the Actual, historical, and forecast weather related information from EMS system.   EMS gets its weather feeds directly from national weather service. This Web services is used to populate Weather (by City or Zone) on the MIS portal screens.  A request option of “DynamicRating” will return the weather data which was used to perform the last Dynamic Rating calculations.
The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	WeatherInfo 

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	Request/Option
	 Zone (city) of interest
Or “DynamicRating”


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	WeatherInfo

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/
	Weather Information


The structure of a reply for weather payload is shown by the following diagrams.
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The following is an XML example for a response for forecast weather related information from EMS system
<WeatherInfo xmlns=" http://www.ercot.com/schema/2007-06/nodal/ews">
 
<area>North Austin</area>


<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>


<temperature>72</temperature>


<dewPoint>34</dewPoint>


<relativeHumidity>80.7</relativeHumidity>


<heatIndex>22</heatIndex>


<windChill>69</windChil>


<windDirection>NW<windDirection>


<windSpeed>30<windSpeed>


<temperatureWetBulb>65<temperatureWetBulb>


<cloudCover>30<cloudCover>


<sunshineMinutes>2345<sunshineMinutes>

</ WeatherInfo>

3.3.2. List of Zones, Hubs, or Buses
The purpose of this interface is to provide a query for fetching a list of Zones, Hubs, or Buses.  This Web services is used to populate a List of Values on the MIS portal to further select the market LMPs and SPPs (via another appropriate Web Service). 
An optional Request ID, holding the Hub Name can be specified to get a list of all the buses in the specified Hub, similarly an optional Request ID, holding the Zone Name can be specified to get a list of all the hubs within the specified zone.

The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	Buses/Hubs/Zones

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	
	


	Request/ID
	Optional: Hub name for list of buses within a Hub or zone name for list of Hubs within a zone request


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	Buses/Hubs/Zones

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/
	Buses/Hubs/Zones


The structure of a request for list Buses, Hubs, and Zones payload is shown by the following diagrams.
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The following is an XML example for a list buses:

<Buses xmlns=" http://www.ercot.com/schema/2007-06/nodal/ews">


<Buses>Taylor220KV ABCDE01</Buses>


<Buses>Taylor220KV ABCDE02</Buses>


<Buses>Taylor220KV ABCDE03</Buses>


<Buses>Taylor220KV ABCDE04</Buses>


<Buses>Taylor220KV ABCDE05</Buses>


<Buses>Taylor220KV ABCDE06</Buses>


<Buses>Taylor220KV ABCDE07</Buses>

</Buses>
The following is an XML example for a list Hubs:

<Hubs xmlns="httphttp://www.ercot.com/schema/2007-06/nodal/ews">


<Hubs>SouthEast 750KV ABCDE01</Hubs>


<Hubs>SouthEast 750KV ABCDE02</Hubs>


<Hubs>SouthEast 750KV ABCDE03</Hubs>


<Hubs>SouthEast 750KV ABCDE04</Hubs>


<Hubs>SouthEast 750KV ABCDE05</Hubs>


<Hubs>SouthEast 750KV ABCDE06</Hubs>


<Hubs>SouthEast 750KV ABCDE07</Hubs>

</Hubs>
The following is an XML example for a list Zones:

<Zones xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<Zones>TXU North 500KV 01</Zones>


<Zones>TXU North 500KV 02</Zones>


<Zones>TXU North 500KV 03</Zones>


<Zones>TXU North 500KV 04</Zones>


<Zones>TXU North 500KV 05</Zones>


<Zones>TXU North 500KV 06</Zones>


<Zones>TXU North 500KV 07</Zones>

</Zones>

3.3.3. System Control Error
The purpose of this interface is to provide a query for fetching AGC System Control Error (SCE) reading.  
The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	SCE

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	SCE

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/
	SCE reading for period of interest


The structure of a request for ACE payload is shown by the following diagrams.
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The following is an XML example for SCE:
<SCE xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>200</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>100</value1>



</TmPoint>








</SCE>
3.3.4. Frequency

The purpose of this interface is to provide a query for fetching real time frequency measurement.  

The request message would use the following message fields:
	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	Frequency

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	Request/Option
	Optional: Thresholds to receive the frequency thresholds as well


The corresponding response messages would use the following message fields:
	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	Frequency

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	Frequency along with the frequency thresholds (if requested).


The structure of a request for frequency payload is shown by the following diagrams.[image: image14.png]et tme ta time or
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The following is an XML example for frequency:

<Frequency xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>60.02</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>60.03</value1>



</TmPoint>











</Frequency>

3.3.5. Responsive Reserve Capacity

The purpose of this interface is to provide a query for fetching Responsive Reserve Capacity (RRC) for:

· Generation Resources
· Controllable Load Resources

· Non-Controllable Load Resources

The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	responsiveReserveCapacity

	Header/Source
	MIS

	Header/UserID
	        Optional: ID of user

	Request/ID
	        Optional: QSE ID
If blank, Total is returned 

	Request/Option
	        Required Qualifier:

                             generationResources 

                  controllableLoadResources

     nonControllableLoadResources




The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	responsiveReserveCapacity

	Header/Source
	ERCOT

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	Responsive Reserve Capacity for specific Request Option submitted


The structure of a request for RRC payload is shown by the following diagrams.
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The following is an XML example for an Responsive Reserve Capacity (RRC):
<responsiveReserveCapacity xmlns="httphttp://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>1230</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>1240</value1>



</TmPoint>











</responsiveReserveCapacity >

3.3.6. Non-Spinning Reserve 

The purpose of this interface is to provide a query for fetching Non-Spinning Reserve (NSR) for:

· On-line Generation Resources
· Off-line Generation Resources
· Undeployed Load Resource

· Output Scheduled Resource 

The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	nonSpinningReserve

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	    Request/ID
	                  Optional: QSE ID

	Request/Option
	Required Qualifier:

    onlineGenerationResources
    offlineGenerationResources
    undeployedLoadResource

    outputScheduledResource 




The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	nonSpinningReserve

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	Non-Spinning Reserve for Request Option submitted


The structure of a request for RRC payload is shown by the following diagrams.
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The following is an XML example for Non-Spinning Reserve:

<nonSpinningReserve xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>675</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>755</value1>



</TmPoint>











</nonSpinningReserve>

3.3.7. Undeployed Reg-Up and Reg-Down

The purpose of this interface is to provide a query for fetching Undeployed Regulation Up and Undeployed Regulation Down.

The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	undeployedRegulation

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	undeployedRegulation

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	Value1 = Undeployed Reg-Up and Value2= Undeployed Reg-Down


The structure of a request for Undeployed Reg payload is shown by the following diagrams.
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The following is an XML example for available Capacity:

<undeployedRegulation xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>2675</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>2685</value1>



</TmPoint>













</undeployedRegulation>

3.3.8. Available Capacity 

The purpose of this interface is to provide a query for fetching Available capacity with or without Energy Offer Curves in the ERCOT System that can be used to increase or decrease Base Points in SCED.
The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	availableCapacity

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	    Request/ID
	                  Optional: QSE ID

	Request/Option
	Required Qualifier:

    withIncreasing

    withDecreasing

    withoutIncreasing

    withoutDecreasing 



The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	availableCapacity

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	Available capacity with or without Energy Offer Curves in the ERCOT System that can be used to increase or decrease Base Points in SCED.

 (based on Option submitted)


The structure of a request for available Capacity payload is shown by the following diagrams.
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The following is an XML example for available Capacity:

<availableCapacity xmlns="httphttp://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>2050</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>2080</value1>



</TmPoint>











</availableCapacity>

3.3.9. Wind-Powered Generation Resource Production Potential
On the MIS Portal, each hour, ERCOT provides information about the wind powered generation resource production potential (WGRPP) forecasts for each wind generation resource (WGR) to the QSE that represents that WGR.  Additionally aggregated WGRPP forecast of all WGRs are also displayed on the MIS portal Secure Area.

The purpose of this interface is to provide a query for fetching WGRPP for each WGR as well as aggregated WGRPP forecast for all WGRs.

The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	WGRPP

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	    Request/ID
	                  Optional: WGR identity

If No WGR is provided, Total WGRPP for all WGRs is returned.


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	WGRPP

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	WGRPP reading for period of interest and for WGR specified or aggregated WGRPP reading.


The structure of a request for WGRPP is shown by the following diagrams.
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The following is an XML example for SCE:

< WGRPP xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>78</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>89</value1>



</TmPoint>











</ WGRPP >

3.3.10. Short-Term Wind Power Forecast
On the MIS Portal, each hour, ERCOT provides information about the Short-Term Wind Power Forecast (STWPF) that provides a rolling 48-hour hourly forecast of wind production potential for each Wind-Powered Generation Resource (WGR). 

The purpose of this interface is to provide a query for fetching STWPF for each WGR and aggregated STWPF forecast for all WGRs.

The request message would use the following message fields:
	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	STWPF

	Header/Source
	MIS

	Header/UserID
	Optional: ID of user

	Request/startTime
	Optional: Start time of interest

	Request/endTime
	Optional: End time of interest

	    Request/ID
	                  Optional: WGR identity

If No WGR provided then Total STWPF for all WGRs is returned 


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	STWPF

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	Error message, if error encountered

	Payload/
	STWPF reading for period of interest and for WGR specified or aggregated.


The structure of a request for STWPF is shown by the following diagrams.

[image: image20.png]et tme ta time or

Shart-Tarm ind Poer the da vales

Focant

\
\
\
\

Ending time for values, i not ‘

begining of nent Tmpoine |

\
\
\
\
\
\

Dt vale 1




The following is an XML example for STWPF:

< STWPF xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">

<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>50</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>100</value1>



</TmPoint>











</ STWPF >

3.3.11. Dynamic ratings deviation adjusted for the current temperature
Protocol (3.10.8.3): Each Operating Hour, ERCOT shall post on the MIS Secure Area updated Dynamic Ratings adjusted for the current temperature.

This section describes interfaces used to retrieve Dynamic Ratings Deviation Data for conducting equipment for the current operating hour. The request message would use the following message fields:
	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	DynamicRatingsDeviation

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	DynamicRatingsDeviation

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ DynamicRatings
	DynamicRatingsDeviation


The payload structure is described by the following diagram:
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The following is an XML example for Dynamic Ratings Deviation:

< DynamicRatingsDeviation xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">
     <DynamicRatingDeviation>

<equipment>Taylor 500KV Xformer 1234</equipment>


<rating>



<ratingType>Normal</ratingType>



<ratingValue>15</ratingValue>



<units>KV</units>


</rating>
     </DynamicRatingDeviation>
     <DynamicRatingDeviation>

<equipment>Taylor 500KV Xformer 1234</equipment>


<rating>



<ratingType>Emergency</ratingType>



<ratingValue>25</ratingValue>



<units>KV</units>


</rating>
     </DynamicRatingDeviation>

</ DynamicRatingsDeviation >

3.3.12. Average monthly Dynamic deviation
This section describes interfaces used to retrieve Average Monthly Dynamic Ratings Deviation Data for conducting equipment. The request message would use the following message fields:
	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	AvgMonthlyDynamicDeviation

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user

	Request/OperatingDate
	Month of interest

Month of the Provided OperatingDate 


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	AvgMonthlyDynamicDeviation

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ AvgMonthlyDynamicDeviation
	AvgMonthlyDynamicDeviation

For the month requested


The payload structure is described by the following diagram:
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The following is an XML example for Average Monthly Dynamic Ratings:

< AvgMonthlyDynamicDeviation xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<equipment>Taylor 500KV Xformer 1234</equipment>


<rating>



<ratingType>Normal</ratingType>



<ratingValue>15</ratingValue>



<units>KV</units>


</rating>

</ AvgMonthlyDynamicDeviation >

3.3.13. Total ERCOT Load 

This section describes interfaces used to retrieve the total amount of ERCOT load. The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	TotalLoad

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user

	Request/startTime
	Start time

	Request/endTime
	End time


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	TotalLoad

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ TotalLoad
	IrregularIntervalSchedule, where value1=total ERCOT Load


The payload structure is described by the following diagram:
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The following is an XML example for total amount of ERCOT load:

< TotalLoad xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>15000</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>16000</value1>



</TmPoint>











</ TotalLoad >

3.3.14. Total ERCOT Generation
This section describes interfaces used to retrieve the total amount of ERCOT electric generation. The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	TotalGeneration

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user

	Request/startTime
	Start time

	Request/endTime
	End time


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	TotalGeneration

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ TotalGeneration
	IrregularIntervalSchedule, where value1=total Generation Load


The payload structure is described by the following diagram:
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The following is an XML example for total amount of ERCOT electric generation:

< TotalGeneration xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>16000</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>17000</value1>



</TmPoint>











</ TotalGeneration >

3.3.15. Total ERCOT Generation Operating Reserve
This section describes interfaces used to retrieve the total amount of ERCOT electric generation operating reserve. The request message would use the following message fields:

	Message Element
	Value

	Header/Verb
	Get

	Header/Noun
	TotalGenOpReserve

	Header/Source
	Market participant ID

	Header/UserID
	Optional: ID of user

	Request/startTime
	Start time

	Request/endTime
	End time


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Verb
	Reply

	Header/Noun
	TotalGenOpReserve

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ TotalGenOpReserve
	IrregularIntervalSchedule, where value1=total Generation Operating reserve 


The payload structure is described by the following diagram:
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The following is an XML example for total amount of ERCOT electric generation operating reserve:

< TotalGenOpReserve xmlns="http://www.ercot.com/schema/2007-06/nodal/ews">


<startTime>2008-01-01T00:00:00-06:00</startTime>


<endTime>2008-01-01T07:00:00.12:00</endTime>



<TmPoint>




<time>2008-01-01T00:00:00-06:00</time>




<value1>16700</value1>



</TmPoint>



<TmPoint>




<time>2008-01-01T03:00:00-06:00</time>




<value1>17800</value1>



</TmPoint>
</ TotalGenOpReserve >

3.3.16. MID-MIR Get Report List

The purpose of this interface is to get the available Report list from Report server, MID-MIR, based on registration date and report type.  The downloading of specific reports are not included as part of this interface details.  
This interface conforms to CMS.xsd schema for request/response messages and would use the following fields:
	Message Element
	Value

	Header/Context
	Environment name 

	Header/Verb
	get

	Header/Noun
	ReportList

	Header/Source
	MIS

	Header/UserID/EmployeeId
	EmployeeId

	Header/UserID/Duns
	Duns Number

	Header/payload/ ReportListServiceRequest/day
	List of Reports from date (day)

	Header/payload/ ReportListServiceRequest/month
	List of Reports from date (month)

	Header/payload/ ReportListServiceRequest/year
	List of Reports from date (year)

	Header/payload/ ReportListServiceRequest /folder_id
	Folder Id in MID

	Header/payload/ ReportListServiceRequest /mimic_duns
	Mimic Duns

	Header/payload/ ReportListServiceRequest /Folder_name
	Type of the report or “ALL” (Folder_Name)

	Header/payload/ ReportListServiceRequest/Folder_depth
	Folder depth in MID


The corresponding response messages would use the following message fields:

	Message Element
	Value

	Header/Context
	Environment name

	Header/Verb
	reply

	Header/Noun
	ReportList

	Header/Source
	ERCOT

	Reply/ReplyCode
	Reply code, success=OK, error=ERROR

	Reply/Error
	Error message, if error encountered

	Payload/ ReportListServiceResponse 
	Response Payload is list of report names


The payload structure is described by the following diagram:
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The following is an XML example get List of Reports Request:

<?xml version = "1.0" encoding = "UTF-8"?>

<il:Message>

        <il:Header>

            <il:Context>PRODUCTION</il:Context>

            <il:Verb>get</il:Verb>

            <il:Noun>ReportList</il:Noun>

          <il:Timestamp>2007-05-31T13:20:00-05:00</il:Timestamp>

            <il:Revision>1.0</il:Revision>

           <il:User>

               <il:EmployeeID></il:EmployeeID>

                <il:Duns></il:Duns>

            </il:User>

         </il:Header>

         <il:Payload>



<ns1:ReportListServiceRequest xmlns:ns1 = "http://www.ercot.com/schema/2005/GetReportListImpl">




<ns1:folder_id>10001685</ns1:folder_id>




<ns1:mimic_duns>0000000081791134</ns1:mimic_duns>



</ns1:ReportListServiceRequest>

         </il:Payload> 
</il:Message>

The following is an XML example get List of Reports Response message:

<?xml version = "1.0" encoding = "UTF-8"?>

<il:Message>


<il:ReportListServiceResponse xmlns:SOAP-ENV = "http://schemas.xmlsoap.org/soap/envelope/" xmlns:ns0 = "http://www.ercot.com/2005/schema">

<il:Header>

            <il:Context>PRODUCTION</il:Context>

            <il:Verb>get</il:Verb>

            <il:Noun>Report List</il:Noun>

          <il:Timestamp>2007-05-31T13:20:00-05:00</il:Timestamp>

            <il:Revision>1.0</il:Revision>

           <il:User>

               <il:EmployeeID></il:EmployeeID>

                <il:Duns></il:Duns>

            </il:User>

 </il:Header>

        <il:Payload>


<OperationResponse/>


<ReportResponse>



<TotalReports>1</TotalReports>



<Groups id = "0000000081791134" name = "ACN Energy">



<Groups id = "10001411" name = "Public">



<Groups id = "10001685" name = "ASBIDSTACKS">





<Reports id = "14539171" name = "ext.00000207.0000000000000000.20060601.140120.ASBIDSTACKS.zip" type = "207">





<CreatedDT>2006-06-01T14:01:20</CreatedDT>





<Size>16469</Size>





<Format>zip</Format>





<CstDateTime>20060601.140120</CstDateTime>





<StyleSheet/>





<SecurityClassification>MPPUBLIC</SecurityClassification>




</Reports>



</Groups>



<Groups id = "10001694" name = "ASDEPLOYMENTS"/>



<Groups id = "10001703" name = "Actual Transmission Loss Factor"/>



<Groups id = "10001721" name = "Backcasted Profiles Extract"/>



<Groups id = "10001730" name = "Dayahead Report"/>



<Groups id = "10001766" name = "Forecast Data Extract"/>



<Groups id = "10001775" name = "Forecasted Profiles"/>



<Groups id = "10001784" name = "Forecasted Trans loss Factor"/>



<Groups id = "10001802" name = "IDR Protocol Compliance"/>



<Groups id = "10001865" name = "Load Estimation Counts"/>



<Groups id = "10001874" name = "Load Estimation Volume"/>



<Groups id = "10001883" name = "Market Information Extract"/>



<Groups id = "10001892" name = "Market Shadow Prices Extract"/>



<Groups id = "10001928" name = "TDSP Distribution Loss Factors - Forecasted"/>



<Groups id = "10001964" name = "Unaccounted For Energy"/>



<Groups id = "10001973" name = "WS and NWS IDR Proxy Dates"/>



</Groups>



<Groups id = "10001459" name = "ESIID Extract"/>



<Groups id = "10001522" name = "Load Estimation Counts"/>



<Groups id = "10001531" name = "Load Estimation Volume"/>



<Groups id = "10001540" name = "Load Extract"/>



</Groups>



<MimicDuns>0000000081791134</MimicDuns>



</ReportResponse>


</ns0:ReportListServiceResponse>

         </il:Payload> 
</il:Message>

3.3.17. RRS Deployment Instruction for non-controllable load resources
      TBD
4. Notifications

A key aspect of the design for external interfaces for Market Participants is the use of the OASIS WS-Notifications standard. Each Market Participant using the external interface would be required to provide an interface for the receipt of notification messages, compliant with the WS-Notifications standard.

4.1. Interfaces Provided

The interfaces provided are described in the WS-Notifications specification. For the purposes of use by Market Participants, there are only two interfaces of interest:

· Asynchronous Notify message
· Synchronous Get Messages 

Asynchronous Interfaces are used as a means to asynchronously provide information to Market Participants. Specific examples of this information include:

· Notices

· Alerts

· Bidset acceptance or error reporting
· Awards

· Obligations

Synchronous interfaces are used as a means to synchronously (retrieval) provide information to Market Participants upon request. Specific examples of this information include:

· Retrieve the list of all the notifications for a given user. 
· . 

· Get notifications based on the date intervals. 
· 
· Retrieve details on a notification for a given notification id.
The following sequence diagram describes the typical/potential set of information exchanges related to Notifications. The actual flows would be different based on the type of notification.
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The following sequence diagram describes the typical retrieval of Notifications. 
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4.2. Interfaces Required
The contents of the any structure would be wrapped using the RequestMessage structure defined in section 2.1.2, as this would allow necessary security information to be passed in a uniform manner. The following table describes the contents of the SOAP message.

	Message Element
	Value

	Header/Verb
	get

	Header/Noun
	Notification

	Header/Replay Detection
	Nonce + Created time

	Header/Revision
	Message Revision

	Header/Source
	Market Participant ID

	Header/UserID
	User ID

	Header/MessageID
	Message ID

	Request/StartTime
	From Date

	Request/EndTime
	To Date

	Request/ID - Optional
	Notification ID

	
	

	
	

	
	



The contents of the any structure would be wrapped using the ResponseMessage structure defined in section 2.1.4, as this would allow necessary security information to be passed in a uniform manner. The following table describes the contents of the SOAP message.

	Message Element
	Value

	Header/Verb
	reply

	Header/Noun
	Notification

	Header/Replay Detection
	Nonce + Created time

	Header/Revision
	Message Revision

	Header/Source
	ERCOT

	Header/MessageID
	Message ID

	Reply/ReplyCode
	Reply code, success=OK

	Reply/Error
	May be any number of error messages

	Reply/ID
	Reply ID

	Payload/notificationID 
	Notification ID

	Payload/ notificationType
	Notification Type

	Payload/priority
	Notification Priority

	Payload/source
	Notification Source

	Payload/issued
	Notification Issued Date/Time

	Payload/expiration
	Notification Expiration Date/Time

	Payload/details 
	Notification detail text 

	Payload/objectID 
	Notification Object ID

	Payload/referenceURL 
	Notification Reference URL


In the cases of payloads that would otherwise exceed 1 megabyte, the payloads would be zipped, base64 encoded and stored within the ‘Payload/Compressed’ tag.

4.3. Message Specifications
The WS-Notifications specification identifies a single message structure for notification messages. The payload that is to be delivered by the notification message is represented by the ‘any’ element in the following message structure, loosely coupling the definition of the payload from the definition of the container message structure defined by WS-Notifications thereby allowing WS-Notifications to be used with any XML data structure. For ERCOT usem the SubscriptionReference, Topic and ProducerReference are not used.
[image: image29.jpg]



It is important to note that the payloads for NotificationMessages are ALWAYS conveyed using the common message structure (e.g. Message, RequestMessage or ResponseMessage) as defined in section 2.1 of External Interface Specification serving as the ‘any’ sub-structure in the NotificationMessage structure.

ERCOT uses a variant of WS-Notifications, where an ‘Acknowledge’ message is sent to acknowledge the receipt of a notification. The WSDL and XSD provided by ERCOT are also simplified to eliminate definitions for interfaces and structures not used by ERCOT. These are described in the appendix.

ERCOT will allow a Market Participant to specify up to two URLs. ERCOT will send notifications to port 443 of the specified URL using an HTTPS connection. ERCOT will sign the SOAP message, where the signature can be verified using the ERCOT public key. This will verify that the notification was sent by ERCOT and was not altered. The ‘Acknowledge’ message does not need to be signed.

4.4. Notifications XML Examples 


4.5. 
The following XML is an example of a Request Message for notifications:

<RequestMessage>
<header>


<verb>get</verb>


<noun>Notification</noun>

        
<ReplayDetection>

            

<Nonce>809b2bf3a747277e29bfafb03c4cea0d</ns0:Nonce>

            

<Created>2007-03-21T08:06:49-05:00</ns0:Created>

<ReplayDetection>

 
<Revision>001</Revision>

        
<Source>TXU</Source>

       
<MessageID>8cf5f140e08cc892a7fadbd301f2ae72</MessageID>

</header>

<request>

<StartTime>2007-03-21T08:06:49-05:00</StartTime>

<EndTime>2007-03-21T08:06:49-05:00</EndTime>

<ID>845598452435</ID>




</request>
</RequestMessage>

The following XML is an example of a Response Message for notifications:
<ResponseMessage>
<header>


<verb>reply</verb>


<noun>Notification</noun>
        
<ReplayDetection>

            

<Nonce>809b2bf3a747277e29bfafb03c4cea0d</ns0:Nonce>

            

<Created>2007-03-21T08:06:49-05:00</ns0:Created>

<ReplayDetection>

 
<Revision>001</Revision>

        
<Source>ERCOT</Source>

       
<MessageID>8cf5f140e08cc892a7fadbd301f2ae72</MessageID>
</header>

<reply>

<ReplyCode>OK</ReplyCode>

<Error/>

<ID>0462eff719eca048a78ad78191147dd4</ID>

<tradingDate>2007-01-10</tradingDate>

<participant>606252393</participant>

<userId>Zoro</userId>

</reply>

<payload>

<Notification>


<notificationID>8765487654876</notificationID>


<notificationType>Alert</notificationType>


<priority>High</priority>


<source>MMS</source>


<issued>2007-12-17T00:00:00Z</issued>


<expiration>2008-12-17T00:00:00Z</expiration>


<summary>Bid Accepted</summary>


<details>The reuqested BidSet submiteed on 2007-12-17T00:00:00Z is accepted.</details>


<referenceURL>http://nodal.ercot.com/messages/8768768/</referenceURL>

</Notification>

</payload>
</ResponseMessage>

4.6. 



Appendix A: Issues

The purpose of this section is to capture issues and resolutions.

	Issue ID
	Date
	Issues
	Resolution

	1
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