[image: image6.png]




Texas Nodal

Energy Management System
Requirements Specification 
For Network Security and Stability Analysis

Version 2.0
Revision History

	Date
	Version
	Description
	Author

	12/01/2006
	0.90
	These requirements were developed through an iterative process and reviewed by various ERCOT teams, including Nodal EMS team, Nodal IDA team, ERCOT Operations and IT Support teams, as well as EMS vendor.
	Nodal EMS Team

	02/16/2007
	0.91
	TPTF comments incorporated.
	Nodal EMS Team

	03/09/2007
	1.0
	TPTF Approved; Compliant with February 2007 Nodal Protocols; Actual Protocol reference number convention is from the May 2006 Nodal Protocols, except where noted.
	Nodal EMS Team

	8/06/2007
	1.1
	Baseline 1 & 2 requirements updates
	Nodal EMS Team

	8/27/2007
	2.0
	Incorporated comments approved by TPTF; Compliant with Baseline 1 & 2.  
	Nodal EMS Team


Table of Contents

61.
Introduction

1.1
Purpose
6
1.2
Objectives
6
1.3
Scope
6
1.4
Traceability
7
2.
Network Security and Stability Analysis
8
2.1
Proposed System Scope
8
2.1.1
Business process for monitoring of security violations
9
2.2
Input/Output Sub-processes
15
2.2.1
Network Security and Stability Analysis Inputs
15
2.2.2
Network Security and Stability Analysis Outputs
16
3.
Functional Requirements
18
4.
Supplementary Requirements
33
4.1
Performance Requirements
33
5.
Protocol Coverage
34


This page is intentionally left blank.

Requirements Specification
This Requirements Document is Subordinate To and Compliant with the Texas Nodal Protocols Effective August 2007.  

1. Introduction

The requirements for Texas Nodal market implementation are described in the Texas Nodal Protocols.  This document focuses on elaborating the requirements for Network Security and Stability Analysis (NSSA) as it relates to the Energy Management System.

This requirements specification is a part of the complete set of specification documents for the Texas Nodal market implementation.  For implementation purposes the Texas Nodal market functions are categorized into multiple systems based on clear distinction in functionality.  The Energy Management System is one of these systems.

The EMS requirements are documented in the Texas Nodal EMS Requirements Specification document supplemented by the following Requirements Specifications:

1. Texas Nodal EMS Data Model Requirements Specification

2. Texas Nodal EMS SCADA Requirements Specification

3. Texas Nodal EMS Dynamic Ratings Requirements Specification

4. Texas Nodal EMS Forced Outage Detection Requirements Specification

5. Texas Nodal EMS Generation Sub-system Requirements Specification

6. Texas Nodal EMS Load Forecasting Requirements Specification

7. Texas Nodal EMS Wind Power Forecasting Requirements Specification

8. Texas Nodal EMS State Estimator Requirements Specification

9. Texas Nodal EMS Network Security and Stability Analysis Requirements Specification

10. Texas Nodal EMS Voltage Support Requirements Specification

11. Texas Nodal EMS Outage Evaluation Requirements Specification

The definitions and acronyms from Section 2 of the Protocols are used in this document as applicable.  Any additional definitions and acronyms are defined in the Texas Nodal EMS Requirements Specification as needed.

1.1 Purpose 

The primary purpose of this requirements specification document is to fully describe the external behavior of the Network Security and Stability Analysis.  It also describes nonfunctional requirements, design constraints, and other factors necessary to provide a complete and comprehensive description of the requirements necessary to design and develop the corresponding software systems.

1.2 Objectives

The objective of this requirements specification is to:

· Specify mutually exclusive and collectively exhaustive set of requirements for Network Security and Stability Analysis Subsystem
· Ensure that requirements are in compliance with the Nodal Protocols

· Ensure that requirements are traceable to Nodal Protocols, NERC, FERC, and any other applicable standards

1.3 Scope

The scope of this document is to define requirements for Network Security and Stability Analysis Subsystem to be in compliance with the Nodal Protocols published in May 2006, NERC, FERC and PUCT guidelines.  To ensure compliance the designers and developers of the systems are required to read and understand the Nodal Protocols. However, a design for the system is outside the scope of this document.  

Any scope changes to this requirements specification due to alternate design proposals must be driven by Nodal Protocol Revision Request (NPRR) and channeled through Nodal Change Control Board (CCB).  Any scope changes to this requirements specification due to further elaboration, while still being in compliance with Nodal Protocols, must be channeled through Nodal CCB.

1.4 Traceability

All Network Security and Stability Analysis requirements are traceable to at least one of the following governing documents: Nodal Protocols, NERC standards, FERC guidelines, and PUCT documents.  In addition requirements are traceable to the Process Map that describes the Network Security and Stability applications.

These requirements are based on the May 2006 version of Nodal Protocols and NERC, FERC, and PUCT requirements approved as of May 2006.

2. Network Security and Stability Analysis

This section provides an overview of the Network Security and Stability Analysis subsystem and its major logical components.  Detailed functional specifications are given in Section 3. 
2.1 Proposed System Scope

The process map overview on Fig. 2-1 captures main data flows of Network Security and Stability Analysis applications, which process network data and telemetry (for real-time) to assess and ensure reliable system operation. 
The main task of Contingency Analysis (CA) is to evaluate potential outage conditions within the modeled power system by disconnecting power system devices in the model and solving the resulting model. Flow and voltage violations are evaluated and the severity of the potential outage is calculated. 
Real-time Contingency Analysis (RTCA) shall simulate contingencies for the real-time network and identify all resulting security violations. The MW and KV violations and the constraints, shall be made available to the Transmission Constraint Management (TCM) process, where ERCOT Operator shall have the capability to deactivate, activate, manually enter, edit, and override the limits of constraints.  
Also, the security violations shall be posted on the Market Information System (MIS) secure area, for access by Market Participants. 
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Fig. 2-1 Sub-Processes for Network Security and Stability Analysis

Voltage Stability and Transient Stability analyses shall be run in a real-time cycle (once every hour) and for look-ahead studies. “Generic” constraints are resource and transmission MW limits resulting from VSA and TSA studies.
The real-time Stability Analysis shall be consistent with the planning and study applications for Yearly, Monthly, and Hourly stability analysis (Congestion Revenue Rights, Reliability Unit Commitment, Day-ahead market applications) in terms of similarity of results and modeling the same type of constraints.  As an example, Yearly studies include the following major tasks: Base Case building process (5-year and 1-year seasonal cases), annual stability survey, determination of issues and proposed solutions, preparation of proposals and recommended projects. 

2.1.1 Business process for monitoring of security violations

There are three security violation limits for transmission facilities that are monitored and processed by Network Security Analysis as shown on Fig 2-2:
1) Normal (continuous)

2) Emergency (2-hour)

3) 15-min

NSSA monitors base case MW flows, as estimated by State Estimator (SE), on the transmission facilities, and reports violations of any of the ratings.  Contingency Analysis (with simulated Special Protection System (SPS)) reports violations of Emergency and 15-minute Ratings.  

Information about all base case and contingency violations is passed to the Transmission Constraint Management (TCM) function for display.  It shall be possible for the user to approve any of these constraints for use in Security Constrained Economic Dispatch (SCED), in which case a function of NSSA shall prepare model related inputs for SCED (shift factors and limits), and thus enable SCED to re-dispatch generation to relieve the overloads.

A function called Dynamic Remedial Action Plan (DRAP) Calculator (see SA-FR22) will execute in conjunction with NSSA to determine for each contingency with security violations if there is a generation re-dispatch within the time frame of one SCED cycle to resolve security violations. DRAP function helps operator to make a decision on whether or not to activate a contingency constraint considering the possible corrective actions.  This will help reduce the number of contingency constraints that are otherwise activated to address overloads with preventive actions.  The resulting generation plan for each contingency with security violations will be called Dynamic RAP.  The word “dynamic” is employed to distinguish this plan, which is contingency and operating condition specific, from a concept widely used at ERCOT called Remedial Action Plan (RAP).  In the latter, all actions and triggering events are pre-defined.   

Handling of violations depends on whether the violations are already detected in the real-time system, or if they are anticipated due to contingency simulation.  In the latter case, further considerations are the magnitude of the violation, and whether a remedial action plan specific to the contingency condition, called Dynamic RAP, is available.   When Dynamic RAP is available, the user may elect to forgo a SCED pre-emptive action by not activating the constraint in favor of a remedial action that would ensue after the contingency occurs.   
To help the user manage violations and specifically to support informed decisions on which violations to enforce via SCED, and which to defer, TCM shall display all violations, along with the information on violation context (base case or a contingency), whether Dynamic RAP is available or not, and the duration of the overloaded condition.  To further support this decision process, TCM shall color code violations according to the values of these attributes, as further elaborated in the detailed requirements section.  Also, TCM passes "generic constraints" to RUC and DAM.
As illustrated on Fig. 2-2 (a), Contingency Analysis without SPS and without RAP shall report all security violations of Emergency limit and transfer these violation with a high priority status to TCM.  TCM shall color these violations, on the figure they are labeled red.  Violations with other priorities are indicated in subsequent figures. 

The flow models for the transmission element with 15-minute violations, along with the corresponding 15-minute ratings shall be passed to SCED for resolution. A single run of SCED calculates a preventive action (by re-dispatching of generation units) that will lower the flow on the reported transmission elements to the level at least below the 15-minute rating. In subsequent runs of NSSA, a remedial action assessment is performed to check whether DRAP could lower the flows below the Emergency limit.  The points in the range between the 15-minute rating and Emergency Rating shall initially be colored red.  For these points, upon an assessment that a DRAP exists that can lower the flow below the Emergency Rating, the violation status shall be lowered to green in TCM. The latter means that there is a feasible corrective action solution that can be carried out in time to resolve security violations after the contingency occurs.  
Figures 2-2 a, b, c, and d illustrate the logic to be used for coloring the violations in TCM.  The “red” and “green” colors refer to the colors for distinguishing violations in TCM displays for the various scenarios covered by Figure 2-2.  The choice of the two specific colors is for illustration purposes only; the actual implementation of the color scheme may be different and will be determined later at the design stage.

Violations of Normal limits under contingency conditions that are below Emergency limit shall be displayed in CA and TCM, but neither preventive nor corrective action is expected, because it is assumed that a suitable solution will be found by the ERCOT Operator within the 2-hour time frame, if the corresponding outage indeed occurred.
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Fig. 2-2 (a) Transmission Facility Limits – Contingency Analysis Violations without SPS

Fig 2-2 (b) illustrates situations of Contingency Analysis results in cases with activated SPS (but without RAP).  In this case, flows with violations of Emergency limit shall be reported in TCM with the high priority status “red”.  The monitoring and operational treatment of the Emergency and 15-minute violations is carried out similarly to the CA without SPS, which is described above, with the only difference that the shift factors used in SCED are computed to reflect the effect of SPS.  All points on the Fig 2-2 (b) are considered to be representing CA calculated flows with SPS, and therefore, the points are marked as post SPS points.
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Fig. 2-2 (b) Transmission Facility Limits – Contingency Analysis Violations with SPS

Figure 2-2 (c) illustrates situations of Contingency Analysis results when RAP triggers are activated.  The CA function does not model the action of RAP by default, but it does check for the conditions that would activate RAP, and reports on all the activated RAP triggers.

Security violations of Emergency limits are of high priority status and displayed “red” in TCM. The shift factors for these constraints, factoring in the contingency, but without the effect of RAP, along with 15-minute rating, are passed to SCED for resolution of the violation.  SCED calculates a preventive action (by re-dispatching of generation units) that attempts to lower the flow on the reported transmission lines to the level at least below the 15-minute limits. In subsequent runs of NSSA, a corrective remedial action assessment is performed to check whether a DRAP exists, in combination with the pre-defined RAP that could reduce the flows to the normal range (below Normal Rating).  In some scenarios the RAP by itself may resolve the security violation. The shift factors for the DRAP calculation need to reflect the effect of RAP. 

For initial contingency flows that are above the emergency rating and below the 15-minute rating, the initial status in TCM shall be red.  Upon checking if DRAP exists to bring the flow below the normal rating, the status should change to “green”. 
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Fig. 2-2 (c)  Transmission Facility Limits – Real-time
In real-time, State Estimator calculated flows are monitored on all transmission facilities and TCM collects and reports all violations.  All real-time flow limit violations shall be displayed with a unique color in TCM, to distinguish it from all other groups described so far.  Figure 2-2 (d) illustrates representative situations, and indicates that in all cases, subject to the approval in TCM of the relevant constraint, SCED will attempt to resolve the violation in its next run.
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Fig. 2-2 (d)  Transmission Facility Limits – Real-time
2.2 Input/Output Sub-processes

2.2.1 Network Security and Stability Analysis Inputs

Table 2-1 lists inputs to Network Security and Stability Analysis to various systems.

Table 2-1: Network Security and Stability Analysis Inputs

	Source
	Data

	EMS Data Models
	1) Contingency Analysis definitions including:

a) Equipment Outages (e.g. transmission line outage, generator outage, etc)

b) Breaker Open/Close
c) Common Outages (i.e. several breaker and/or equipment outages for a common area that can be grouped as one equipment or facility outage)

d) Load Rollover

2) Generation Resource short term response
3) SPS and RAP definitions
4) Voltage Stability Analysis (VSA) specific data

a) Step increase in system load, area load, zone load and selected bus loads

b) Step decrease in selected generations on area, zone and bus basis 

c) List of generator selection for redispatch

d) List of buses where PV curves are to be generated.

e) Contingency definition

5) Transient Stability Analysis (TSA) specific data

a) Transient impedances

b) Control systems and load model definitions (standard and user defined.)

c) Type of Faults

d) Fault locations

e) Relay data 

f) Fault clearing times

g) Contingency definitions (e.g. fault duration, outage duration, etc)
h) Security criteria (e.g. transient stability index, voltage violations, frequency violation)

6) DRAP specific data

a) Normal ramp rates for generators



	Dynamic Ratings
	Dynamic Ratings (MVA) for transmission lines 



	Study Network Analysis
	Import of constraints (to TCM) with their actual values, flags (e.g. active, under review, retained, inaccurate, acknowledge), time of constraint’s creation, and shift factors.



	State Estimator
	1) Base case solution with all breaker/switch statuses, transmission line flows (MW, MVAR), generation (MW, MVAR), loads (MW, MVAR), bus voltages (KV), transformer tap positions, and equipment ratings (including dynamic ratings where applicable).

2) Mapping between Topological Busses and Electrical Busses.

	Look-Ahead Analysis
	“Generic” Constraints


2.2.2 Network Security and Stability Analysis Outputs

Table 2-2 lists outputs from Network Security and Stability Analysis to various systems. 

Table 2-2: Network Security and Stability Analysis Outputs

	Destination
	Data

	CA output data
	2) Security violations (MW, MVA, KV) with the corresponding limits, and contingencies associated with the violations.

3) List of contingencies and indication of their status (i.e. unsolved, with SPS unsolved, partially solved, solved with SPS, harmful, potentially harmful, not harmful, not active, invalid definition)

4) The list of MVA flow limits and corresponding shift factors.



	TCM short term history
	List of constraints with their actual values, flags (i.e. active, under review, retained, inaccurate, acknowledge), time of creations, and shift factors.

	Power Flow (PF) output data
	1) Real (MW) and reactive (MVAR) flow through all branches.

2) MVA and ampere flows through all branches.

3) MW and MVAR flow through zero-impedance branches (such as bus couplers).

4) Voltages (KV) and phase angle at each bus, including the open end of disconnected branches.

5) Regulating device setpoints. Where appropriate, such as for transformer tap positions, the PF shall recognize the discrete nature of the setpoint.



	VSA output data
	1) Generic constraints

2) Other Results of the study (base case and contingency at the critical point)
a) Bus data (Voltage, Angle, Load (MW & MVAR), Generation (MW & MVAR), Shunt)

b) Generator data (MW & MVAR )

c) LTC tap data (tap position)

d) Tap Changer/Phase Shifter data (position and angle)

e) Switched Shunt data (MVAR )

f) Economic Dispatch Results (MW & MVAR).

3) P-V curves for selected busses

	TSA output data
	“Generic” Transmission Constraints

	DAM
	“Generic” Transmission Constraints

	RUC
	“Generic” Transmission Constraints

	SCED
	1) Real-time constraints activated by ERCOT Operator in TCM (shift factors and limits in MW)
2) “Generic” Transmission Constraints

	MIS
	1) All real-time contingency violations.

2) All the real-time constraints flagged as inaccurate or inappropriate by ERCOT Operator.

3) All the real-time constraints activated by ERCOT Operator in TCM to be used by SCED

4) Generic Transmission Sonstraints based on offline manual studies

5) MW constraints calculated by VSA, TSA, VSS, and Commercially Significant Constraint (CSC) calculator.


3. Functional Requirements

	Requirement ID
	SA-FR1

	Requirement Name
	Power Flow

	Protocol Reference
	Section(s) 3.10.4 (3), IRO 002-0, TOP-004-1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4;

	Sub-Process Element Coverage
	Partial

	Description:

The following is a summary of main requirements for Power Flow (PF), which is expected to be core functionality close to a vendor’s standard base line offering and is described here for the document completeness.  

A DC and AC power flow algorithms shall be provided and Operator selectable. As a minimum, Fast Decouple and Newton Raphson algorithms shall be provided for the AC power flow, with the Fast Decoupled being a default choice.  

In both the DC and AC power flow algorithms, it shall be possible to specify either a load bus or a generator bus as a reference, with the generator option being the default.   Additionally Zero Impedance branches shall be treated as having a reactance of x = 0.001 pu.  The convergence shall be deemed achieved when the maximum bus mismatch is less than or equal to 1MW and 1 MVAR as appropriate to the DC and AC algorithms.
ERCOT operators will operate NSA using Full AC model according to the protocols, except in the unusual operating conditions where AC models do not converge.  If ERCOT operators change from an AC model to a DC model, it shall notify the  market using an Operating Condition Notice.

PF shall solve the breaker oriented model for the specified study time period. PF shall produce a complete solution for the power system model, including real and reactive flow through all branches, bus voltages and angles, and regulating device setpoints (e.g. tap positions of load tap change transformers (LTC)) for the entire power system model.

The following controls shall be implemented in PF, subject to appropriate limits:

1. Maintain generator real and reactive power within limits specified by the generator capability curve. 

2. Maintain the voltage on regulated buses within a voltage band

3. Transformer taps voltage control.

4. Phase shifter MW control.

5. Generator voltage control.

6. SVC control.

7. Shunt capacitor/reactor voltage control.

8. Generator MVAR limiting.

9. Synchronous condenser.

10. Generator MVAR capability curve 
It must be possible to Enable/Disable the above PF controls globally or on equipment basis.

The PF user interface shall provide for the display of non-converged PF studies, including presentation on one-line diagrams and tabular displays. In addition, summaries shall present information on the nature of the convergence problem including a list of stations with the most severe convergence problems and solution statistics such as the number of iterations, the number of control actions (for example tap changes), MVAR limiting, bus mismatches, and any other information relevant to isolating the cause of the convergence problem (e.g. how outages contribute to the non-convergence of a base case).



	Requirement ID
	SA-FR2

	Requirement Name
	Voltage Stability Analysis

	Protocol Reference
	Section(s) 3.14.1 (1), IRO 002-0, TOP-004-1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description: 

The following is a summary of main requirements for Voltage Stability Analysis (VSA), which is expected to be core functionality close to a vendor’s standard base line offering similar in the capability to the CSC Calculator of the Zonal Market implementation, and is described here for the document completeness.

The VSA function shall allow the security of the ERCOT power system to be evaluated from the perspective of possible voltage collapse under both normal and abnormal operating conditions caused by contingencies. The VSA application shall screen contingencies and rank potentially harmful contingencies. The VSA shall then assess voltage stability for these potentially harmful contingencies. The dispatcher should also be able to designate one or more specific contingencies for full processing.

VSA shall automatically apply a series of load and generation step increases according to user defined scenarios (e.g. system load, area load, zone loads, bus loads, and generation step changes), and for each step, shall calculate the resulting bus voltages and branch flows. The increase shall be carried out until at least one of the bus voltages collapses. The point of collapse in terms of the limit on flows over specified branches making up a generic constraint shall be noted and reported on appropriate displays, as well as the collapsed bus, and value of voltage at the collapse point. These calculations shall be performed for the base case and for each harmful contingency.

Display capabilities shall include the presentation of stability worst-case voltage profiles. These profiles shall plot bus voltages against system load. As appropriate, each plot shall clearly identify the point of voltage collapse and show the values of the voltage and system load at which the voltage collapse occurs.

It shall be possible to perform the voltage stability studies starting from current real-time SE solution as well as from save cases for future hours. The capability of the same kind as that used in the Outage Evaluation shall be employed to obtain starting secure cases for the voltage stability analysis of future hours. Prior to executing any new study, VSA shall allow the user to modify the base case input conditions. This shall include ability to specify the applicable incremental step changes in load as well as the voltage controls that should be considered for the study.

It shall be possible to enable/disable the following controls on individual or on equipment basis during the study.

1. Generating unit KV/MVAR
2. Transformer LTC tap positions

3. Phase-shifter taps

4. Synchronous condenser voltage/MVAR
5. Regulating shunt capacitor and reactor setting

The VSA function shall be able to initialize to the solution produced by SE or PF to establish the power system condition for analysis.

The VSA function shall be able to retrieve real-time statuses of generating units, unit control mode, unit limits etc. from LFC for re-dispatch of generation to implement load changes, generator trips and power transfer changes, and COP, load forecast and outage schedules for future hour studies.

The VSA shall support contingency definition, screening and ranking similar to the Contingency Analysis function.

The VSA shall automatically provide the calculated limits for “generic” constraints to TCM.  TCM shall display the time intervals for which the generic constraint limits apply. 



	Requirement ID
	SA-FR3

	Requirement Name
	Transient Stability Analysis

	Protocol Reference
	Section(s) 3.14.1 (1), IRO 002-0, TOP-004-1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description: 

The following is a summary of main requirements for Transient Stability Analysis (TSA), which is expected to be core functionality close to a vendor’s standard base line offering and is described here for the document completeness.

The TSA function shall be capable of performing transient simulations of the ERCOT power system. The objective is to evaluate the power system from the perspective of contingencies that can cause generators to lose synchronism and separate from the system and/or lead to the development of undamped low-frequency oscillatory effects between areas of machine aggregates. The TSA application shall screen contingencies and rank potentially harmful contingencies. The TSA shall then assess stability for these potentially harmful contingencies. The ERCOT Operator should also be able to designate one or more specific contingencies for full processing.

Postulated contingencies shall take the form of an initial event such as a short-circuit fault or the loss of a generation, load, or transmission line facility. Short-circuit faults shall include those that are cleared in a specified time to simulate successful re-closure action and those that are not cleared, but are otherwise isolated in a specified time to simulate successful circuit breaker action.

Following the initial event, the power system variables such as voltages, currents, power flows, rotor angles, and rotor frequencies shall be calculated as the system responds to applicable controls and protection schemes and to other possible events such as a significant change in load or the intervention of a ERCOT Operator, e.g., to arm/disarm special protection schemes, enable/disable control functions, or perform supervisory switching actions. The user shall be able to specify the times at which events take place.

The simulation capabilities of the TSA function shall be supported by various power system device, protection scheme, and control models.
The TSA function shall terminate automatically should instability be detected prior to the end of the specified study period. The ERCOT Operator shall be able to pause and resume an on-going study at any time and save both the intermediate and final results as a base case. In addition, the ERCOT Operator shall be able to display the intermediate and final results in tabular as well as graphical time-based formats. This shall include the ability to select time plots based on one or more selected variables.

 In addition to starting from the current SE base cases; it shall be possible to perform the stability studies starting from saved SE and PF base cases. Prior to executing any new study, Transient Stability Analysis shall allow the user to modify the base case input conditions. This shall include the ability of the user to specify the study period, define event scenarios, arm/disarm special protection schemes, and enable/disable the various controls to be made available.

The TSA shall be able to provide an output with the list constraints to TCM. (e.g. MW transfer capability limit ensuring stable operation for a specific interface).



	Requirement ID
	SA-FR4

	Requirement Name
	Contingency Analysis Engine

	Protocol Reference
	Section(s) 6.5.7.1.9, IRO 002-0, TOP-004-1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4, COPS.P04.P-5, COPS.P04.I-9

	Sub-Process Element Coverage
	Partial

	Description:
The following is a summary of main requirements for Contingency Analysis, which is expected to be core functionality close to a vendor’s standard base line offering and is described here for the document completeness.  

  FR182 
Each contingency shall consist of single or multiple outages of power system components. A contingency shall consist of removing from service or restoring to service any of the following power system devices:

1) Breakers and switches
2) Transmission lines.

3) Transformers.

4) Bus bars.

5) Generators. 

6) Phase shift transformers.

7) Loads.

8) SVCs.

9) Shunt capacitors and reactors.

10) Series capacitors and reactors.

11) HVDC lines.

12) FACTS devices.

13) Load Rollover

Real-time Contingency Analysis shall use the input based on the results of the real-time SE and shall run all contingency simulation of all contingencies in the active list including SPS) that is triggered automatically to relieve security violations. The remedial action shall “trigger” the specified power system conditions that activate a scheme, which is defined by Boolean and mathematical operators operating on the following inputs:

5) Switching device status (open/closed).

6) Branch energization (either end of branch open or both ends opened).

7) Branch and HVDC flow.

8) Bus voltage.

9) Arming status. (provided it is a telemetered or calculated status point)

While simulating a contingency each SPS shall be examined to determine if its triggering condition is true. The preventive actions of all SPSs for which the triggering conditions of the first stage were met, shall now become part of the original contingency definition and the contingency shall be re-evaluated. At this point all the second stage triggering conditions shall be checked for activation. The philosophy of escalation shall continue until a configurable number of stages. The output of each contingency solution shall indicate which SPSs have been triggered. 

RTCA shall be using Dynamic Ratings to identify all security violations resulting from the simulation of outages for the model.
The contingency ranking and screening shall identify the most severe contingencies, so that not all contingencies need to be analyzed in detail. Contingencies shall be ranked (ordered by severity) by performing a partial solution of the contingency. The highest ranked (most severe) contingencies shall be then analyzed in detail by a full AC contingency analysis. It shall be possible to direct CA to fully solve selected or all contingencies by full AC contingency analysis, regardless of the ranking. After the full solution, the results shall be re-ranked.  

Ranking shall be determined by calculation of severity indices derived from the following categories of contingency violations or base case deviations:

1) Branch flow (MW, Amps, MVAR) limit violations.

2) Interface flow (MW, Amps, MVAR) limit violations.

3) Bus voltage KV limit violations.

4) Reactive power generation limit violations.

5) Bus voltage shift from base case.

6) Bus voltage angle spread.

7) Loss of load and/or generation.

8) Triggering of SPS.

9) Any combination of the above.




	Requirement ID
	SA-FR5

	Requirement Name
	Screening and improving of RTCA performance

	Protocol Reference
	Section(s) 6.5.7.1.9

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-4, COPS.P04.P-5, COPS.P04.I-9

	Sub-Process Element Coverage
	Partial

	Description:  
The vendor shall propose a method of contingency screening to meet the performance criteria specified in the Supplemental Requirements Section 4.  The proposed method shall be subject to ERCOT approval.

The vendor may use multiple instances of RTCA as described below with the objective to meet RTCA performance requirements.

FR182 
There may be two instances of RTCA running in the Real-time Sequence performing Network Security and Stability Analysis.
The first instance shall run at a configurable slower cycle initially set to be equal of 6 times of the SE cycle and run the full list of contingencies. It shall prepare the list of contingencies which cause loading of transmission elements more than a configurable percentage, initially set to 80%. This list can potentially be a smaller list of contingencies.

This smaller list of contingencies shall be imported by the second instance whenever it shall run after a cycle run of the first instance.

The second instance of RTCA shall run every 5 minutes with the smaller list of contingencies, and thereby resulting in time saving. This second instance shall be skipped in the sequence in which the first instance has run.




	Requirement ID
	SA-FR6

	Requirement Name
	Generic Constraints from TSA 

	Protocol Reference
	Section(s) 6.5.7.1.11

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  FR182 
TSA shall be executed as part of the real-time sequence at a configurable frequency initially set to be every hour.  The length of this study shall be initially set to current hour plus 3 hours, and the latter shall be configurable between 1 to 24 hours.

The “generic” constraints calculated as output of TSA shall be made available to be imported by TCM.

It shall be possible for the ERCOT Operator to start TSA on demand manually for future hours. For each generic constraint, TCM shall display the time interval on which it applies. 



	Requirement ID
	SA-FR7

	Requirement Name
	Calculation of Shift Factors

	Protocol Reference
	Section(s) 6.5.7.1.13 (4) (f)

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  FR45  

As part of security analysis (in the real-time sequence), shift factors shall be calculated for all critical constraints identified by real-time contingency analysis as well as generic constraints identified by VSA, TSA, VSS, and CSC.
Shift factors shall be also calculated for transmission elements loaded above a configurable percentage level in the real-time contingency analysis for SCED purpose.
For constraints on a group of generators (that is used in voltage studies), shift factors between the group and the constituent generators shall be set as 1.0.

There shall be an option to switch to the distributed load bus reference from a single bus reference during shift-factor calculation.

In case of contingency simulation involving generator outage, the shift factors need to be calculated considering the generation redispatch.

For Generating Resources with Split Generation Meters (SGRs), the NSSA must  produce a multiple set of shift factors, one for each logical unit,  for subsequent use in SCED, because SCED is employing logical model (several generators) and NSSA is employing a physical (single generator) for the SGRs.



	Requirement ID
	SA-FR8

	Requirement Name
	SPS Simulation

	Protocol Reference
	Section(s) 3.10.7.3 (3), IRO 002-0

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.I-9, COPS.P04.I-13

	Sub-Process Element Coverage
	Full

	Description:  
Special Protection Systems (SPS) are protective relay systems designed to detect abnormal ERCOT System conditions and take pre-planned corrective action (other than the isolation of faulted elements) to provide acceptable ERCOT System performance.

SPS actions include among others, changes in demand, generation, or system configuration to maintain system stability, acceptable voltages, or acceptable facility loadings. Each SPS consists of a multi-stage triggering condition and protective action. The triggering condition represents a transmission element that is being monitored for a flow value. If the flow value is exceeded, a protective action is initiated to relieve the security violation.

Remedial Action Plans (RAPs) behave similarly to SPS, however they are manually implemented. Therefore, they occur more slowly than automated SPS. Within this project scope, a RAP is a subset of SPS, with slightly modified behavior to reflect the difference in timing of the triggering sequence. RAPs shall not be simulated in real-time CA, see Fig.  2-2 (c).
FR45  

1. Each SPS will be designated as SPS or RAP with a selectable flag.

2. Each SPS definition may consist of one or more stages.

3. For each stage of an SPS definition, there will be Triggering Conditions.

4. The fact of triggering SPS shall be reported by Contingency Analysis and that information shall be made available to TCM.
5. A Triggering Condition may be:

a. Flow on a piece of branch equipment exceeds a specified numerical value

b. Flow on a piece of branch equipment exceeds a specified percentage of the   current rating for that branch 

c. The aggregated sum of the flows on a set of branches exceeds the sum of the specified numerical values for each of branches

d. The aggregated sum of the flows on a set of branches exceeds the sum of each of the branch limits adjusted by a percentage

e. Equipment/Switch Status

6. When there is more than one stage for an SPS definition, the Triggering Condition for each stage need not be the same.

7. When there is more than one Triggering Condition, they are combined using AND or OR conditional logic.

8. For each Triggering Condition, there will be one or more Protective Actions (“then” statements).

9. A Protective Action may be of three types:

a. Switch

b. Load Adjustment

c. Generation Adjustment

10. When there is more than one Protective Action for a Triggering Condition, they need not be of the same type

11. When there is more than one Protective Action for a Triggering Condition, they are applied together

12. For a given contingency, implement all Special Protection Schemes that are triggered by any element with security violation.

13. The SPS is evaluated and triggered in stages until the triggering conditions are not violated

14. For every execution for RTCA, always start with Stage 1 as the initial point.

15. No action is taken when the “reduce to” option is selected for a Load Adjustment or Generation Adjustment Protective Action, and the corresponding element is at or below the specified value.

16. The preferred tool for defining SPS is an “SPS Editor”, similar to the contingency editor.

17. SPS actions will be included in contingency analysis results.

18. Each defined SPS will have one  enable/disable flags 

19. Real-time: The ERCOT Operator will make the decision whether to activate the post SPS flow constraint as an active constraint or not.

20. On contingency analysis, show each intermediate result during SPS triggering sequence, including the pre-trigger and final post-trigger results (even if the result is “no security violations”).




	Requirement ID
	SA-FR9

	Requirement Name
	Participation Factor in CA/SPS

	Protocol Reference
	Section(s) 6.5.7.1.9

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.I-9, COPS.P04.I-13

	Sub-Process Element Coverage
	Partial

	Description:  FR45  
During the simulation of a contingency involving generator outage, the loss of the MW generating capacity shall be replaced by other units based on expected short term response. The short term response of the other units shall be calculated (formulas will be provided by ERCOT later at the design stage) and made available to downstream market applications
.




	Requirement ID
	SA-FR10

	Requirement Name
	Load-Rollover

	Protocol Reference
	Section(s) 3.10.7.1.3 (3); 3.10.7.2 (7), IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.I-13

	Sub-Process Element Coverage
	Partial

	Description:  FR45  
As part of Contingency Simulation, load rollover schemes shall be implemented. Software shall be able to model the effects of automatic or manual schemes in the field transfer load under outage conditions.

Load rollover model shall have plans and the events that trigger which Loads are switched to other Transmission Elements on detection of outage of a primary Transmission Element.

If SPS or DRAP makes any load connected node deactivated, RTCA shall be able to rollover load to destination nodes.




	Requirement ID
	SA-FR11

	Requirement Name
	Constraint conversion from MVA to MW

	Protocol Reference
	Section(s) 6.5.7.1.9

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  FR
The MVA limits of the real-time constraints used by EMS shall be converted into MW limit to be used by SCED.



	Requirement ID
	SA-FR12

	Requirement Name
	Constraint Direction

	Protocol Reference
	Section(s) 3.11.3 (1); 3.14.1; IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  FR45
For all the transmission constraints, the direction of constraint shall be specified.



	Requirement ID
	SA-FR13

	Requirement Name
	Short-term Violation History

	Protocol Reference
	Section(s) 3.10.4 (3)

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-9

	Sub-Process Element Coverage
	Partial

	Description:  FR45  
The violations reported by real-time contingency analysis shall be available for a configurable amount of time initially set to 3 days for the ERCOT Operator to review.

The displays for the short-term history shall be grouped based on voltage levels.



	Requirement ID
	SA-FR14

	Requirement Name
	Generation of constraints when SE doesn’t solve 

	Protocol Reference
	Section(s) 3.11.3 (1); 3.14.1; IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  FR45  
The time for which SE has not had a successful solution shall be tracked. It shall be compared against a configurable “No SE Solution threshold” time (T1).

During this time T1, as part of the business process, ERCOT Operation shall be troubleshooting this failure of SE to find a solution.

7) If the time T1 has elapsed and SE continues not to find a solution, the ERCOT Operator shall be visually alerted on the SE main display.

8) The last valid SE solution shall always be made available for loading into Study Network Analysis environment.

9) It shall also be possible to load the following into a Study Network Analysis environment:

a) Current generating resource injections

b) Current Switch/Breaker status

c) Current load (sum of all generations minus the tie-line flows, distributed up to the individual load based on adapted load distribution factors)

d) Set of Contingency and Special Protection Scheme / Remedial Action Plan definitions from the Real-Time Security Analysis environment.

10) It shall be possible to perform the Power Flow and Contingency Analysis based on the above input to generate the constraints and consequently calculate the corresponding shift factors.

11) It shall be possible to transfer these constraints and shift factors to TCM.




	
	

	
	

	
	

	
	

	
	

	
	

	


	Requirement ID
	SA-FR16

	Requirement Name
	Exceptional Trigger of Real-Time Sequence

	Protocol Reference
	Section(s) 6.5.7.1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.P-5;

	Sub-Process Element Coverage
	Partial

	Description:  FR45  
Under certain conditions as defined in the SE requirements document (Section 3) the Real-Time Sequence shall be restarted. Contingency Analysis shall abort further processing, if such a restart condition has been set.

In the exceptional trigger condition the following shall be executed:

12) First instance of RTCA performing the Network Security and Stability Analysis, running with the full list of contingencies.

13) VSA / TSA 




	Requirement ID
	SA-FR17

	Requirement Name
	Transmission Constraint Management

	Protocol Reference
	Section(s) 6.5.7.1.11, IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:  

The following shall be features related to displays within TCM:

FR182 
1. Provide the ERCOT Operator the ability to manually enter constraints based on offline studies and automatically transfer constraints from real-time.
2. The TCM shall provide a set of displays to show  the attributes for each of the following:

a. Real-time constraints 

b. Generic Transmission Constraints based on offline manual studies.

c. Generic Transmission Constraints calculated by VSA, TSA, VSS, and Commercially Significant Constraint (CSC) calculator.

3. The TCM shall calculate and display the following information for each constraint:

a. Violation level in percentage

b. Time in violation
4. The TCM shall provide the ERCOT Operator the ability to do and display the following:

a. Set constraints status to one of the following: 
i. Active; constraints deemed necessary by the ERCOT Operator to be used by SCED.
ii. Under review; constraints that have been neither activated nor inaccurate

iii. Retained; Constraints deemed necessary for the ERCOT Operator to keep an eye on, even if these constraints are not Active

iv. Inaccurate; determined as inaccurate by the ERCOT Operator
v. Acknowledge; Constraints less likely to be activated by the ERCOT Operator
b. Override the limits of constraints.

c. Sort the constraints based on 

i. Violation level

ii. Time in violation
d. Filter the constraints based on whether it is

i. Active

ii. Under Review

iii. Retained

iv. Inaccurate

v. Acknowledged

vi. Above a specified level of violation

5. TCM shall keep a short term history archive of all violations including the first time of the violation occurrence.

6. TCM shall also import and display the last SE and Contingency Analysis solution times and make them available for SCED so that it shall be used during exceptional triggering scenarios.

7. An option to import the constraints and the corresponding shift factors from a special Study Network Analysis environment shall be possible. This is especially needed when SE does not solve and consequently Real-Time Contingency Analysis could not be performed. The security analysis in that scenario is carried out in the Study Network Analysis environment as described in Functional Requirement “Generation of constraints when SE doesn’t solve” in this document. All the constraints imported in such a manner shall be identified by unique coloring scheme and flag.

8. TCM shall set limits for use by DRAP according to the logic expressed by Figures 2-2 a,b,c & d. 

9. Violations shall be color coded to identify, at a minimum, (a) violations that need to be passed to SCED, (b) violations that may be passed to SCED to take a preventive action, but for which a remedial action is estimated to exist, and (c) violations in a contingency condition below Emergency Rating. 




	Requirement ID
	SA-FR18

	Requirement Name
	MIS Secure Area Posting

	Protocol Reference
	Section 6.5.7.1.11 (1); 6.5.7.1.13 (4) (f), TPL-006-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-5; COPS.P04.I-11

	Sub-Process Element Coverage
	Partial

	Description:

The following constraints shall be continuously posted to the MIS Secure Area:
14) All real-time contingency violations shall be reported to MIS Secure Area.

15) All the real-time constraints flagged as inaccurate or inappropriate by ERCOT Operator.

16) All the real-time constraints activated by ERCOT Operator in TCM to be used by SCED

17) Generic Transmission Constraints based on offline manual studies

18) MW constraints calculated by VSA, TSA, VSS, and Commercially Significant Constraint (CSC) calculator.

The following information for each constraint shall be posted in MIS Secure Area:

a) Violation level in percentage

b) Time in violation



	Requirement ID
	SA-FR19

	Requirement Name
	Modeling of variable frequency transformers

	Protocol Reference
	Section(s)  3.10.7.1.5; NMMS Requirement

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.I-1

	Sub-Process Element Coverage
	Partial

	Description: 
The power system shall include model representation of variable frequency transformers (VFT) for power exchange between two networks. For power flow analysis and state estimation VFT can be represented as a phase angle regulator with phase angle limits.




	Requirement ID
	SA-FR20

	Requirement Name
	Modeling of  switched shunts and FACTs devices

	Protocol Reference
	Section(s)  3.10.7.1.5

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.I-1

	Sub-Process Element Coverage
	Partial

	Description: 
The power system shall include model representation of switched shunts and Flexible AC Transmission Systems (FACTS) devices including Static Synchronous Compensator, Static Synchronous Generator, Static VAR Compensators, Battery Energy Storage System, Unified Power Flow Controller, Inter-phase Power Controller, Thyristor Controlled Series Capacitor, and Static Synchronous Series Controllers.




	Requirement ID
	SA-FR21

	Requirement Name
	Modeling Cascading Contingencies

	Protocol Reference
	Section(s) 6.5.9.3.4 (1), 6.5.9.4, IRO-004, IRO-0005

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4

	Sub-Process Element Coverage
	Full

	Description: 

The vendor shall propose a method of modeling cascading contingencies, subject to ERCOT approval. The following description represents a possible alternative for simulating cascading contingencies.

During the simulation of contingencies, the transmission element with security violation shall be removed and power flow shall be re-run.  All security violations from the first run shall be reported to TCM.
If the subsequent power flow does not converge, the contingency shall be flagged as cascading.

The contingency shall also be flagged as cascading if it causes new security violations.

These repetitions shall be continued up to a configurable level initially set to 3.

Cascading contingencies identification shall be a configurable feature, activated on demand due to heavy calculations.

ERCOT is requesting a vendor to provide a method for identifying cascading contingencies that will support NERC's IROL requirement. The details will be worked out during the design phase.




	Requirement ID
	SA-FR22

	Requirement Name
	Dynamic RAP

	Protocol Reference
	Section(s) 3.10.4 (3), IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4; COPS.P04.P-5;

	Sub-Process Element Coverage
	Partial

	Description: 

The following is a summary of the Dynamic RAP (DRAP) function, which is expected to be an on-line version of another EMS function called Secure Generation Profile of the Outage Evaluation (OE) subsystem.  DRAP shall be used to assess for each contingency with security violations if there is a generation MW re-dispatch with a minimum shift that would be able to eliminate violations within one interval (currently defined as 5 minutes) should the contingency occur.  

The main output shall be a binary yes/no answer to the question “is remedial dispatch available within one SCED cycle”. In addition the function shall provide the candidate re-dispatches as information.

DRAP shall try to provide a feasible solution that eliminates all the supplied violations.

All DRAP solutions that relied on relaxing any of the constraints shall provide “no” answer.  

It is expected that DRAP will be based on a linearized model relating flows and resources.  The linear model will be supplied in the form of shift factors, as specified in the Shift Factor Calculation requirement.  The limits will be supplied by TCM, with the logic provided on Figures 2-2 a, b, c & d.  For the purpose of calculating resource limits, one SCED time interval shall be used, along with the up and down ramp rates from the current operating point.  

Input for DRAP shall include:

10) State Estimator solution: 

a) Time stamp

b) Generator MW

c) Load MW

d) Transmission equipment MW

e) Generator status

11) Network Constraints to be enforced in DRAP from TCM:

a) Constraint ID 

b) Constraint Limit

c) Constraint value (the Base Case flow MW of transmission equipment for a Base Case constraint, the post Contingency flow MW of the transmission equipment for a Contingency constraint or the MW value of a Generic Transmission constraint) 

d) Shift Factors




	Requirement ID
	SA-FR23

	Requirement Name
	Troubleshooting Tools,

	Protocol Reference
	Section(s) 3.10.4 (3), IRO 002-0

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.P-4

	Sub-Process Element Coverage
	Partial

	Description: 
Tools shall be made available to help identify reasons for non-convergent contingencies and power flow cases.


	Requirement ID
	SA-FR24

	Requirement Name
	Modeling of  Combined Cycle Units

	Protocol Reference
	Section(s)

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	COPS.P04.I-1

	Sub-Process Element Coverage
	Partial

	Description: 

The RTCA shall support modeling of a power block of Combined-Cycle Resources as a single logical Generation Resource unit while SE shall process the same resources as the actual physical units.  An internal link between the physical and logical representation of the combined cycle resources shall be maintained and viewable within EMS. 

DRAP and Resource shift factors shall be calculated for the single logical Generation Resource  representing the Combined-Cycle Resource’s power block.



4. Supplementary Requirements

This section covers performance requirements specific to the Network Security and Stability Analysis function.  

4.1 Performance Requirements

	Requirement ID
	SA-SR3

	Requirement Name
	Execution time

	Requirement Type
	Performance

	Description:  A complete run of Contingency Analysis shall not exceed 1 minute for the ERCOT network model assuming the following sizing:

· Contingencies to be screened -- 3000,
· Contingencies to be run with full AC solution -- 200,
· SPS -- 150,

· RAP -- 200,

· Load Rollovers -- 500.

A complete run of VSA shall not exceed 5 minutes for the ERCOT network model.

A complete run of TSA shall not exceed 25 minutes for the ERCOT for 100 contingencies (e.g. faults, generator tripping, circuit tripping, switching event, etc.) 




5. Protocol Coverage

	Protocol Sub-Section # (To the lowest level of granularity as possible)
	Description
	Coverage by Requirements

(Full/Partial)
	Coverage by Requirements

	3.10.7.1.3 (3)
	Modeling changes in transmission line loading as a result of Load rollover schemes
	Partial
	SA-FR10

	3.10.7.1.5
	Modeling of shunts and FACTs devices
	Partial
	SA-FR20

	3.10.7.2 (7)
	Load rollover schemes
	Partial
	SA-FR10

	3.14.1 (1)
	Reliability Must Run service
	Partial
	SA-FR2, SA-FR3

	6.5.7.1.9
	Contingency list and screening
	Full
	SA-FR4, SA-FR5

	6.5.7.1.11
	Transmission constraint management
	Full
	SA-FR6, SA-FR17

	6.5.7.1.11 (1);  6.5.7.1.13 (4) (f)
	Posting constraints on the MIS secure Area
	Full
	SA-FR7, SA-FR18

	6.5.9.3.4 (1); 6.5.9.4
	Cascading contingencies
	Full
	SA-FR21
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