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EDS 2 OVERVIEW

Introduction

Each Early Delivery System (EDS) release is a deployment of new applications, hardware, functions and processes to satisfy the objectives of the Transition Plan tasks as outlined in the ERCOT Nodal Transition Plan document. Releases are additive and installed in a single ERCOT EDS environment.

This document summarizes the approach for EDS 2 and describes how each release will satisfy a set of related Transition Plan tasks.

Transition Plan Tasks

The related transition plan tasks for EDS 2 are listed below:

· 5.4.1 (2a) – Verify all data and telemetry meet Protocol 3.10 and data submittals are complete (NOMCR)

· 5.4.1 (2b) – Verify accuracy of all transmission element constraints
· 5.4.1 (2c) – Verify TSP calculations for transmission constraints likely to be binding in SCED

· 5.4.2 (1) – Verify SE performance meet Protocol 3.10.9

· 5.4.2 (2) – Verify trial of SE test based on live SCADA and work with TSPs and QSEs to tune the State Estimator, correct data acquisition errors, calibrate field measurements  and correct network modeling parameters to meet SE performance.

· 5.4.2 (4) – Begin continuous operation of SCADA and post information meeting Protocol 6.3.2

· 5.4.3 (1) – Begin NSA verification, initially testing major transmission elements
· 5.4.3 (2) – Compare Nodal NSA to Zonal adding contingencies and contingency screening

· 5.4.3 (3) – Continuously monitor NSA and perform transmission constraint management meeting Protocol – Section 6.5.7.1.11

EDS 2 Releases

EDS 2 verification is organized into two distinct releases, grouping related transition plan tasks and aligning with EMS and NMMS software availability. The EDS 2 releases are: 

· Release 3 – Verify Telemetry performance, restructure the network load model, tune and verify State Estimator performance, verify Network Security Analysis (NSA) functions, and verify the creation and posting of Telemetry and SE performance reporting through MIS. 
· Release 4 - Verify the Network Operations Model integration with EMS and verify the Network Operations Model data submittal and change request process using the Network Operations Model Change Request (NOMCR).
EDS 2 Artifacts
EDS 2 will produce and deliver the following artifacts:
	#
	Artifact
	Creator
	Distribution

	1
	Dynamic Rating Management procedure
	ERCOT Operations
	ERCOT Internal

	2
	Constraints and Contingency Management procedure
	ERCOT Operations
	ERCOT Internal

	3
	Special Protection Schemes / Remedial Action Plans Management procedure
	ERCOT Operations
	ERCOT Internal

	4
	Load Rollover Management procedure
	ERCOT Operations
	ERCOT Internal

	5
	Transmission Constraints Management procedure
	ERCOT Operations
	ERCOT Internal

	6
	Detect and Correct Telemetry Performance procedure
	ERCOT Operations
	MP Specific

	7
	Detect and Correct SE Performance procedure
	ERCOT Operations
	MP Specific

	8
	ERCOT State Estimator Issues List
	ERCOT Operations
	MP Specific

	9
	Telemetry Performance Reporting
	ERCOT Operations
	MP Specific

	10
	SE Performance Reporting
	ERCOT Operations
	MP Specific

	11
	Hourly EMS Reporting
	ERCOT Operations
	MP Specific

	12
	Network Operations Model Change Request procedure
	ERCOT Operations
	Public


Release 3

Description

Release 3 will include activities to address Telemetry and SE performance, SE tuning, network load model restructuring, and Network Security Analysis procedures and functions. As part of verifying data quality, Release 3 will use Nodal EMS system functionality to measure Telemetry and State Estimator performance. Performance results will be available to ERCOT and posted to TSPs and QSEs on the ERCOT MIS portal. Data points or the absence of data points that cause the SE to fail to meet the performance criteria will be analyzed and corrected between ERCOT and the TSP / QSE. Corrected telemetry will be observed and re-verified. Load modeling will be restructured to improve load adaptation and bus load forecasting. Network security will be addressed by verifying transmission constraints, dynamic ratings, Special Protection Schemes (SPS) / Remedial Action Plans (RAP) and load rollover schemes. These activities address the ERCOT Nodal Transition Plan Tasks 5.4.1 (2b) (2c), 5.4.2 (1) (2) (4), and 5.4.3 (1) (2) (3).

Release 3 Testing Approach
Release 3 will focus on the State Estimator and Network Security Analysis features of the Nodal EMS system. Functionality to measure Market Participant Telemetry and State Estimator performance will generate reports that are accessible on the ERCOT MIS portal.
Telemetry Verification
· Telemetry Performance
· Verify Market participant ICCP communications is within the monthly availability tolerances as defined by the TAC approved Telemetry Standards
· Verify Market Participant telemetry is within the quarterly availability tolerances as defined by the TAC approved Telemetry Standards
· Verify Telemetry reporting correctly reflects telemetry performance for each Market Participant and is available on the MIS portal
· Develop ERCOT Operations procedures to detect and correct telemetry issues
· Identify specific telemetry issues that do not perform to standards
· Document issues in the ERCOT State Estimator Issues List
· Communicate and resolve issues with responsible TSPs and QSEs

· Implement updates using the ERCOT Service Request process
· Observe post implementation performance
· Close issues in the ERCOT State Estimator Issues List
State Estimator Verification
· SE Tuning

· Verify SE provides valid solutions within defined convergence criteria
· Performance index is comparable to the Zonal index

· Nodal SE results are comparable or better than Zonal SE results viewing systems in parallel during the EDS 2 verification timeframe

· SE system is tuned and verified by vendor, if necessary
· Network Topology Builder (Protocol 6.5.7.1.2)
· Verify updates to the Network Operations Model displays based on observed transmission from the ERCOT grid
· Verify Real Time Topology built using real time measurements and static model and compare it against zonal topology. Verify real time measurements, static model, manually entered measurements and normal status of switching devices have been correctly used to build the real time topology. 
· Compare Zonal results to Nodal results

· SE Performance (Protocol 3.10.9)
· Verify the Nodal SE solution solves and converges as specified by the SE Standards for the rolling monthly measurement periods
· 
· Verify SE reporting correctly reflects SE performance and is available on the MIS portal
· Develop ERCOT Operations procedures to detect and resolve SE performance issues
· Identify specific SE issues that do not perform to standards

· Document issues in the ERCOT State Estimator Issues List
· Communicate and resolve issues with responsible TSPs and QSEs

· Implement updates using the ERCOT Service Request process

· Observe post implementation performance

· Close issues in the ERCOT State Estimator Issues List
· Bus Load Forecast (Protocol 6.5.7.1.3)
· Setup a Nodal study environment
· Address and tune load schedules for Nodal
· Verify Load Hierarchy and Load Adaptation is working properly resulting in a bus load forecast within acceptable error limits
· 
Verify load adaptation functionality using off-line study cases to test high and low load scenarios using power flow
· 
· Compare Nodal adaptation to Zonal adaptation 
· Compare Bus Load Forecast results against real time loads
· 
Topology Consistency Analyzer (Protocol 6.5.7.1.5)
· Verify incorrect status indicators
· Verify alarm notification whenever there is a topology inconsistency
Forced Outage Detection (Protocol 6.5.7.1.6)

· Verify alarm notification on change in status of breakers and switches

· Verify alarm notification when Resources, transmission lines and transformers, and Load disconnected from the Network Operations Model changes












Network Security Analysis

· Verify Dynamic Ratings (Protocol 6.5.7.1.7)
· Verify the Dynamic Rating application calculates ratings (normal, emergency and 15-miniute ratings) for all devices in MVA or Amperes using real time ICCP for all branches where dynamic rating is enabled
· Verify the Dynamic Rating application calculates correct dynamic ratings for all devices missing real time ICCP ratings with real time weather information. Look-up dynamic rating table for all branches where dynamic rating is enabled
· Verify the Dynamic Rating application selects the most conservative ratings for branches where different dynamic ratings are at both ends
· Verify the error checking on dynamic ratings

· Verify updates to SCADA, SE and NSA applications contain the most updated dynamic ratings
· Overload Alarms Processor (Protocol 6.5.7.1.8)
· Verify overload notification when the actual flow and state estimated flow calculation of MVA comparison to the effective Transmission Element limit triggers an out-of-limit condition
· Contingency List (Protocol 6.5.7.1.9)
· Verify constraints and contingency list

· Verify all possible contingencies are correctly defined
· Verify that Contingency Analysis screens all contingencies and performs full analysis for the most severe 100-screened contingencies
· Verify that Contingency Analysis reports all security violations
· Verify that Contingency Analysis reports real time flow, estimated flow and post-contingency flow for security violations
· Verify post-contingency results
· Special Protection Schemes and Remedial Action Plans (Protocol 6.5.7.1.10)
· Verify Special Protection Schemes (SPS) / Remedial Action Plans (RAP) submissions
· Verify that all approved SPS and RAP submissions and triggering conditions are defined and enabled
· Verify that contingency screening and full analysis takes RAPs and SPSs into consideration
· 
· Verify that post-SPS and post-RAP results are correct and reported
· 
· Load Rollover
· Verify all load rollovers are correctly defined and enabled
· 
· Transmission Constraint Management (Protocol 6.5.7.1.11)
· Verify that TCM reports all real time base-case violations and security violations with shift-factors

· Verify all violations and shift-factors using load flow studies and comparing them with zonal systems

· 

· 



· Develop Nodal NSA operating procedures

· Develop operating procedures for determining validity of constraints using Transmission Constraint Management for input into SCED

· Benchmark results against Zonal real-time operations

Enterprise Data Warehouse (EDW)
The ERCOT Enterprise Data Warehouse will consist of reporting mechanisms to accumulate daily data feeds from the Nodal EMS system. This information will be summarized and averaged over monthly and quarterly periods and reported, by Market Participant, to measure telemetry data availability and quality against the Telemetry and State Estimator performance standards. 
EDW reporting requires the following information:
· Critical Points - yearly TAC approved list of critical points. This is used to exclude non-Critical points from telemetry availability reporting.

· Non-Significant Points - compiled list of critical points. This is used to exclude non-significant points from telemetry availability reporting.

· Link Outage Tracking - compiled list of ICCP Link Outages and their approval status.  This is used to ensure that Market Participant’s are not penalized for approved ICCP Link outages in telemetry availability reporting.

· Major Transmission elements for SE - defined transmission elements that contributed to a specified percent of the congestion costs last year for which data is available. This is used to exclude all Transmission Elements not present in this list for Internal State Estimator Statistics Reporting.

· Voltage Critical Buses for SE - yearly compiled list of buses to be monitored.

· Congested Transmission Elements for SE - yearly compiled list of Congested Transmission Elements to be monitored.
Hourly Reporting Posted to MIS

Verify the following reports are posted, each hour, to the MIS Secure Area:

· Status of all breakers and switches used in the Network Security Analysis excluding breakers and switches connecting Resources to the ERCOT Transmission Grid

· Transmission flows and voltages from the State Estimator
· Individual transmission Load on Electrical Buses, sum of the Load on each Electrical Bus in each Load Zone and total Load on Electrical Buses in the ERCOT System, the sum of ERCOT generation and flow on the DC Ties
· Transformer flows, voltages and tap position from the State Estimator
· All voltage schedules
· All binding transmission constraints and the contingency or overloaded element pairs that caused such constraint
· All Shadow Prices on binding transmission constraints
· The 15-minute average of Loads on the Electrical Buses from State Estimator and Telemetry performance
MIS Portal
For EDS 2 – Release 3, the ERCOT MIS portal will post and provide access to the Telemetry and State Estimator performance, and hourly reports for registered Market Participants.
Release 3 System Design
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Release 3 Entry Criteria

Before EDS 2 – Release 3 can begin; the following entry criteria (dependencies) must be met:

· The EMS Nodal System – version 2.3 COTS+ (commercial off the shelf with customizations) has completed initial ITEST and is installed in the EDS environment

· Enterprise Data Warehouse Telemetry and SE performance report functionality has initially completed ITEST and is installed in the EDS environment

· The ERCOT MIS portal has initially completed ITEST and is installed in the EDS environment

Release 3 Exit Criteria

For EDS 2 – Release 3 to complete; the following exit criteria must be met:

· TSP/QSE data points reasonably conform to Telemetry and SE performance criteria

· ERCOT Operations have operating procedures in place to address TSP/QSE Telemetry and SE performance issues

· Network Security Analysis functions are verified and ERCOT Operations has procedures in place to address:

· Dynamic ratings management
· Constraints and contingency

· Special Protection Schemes (SPS) / Remedial Action Plans (RAP)

· Load rollover

· Transmission constraints management

· 
· Bus Load Forecast

· Network Consistency Analyzer
· The ERCOT SE is tuned and meets performance criteria

· Load modeling has been restructured, load adaptation has been verified and bus load forecast changes have been verified

· EDW reports correctly post to the MIS portal and can be accessed by the MPs
· EDW reports have been verified within ERCOT and by MPs
Release 3 Market Participant (MP) Readiness
For EDS 2 - Release 3 to begin; the following capacities are required from MPs:

· MPs have enrolled and can access the ERCOT MIS portal

· MPs can retrieve Telemetry and SE performance reports via the ERCOT MIS portal
Release 4

Description

This release will include activities to verify the Nodal Network Model Management System (NMMS) database, the integration between NMMS and EMS, and the process that allows TSPs to electronically submit ICCP and model changes, and QSEs to electronically submit ICCP modeling points and model changes for entry into the NMMS database. A key activity will be to verify the Network Operations Model Change Request (NOMCR) and its change control process, beginning with TSP / QSE change request data submittals, acknowledgement and verification of the submittal, posting of updates to the NMMS database, and confirmation of the update with TSPs and QSEs. This activity addresses the ERCOT Nodal Transition Plan Task 5.4.1 (2a).

Release 4 Testing Approach
Release 4 will focus on the Network Operations Model and the related change request process that allows Market Participants to electronically submit changes to ICCP and network modeling data.
Network Model Management System
· Verify that the Network Model Management System (NMMS) database has been successfully loaded with:

· Network Operations Model database

· ICCP modeling point database

· 
· Verify that the NMMS database has been placed under change control

· Verify NMMS integration with Nodal EMS

· Compare pre and post NMMS Telemetry and State Estimator performance

· Verify Nodal one-line displays against the Zonal one-line displays
· 
Network Operations Model Change Request (Protocol 3.10)
· Verify Network Operations Model change request process (NOMCR)

· TSPs

· Verify submission of NOMCR changes

· Verify NOM has been correctly updated

· Verify that ERCOT uses an automated process to manage the CIM compliant NOMCRs upload to the ERCOT Network Operations Model (NOM)

· Verify that non-CIM compliant, as utilized by ERCOT, package submittals are rejected

· Verify NOMCRs are applied to the NOM in the correct sequence with no adverse affect on downstream applications
· Verify specific NOMCR package updates to the NOM
· Verify ERCOT procedure to notify NOMCR submitter when updates have been processed and implemented

· Verify that the completed NOMCR is posted in CIM format to MIS
· Verify the ERCOT procedure to notify NOMCR submitter when there are deficiencies.  Verify updates to clarify NOMCR have been posted to the ERCOT MIS within 3 Business Days of the submission
· Verify the ERCOT procedure to approve or reject the NOMCR within 15 Business Days of the submission
· Verify the ability for TSPs to submit NOMCRs up to one year prior to the implementation of changes

· QSEs (Note that QSE information will be received at ERCOT as registration information and be transferred to a CIM-compliant NOMCR)
· Verify submission of NOMCR changes

· Verify NOM has been correctly updated 

· Verify that ERCOT uses an automated process to manage the CIM compliant NOMCRs upload to the ERCOT Network Operations Model (NOM)

· Verify that non-CIM compliant, as utilized by ERCOT, package submittals are rejected

· Verify NOMCRs are applied to the NOM in the correct sequence with no adverse affect on downstream applications

· Verify specific NOMCR package updates to the NOM
· 
· Verify that the completed NOMCR is posted in CIM format to MIS.

· Verify the ERCOT procedure to notify NOMCR submitter when there are deficiencies.  Verify updates to clarify NOMCR have been posted to the ERCOT MIS within 3 Business Days of the submission

· Verify the ERCOT procedure to approve or reject the NOMCR within 15 Business Days of the submission


Single Entry Model

· ERCOT Single Entry Model

· Verify that ERCOT has processes in place to use a “single entry point” to maintain both Nodal and Zonal network model databases when MPs submit changes via the NOMCR process
· Verify results of a NOMCR submitted change to both Nodal and Zonal systems using the NOMCR process
Network Model Export

· TSPs and QSEs may review the exported Network Operations Model
· Verify that ERCOT shall make available the full transmission model that is used to manage the reliability of the transmission system.
· Verify the export is in CIM format and Web-based XML communications
Release 4 System Design
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Release 4 Entry Criteria

Before EDS 2 – Release 4 can begin; the following entry criteria (dependencies) must be met:

· The EMS Nodal System – version 2.3 COTS+ (commercial off the shelf with customizations that integrate with NMMS) has initially completed ITEST and is installed in the EDS environment

· NMMS has initially completed ITEST and is installed in the EDS environment

· The NMMS database has been successfully loaded with:

· ERCOT Network Model database

· ICCP modeling point database

· Ownership / Operatorship data

· 
· The NMMS database has been place under full change control by the ERCOT Network Model Group
· The ERCOT MIS portal has initially completed ITEST and is installed in the EDS environment

Release 4 Exit Criteria

For EDS 2 – Release 4 to complete; the following exit criteria must be met:

· ERCOT is ready to fully utilize the NOMCR process for all TSP/QSE data change requests

· TSP MPs can successfully submit data changes via the CIM compliant electronic NOMCR process. 
· QSE can successfully submit data changes through registration submissions (and updated in the Network Operations Model via the NOMCR process)
· ERCOT has processes in place to use a “single entry point” to maintain both Nodal and Zonal network model databases when MPs submit changes via the NOMCR process

· NMMS is the database of record for the Network Operations Model including the ICCP modeling point database and operatorship / ownership information

· NMMS database is under full change control by ERCOT Network Model Group
· ERCOT discontinues the use of Service Requests for data changes and change control

· ERCOT begins the use of the NOMCR process for data changes and change control
· 
Release 4 Market Participant (MP) Readiness

For EDS 2 - Release 4 to begin; the following capacities are required from MPs:

· MPs have enrolled and can access the ERCOT MIS portal

· MPs have been trained on the NOMCR process

· TSPs can electronically submit data changes utilizing the NOMCR user interface and CIM compliant format for data exchange or via the manual MIS NOMCR process
· QSEs can submit data changes utilizing the registration submission and subsequent ERCOT NOMCR process
· MPs can receive NOMCR acknowledgement of submittals, verifications, and confirmation of data posting

EDS 2 High Level Timeline

The following diagram represents the EDS 2 release activities timeline for Release 3 and Release 4.
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