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Requirements Specification
This Requirements Document is Subordinate To and Compliant with the Texas Nodal Protocols Effective February 2007. 

1. Introduction

The requirements for Texas Nodal market implementation are described in the Texas Nodal Protocols.  This document focuses on elaborating the requirements for Forced Outage Detection of the Energy Management System.

This Requirements Specification is a part of the complete set of specification documents for the Texas Nodal market implementation.  For implementation purposes the Texas Nodal market functions are categorized into multiple systems based on clear distinction in functionality.  The Energy Management System is one of these systems.

The EMS requirements are documented in the Texas Nodal EMS Requirements Specification document; supplemented by the following Requirements Specifications:

1. Texas Nodal EMS Data Model Requirements Specification

2. Texas Nodal EMS SCADA Requirements Specification

3. Texas Nodal EMS Dynamic Ratings Requirements Specification

4. Texas Nodal EMS Forced Outage Detection Requirements Specification

5. Texas Nodal EMS Generation Sub-system Requirements Specification

6. Texas Nodal EMS Load Forecasting Requirements Specification

7. Texas Nodal EMS Wind Power Forecasting Requirements Specification

8. Texas Nodal EMS State Estimator Requirements Specification

9. Texas Nodal EMS Network Security and Stability Analysis Requirements Specification

10. Texas Nodal EMS Voltage Support Requirements Specification

11. Texas Nodal EMS Outage Evaluation Requirements Specification

The definitions and acronyms from Section 2 of the Protocols are used in this document as applicable.  Any additional definitions and acronyms are defined in the Texas Nodal EMS Requirements Specification as needed.
1.1 Purpose

The primary purpose of this requirements specification document is to fully describe the external behavior of the Forced Outage Detection.  It also describes nonfunctional requirements, design constraints, and other factors necessary to provide a complete and comprehensive description of the requirements necessary to design and develop the corresponding software systems.

1.2 Objectives

The objective of this requirements specification is to:

· Specify mutually exclusive and collectively exhaustive set of requirements for Forced Outage Detection

· Ensure that requirements are in compliance with the Nodal Protocols

· Ensure that requirements are traceable to Nodal Protocols, NERC, FERC and any other applicable standards

1.3 Scope

The scope of this document is to elicit requirements for Forced Outage Detection to be in compliance with the Nodal Protocols published in May 2006, NERC, FERC and PUCT guidelines.  However, elaborating requirements that would change the intent of the protocols or proposing a design for the system is outside the scope of this document.  To ensure compliance the designers and developers of the systems are required to read and understand the Nodal Protocols.

Any scope changes to this requirements specification due to alternate design proposals must be driven by Nodal Protocol Revision Request (NPRR) and channeled through Nodal Change Control Board (CCB).  Any scope changes to this requirements specification due to further elaboration, while still being in compliance with Nodal Protocols, must be channeled through Nodal CCB.

1.4 Traceability

All Forced Outage Detection requirements are traceable to at least one of the following governing documents: Nodal Protocols, NERC standards, FERC guidelines, and PUCT documents.  In addition requirements are traceable to the Functional Diagram that describes the Forced Outage Detection.

These requirements are based off of May 2006 version Nodal Protocols and NERC, FERC, PUCT requirements approved as of May 2006.

2. Forced Outage Detection

The purpose of Forced Outage Detection (FOD) process is to detect status changes for Resources, transmission lines, transformers, and Loads based on associated breaker and switch status changes, identify forced outages of Transmission Facilities, and produce alarms, in real-time at the same frequency as that of SCADA telemetry processing.  In general the SCADA system processes breaker and switch status changes and produces alarms.  However, individual breaker or switch alarms do not immediately provide information about the corresponding status change in Transmission Facilities.  The proposed system uses the logic equations related to topological connectivity data to translate breaker and switch status changes in to Transmission Element status changes.
The proposed FOD process will be integrated with SCADA, Alarm, Operator User Interface sub-systems of the EMS.  This integration will ensure that there are no duplicate alarms issued from SCADA and FOD.
2.1 FOD Functional Diagram

The diagram below shows blocks for all input, output and major internal sub-processes within the Forced Outage Detection process.
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3. Functional Requirements
This section describes the functional requirements for the Forced Outage Detection process.  These requirements are classified into FOD Input, Sub-Process, Output, and Data Archiving requirements.
3.1 FOD Input Requirements
The inputs to FOD are from various Systems and Sub-systems as shown in the functional diagram in Section 2.  The proposed system for FOD is expected to use this input data as described in these functional requirements.  The respective source system shall make the data available to FOD through interfaces to be identified in the design process.

All the input data requirements for the Forced Outage Detection are described below:
	Requirement ID
	FOD-FR1

	Requirement Name
	Forced Outage Input

	Protocol Reference
	Section 6.5.7.1.6, 3.1.4.2

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Inputs

	Sub-Process Element Coverage
	Full

	Description:
A. The Forced Outage Detection shall use the following data:
i. Breaker and switch status data from SCADA
ii. Planned Outages from the Outage Scheduler
iii. Forced Outages, that are already identified, from the Outage Scheduler
iv. Planned resource status from MMS
v. Network Operations Model from NMMS
B. FOD shall use the status data only if the SCADA data quality code is good.


3.2 FOD Sub-Process Requirements
All the requirements for the FOD Sub-Processes are described below:
	Requirement ID
	FOD-FR2

	Requirement Name
	Status Change Detection 

	Protocol Reference
	Section 6.5.7.1.6

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Transmission Element Status Detection 

	Sub-Process Element Coverage
	Full

	Description:
A. Forced Outage Detection shall translate breaker and switch status into corresponding status for the following Tranmission Elements statuses:

i. Transmission lines

ii. Transformers
iii. Resources
iv. Loads
B. Each breaker and switch status change shall be classified into the following two categories:

i. corresponds to the status change of a Transmission Element
ii. do not correspond to the status change of a Transmission Element

C. FOD shall distinguish, in the User Interface and Alarms, an outage resulting from a manually entered breaker or switch status, through use of SCADA data quality codes.


	Requirement ID
	FOD-FR3

	Requirement Name
	Forced Outage Detection of Tranmission Facilities

	Protocol Reference
	Section 6.5.7.1.6, 3.1.1, NERC Standard IRO-002, IRO-003, TOP-002

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Detection

	Sub-Process Element Coverage
	Full

	Description:
A. For each Transmission Facility outage, Forced Outage Detection shall be able to determine if the outage is a Planned Outage or an unplanned outage by comparing the status changes to the Planned Outages from the Outage Scheduler.
B. Each unplanned outage of a Transmission Facility shall be classified into one of the following three categories:

i. Forced:  A Transmission Facility outage shall be categorized as forced if the actual outage begins more than a configurable amount of time (T1) prior to a Planned Outage start time, or there is no Planned Outage.
ii. Unavoidable extension:  A Transmission Facility outage shall be categorized as unavoidable extension if the actual outage lasts for more than a configurable amount of time (T2, which may be different from T1) after the Planned Outage end time.
iii. Forced extension:  A Transmission Facility outage shall be categorized as forced extension if the actual outage lasts for more than a configurable amount of time (T2, which may be different from T1) after the Forced Outage end time.
C. FOD shall be able to associate the breaker and switch status changes defined in the Outage Scheduler to Transmission Facilities, in the process of detecting forced outages.


	Requirement ID
	FOD-FR4

	Requirement Name
	Unplanned Resource Status

	Protocol Reference
	Section 6.5.7.1.6, 3.1.1, 3.1.4.2, NERC Standard IRO-002, IRO-003

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Detection

	Sub-Process Element Coverage
	Full

	Description:
A. After a configurable time (T3; initially set to 30 minutes) into the Operating Hour, FOD shall compare planned resource status from MMS, to the FOD calculated resource status.  If the planned resource status is ON, the next hour planned status is also ON, and the Resource status calculated by FOD is OFF, then FOD shall notify the ERCOT operator of an unexpected deviation from the operating plan. Note: the unit may be ramping down to off-line status as planned in the next hour COP.



	Requirement ID
	FOD-FR5

	Requirement Name
	Validation of Telemetred Resource Status

	Protocol Reference
	Section 6.4.7, NERC Standard IRO-002

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Detection

	Sub-Process Element Coverage
	Full

	Description:
A. FOD shall detect any deviations between the telemetered Resource status and FOD calculated Resource status.

B. ERCOT will develop a business process to resolve this inconsistency between the QSE provided resource status and FOD calculated status, which avoids extended incorrect status use by other applications.


3.3 FOD Output Requirements

The primary output to the ERCOT operator from FOD will be through the Alarming sub-system.  Additionally FOD will provide displays for operator review.
	Requirement ID
	FOD-FR6

	Requirement Name
	Forced Outage Display

	Protocol Reference
	Sections 6.5.7.1.6, 6.4.7, NERC Standard IRO-002

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Display

	Sub-Process Element Coverage
	Full

	Description:
A. FOD shall display all Planned Outages and Forced Outages for the ERCOT operator to review.  Each type of outage record shall have unique attributes: Planned, Forced, forced extension, unavoidable extension, and unplanned deviation from operating plan to visually distinguish outage record type on the display.
B. The FOD display shall be sorted based on voltage level.  Within each voltage level the outages shall be initially ordered as follows:

i. Resources

ii. Transmission lines
iii. Transformers

iv. Loads
C. The FOD display shall provide additional sorting and filtering capabilities to allow the ERCOT operator to change the sorting and filtering by voltage level and/or by type of Transmission Element.

D. The FOD display shall distinguish an outage resulting from a manually entered breaker or switch status.
E. The ERCOT operator shall also have the capability to inhibit an FOD outage alarm on the FOD alarm display. This blocking of the alarm will not occur until reviewing the alarm with the appropriate TSP or QSE and then if necessary coordinating blocking the FOD alarm.
F. The FOD displays will uniquely identify any ERCOT operator blocked alarms..
G. Inhibited FOD outage alarms shall be sorted to the bottom of the display and not require operator action for a configurable time period.
H. A business process shall be developed to enter Forced Outages in to the Outage Scheduler.

I. FOD shall display a list of Resources for which the telemeterd status and FOD calculated status do not match


	Requirement ID
	FOD-FR7

	Requirement Name
	Forced Outage Alarming 

	Protocol Reference
	Section 6.5.7.1.6, NERC Standard IRO-002, IRO-003, TOP-002

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Transmission Status Detection, Forced Outage Detection

	Sub-Process Element Coverage
	Full

	Description:  
A. FOD shall generate status change alarms for ERCOT operator, via the Alarm sub-system of the EMS, as follows:

i. For  transmission lines, transformers, and Loads status changes; issue an alarm, on the status change, indicating one of the following categories:
a. Planned Outage

b. Forced Outage

c. Unavoidable extension

d. Forced extension
ii. For Resources issue an alarm for unplanned deviation from operating plan
iii. For breaker and switch status changes that do not correspond to the status change of a Transmission Element; issue an alarm, on the status change, indicating one of the following categories:
a. Planned Outage

b. Forced Outage

c. Unavoidable extension

d. Forced extension
iv. Isuue a return to normal alarm with color coding
B. Alarm attributes for each of the above alarms shall be distinguishable as FOD issued alarms and configurable as described in the EMS Supplementary Requirements documented in Texas Nodal EMS Requirements Specification.


	Requirement ID
	FOD-FR8

	Requirement Name
	Forced Outage Continued Alarming

	Protocol Reference
	Section 6.5.7.1.6, NERC Standard IRO-002

	Coverage of Protocol
	Full

	Traceability to Sub-Process
	Forced Outage Continued Alarming

	Sub-Process Element Coverage
	Full

	Description:
A. If the Forced Outage of Transmission Facilities continues for longer than a configurable time, initially set to two hours, and an entry is not made in the Outage Scheduler, the Forced Outage Detector shall continue to generate a new alarm at a configurable periodicity, initially set to 15 minutes, until the Forced Outage is entered in the Outage Scheduler.
B. Alarm attributes for each of the above alarms shall be configurable as described in the EMS Supplementary Requirements documented in Texas Nodal EMS Requirements Specification


	Requirement ID
	FOD-FR9

	Requirement Name
	Alarm Telemetred Resource Status Deviation

	Protocol Reference
	Section 6.4.7, NERC Standard IRO-002

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Detection

	Sub-Process Element Coverage
	Full

	Description:
A. FOD shall generate an alarm for the ERCOT operator, via the Alarm sub-system of the EMS, for each resource status deviation between the telemetered and FOD calculated status.

B. Alarm attributes for each of the above alarms shall be configurable as described in the EMS Supplementary Requirements documented in Texas Nodal EMS Requirements Specification.


3.4 FOD Data Archiving Requirements

All the requirements for data archiving are described below:
	Requirement ID
	FOD-FR10

	Requirement Name
	Forced Outage and QSE Performance Reporting Input

	Protocol Reference
	Section(s) 8.1.2.4.1

	Coverage of Protocol
	Partial

	Traceability to Sub-Process
	Forced Outage Archiving

	Sub-Process Element Coverage
	Full

	Description:
A. The FOD results shall be made available to EDW for archiving, on a daily basis.  
B. The daily archived results record shall include the following fields: actual outage start, return to service, planned start time, planned end time, forced outage type, whether the outage was inhibited at any time in the day, and a field to denote if the Outage Scheduler has a matching entry.


4. Supplementary Requirements

System level supplementary requirements for EMS are described in the Texas Nodal EMS Requirements Specification.  The supplementary requirements that are specific to FOD are described in this section.
	Requirement ID
	FOD-SR1

	Requirement Name
	Periodic Rate

	Requirement Type
	Performance

	Description:  Forced Outage Detection (FOD) shall run on configurable time period, initially set to every 10 seconds.  It shall be capable of initiating RTNET based upon a change of state detection and a configurable wait time.


	Requirement ID
	FOD-SR2

	Requirement Name
	No degradation in performance

	Requirement Type
	Performance

	Description:  There shall be no degradation in the performance of ERCOT systems as a result of the FOD function’s execution under full volume processing.
· The FOD shall finish processing each cycle less than the cycle time itself (less than 10 seconds). Each cycle is 10 seconds as mentioned in functional requirement section above. 
· If FOD fails to finish the processing of one cycle for a configurable amount of time, it shall be aborted and restarted automatically, and alarm shall be generated to inform the ERCOT operator.



	Requirement ID
	FOD-SR3

	Requirement Name
	Software Interfaces

	Requirement Type
	System and Communication

	Description:  The necessary software interfaces to applications and data sources including but not limited to SCADA, COP, EDW, Outage Scheduler and alarm shall be modified to support the expected impacts to the FOD from other ERCOT components and from the FOD to other ERCOT systems components.  



	Requirement ID
	FOD-SR4

	Requirement Name
	User Interface

	Requirement Type
	Usability

	Description:  The FOD supplier will be responsible for the development of the FOD displays as well as the any changes to the base product displays. ERCOT shall have review and approval right for all FOD displays.



5. Protocol Coverage

The following table summarizes the coverage extent (Full/Partial) of all relevant Nodal Protocols that are mentioned in this requirements document.

	Protocol Sub-Section # (To the lowest level of granularity as possible)
	Section Title
	Coverage by Requirements

(Full/Partial)
	Covered by Requirement

	3.1.1
	Role of ERCOT
	Partial
	FOD-FR 3, 4

	3.1.4.2
	Method of Communication
	Partial
	FOD-FR 1, 4

	6.4.7
	Notification of forced outage via telemetered status point and QSE.
	Partial
	FOD-FR 5, 6, 9

	6.5.7.1.6
	Breakers/Switch Status Alarm Processor and Forced Outage Detection Processor
	Full
	FOD-FR 1-4, and FR 6-8.

	8.1.2.4.1
	Regulation Service Energy Deployment Criteria
	Partial
	FOD-FR 10


PAGE  

[image: image2.png]_1223902465.vsd
Title


Cluster


Forced Outages


Planned Resource Statuses


Forced Outage Detection 


Planned Outages


Transmission Element Status Detection


Breaker and Switch Statuses


Forced Outage Detection


Network Operations Model


FOD Sub-Processes


Note: This functional block diagram is provided to reflect the concept and is not intended to drive the design.


SCADA


Outage Scheduler


Forced Outage Continued Alarming


MMS


NMMS


Forced Outage Detection
Functional Diagram


Status Change & Forced Outage Alarms


EDW


Alarm



