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1. Overview

1.1. Design Goals
The purpose of the MIS (Market Information system) Web portal, as stated in the ERCOT Project Charter Texas Nodal – MIS Web portal, is to provide a single point of access for Market Participants, PUCT, and ERCOT staff to Nodal market information, and to ERCOT market-facing applications. 

The additional design goals are to:

· Conform to ERCOT corporate policies, including security and regulatory constraints

· Conform to Enterprise architecture standards, such as technology standards

· Coexist with Current state and planned systems within which the portal operates 
1.2. Design Approach

MIS portal will be implemented using TIBCO Portal Builder version 5.2.  The following sections describe the assumptions, system capabilities, overall system details, and key design patterns.
1.2.1. Assumptions

The following are the assumptions for the conceptual design of MIS portal.
· Site Minder Policy Server will be available to provide authentication, SSO and access control information.
· Data files will be provided by MIR.
· TML content and functionality will not be migrated and will be provided as a separate application with no links to or from MIS portal.
· HTML based Web content will be provided by ERCOT.com.  Content from ERCOT.com will not be migrated to MIS portal.
· MIR will provide a secure content management solution that provides authorization by DUNS#.  .
· The MID services will expose the MIR through the integration layer for presentation in the MIS portal.  The advanced search capability of MIR as well as the search engine crawler for MIR will also be accessed through the integration layer.
· Nodal application data will be accessed through interfaces implemented in the integration layer.

· Interfaces within the Integration Layer will be provided when it is not feasible to get application data from application interfaces.  The Integration Layer may access application ODS’s directly.

· Market Participant systems will be able to access ERCOT systems through web service-based access provided in the Integration Layer.
· The portal will be built with TIBCO Portal Builder version 5.2.
1.2.2. System functional capabilities
The following are the system functional capabilities of MIS portal:
· Public access without authentication for public content;
· Role-based personalization;
· Ability to launch applications;
· Configuration of  MyPage, at Market Participant and user levels;
· MyPage administration capabilities by the Market Participants;
· Show Static content;
· Show dynamically updating data;
· Ability to show notifications;
· Capability of showing data in a graphical dashboard style;
· Search

1.2.3. Overall Context

The context of MIS portal in the ERCOT’s overall web presence is depicted below: 
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The assumptions of the web presence of ERCOT are given below:
· Integration Layer web services will provide the system to system communication between Market Participant and ERCOT.

· Nodal Application Web UIs will be only accessed through the MIS portal.  Nodal Application Web UIs are launched from the MIS portal.
· ERCOT.com can be accessed directly or through MIS portal.
· TML will be provided as a separate entry point accessed directly and will not be accessed from MIS portal.
1.2.4. Black Box View
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MIS portal is made up of the following major components:

· Personalization component that provides the capability to create customizable pages;
· Dashboard Portlets that show graphical content;
· Notifications component that shows notifications ;
· Application Launch Pad that provides service links that launch applications in a separate browser;
· Application Portlets that launch applications within the portal;
· Dynamic Data Portlets that show real time data feeds;
· Search component that provides the ability to search MIS portal and
· Administration component that provides the capability to manage authorization of portlets and personalization.
The following are the major components that MIS portal will interact with, including a brief description of the system and its interaction with MIS portal:
Admin Data Store:  This relational data base is used by TIBCO Administrator to store the users and roles information synched up from the Identity Manager.  It will not store any authorization information.
Directory Server: This is the store that the Site Minder Policy Server will use to store access policies and user authentication and authorization information.
ERCOT.com:  This is a web site that is classified as public and has static HTML content as well as public documents that are in content management system.
Integration Layer:  This is the integration layer through which all data interactions with other systems will be handled.  This is currently being developed by the Integration team and will provide a secure and consistent way of interfacing with other systems.

Nodal Application Web UIs:  These are the web-based user interfaces of all the applications that MIS portal will be launching based on user permissions.  
Portal Data Store:  This relational data base is used by TIBCO Portal Builder to store the portal’s authorization and personalization information.
Search Appliance:  This is the Google search appliance that MIS portal will use to provide search capabilities.

Site Minder Policy Server:  This system provides MIS portal with a capability to authenticate its users and provide SSO capabilities.

TIBCO Portal Builder:  This is the portal software that will be used to create, maintain and administer the MIS portal’s portlets, pages, templates and other entities.  MIS portal will use version 5.2.
TIBCO Administrator:  This is the TIBCO administrative module that must be used by all the TIBCO products, including Portal Builder and Business Works, to maintain and read user and role information.  This module synchronizes with the identity manager for user and role information.
Interactions

The significant interactions of the MIS portal with the other components and their constraints and concepts are listed below.  Numbers correspond to diagram labels.
1.  ERCOT.com Interaction:  There will be links to access ERCOT.com from the MIS portal.  Specific pages and documents in ERCOT.com will also be packaged as portlets in the MIS portal so that they can be used in creating user personalized MyPages.  When interacting with ERCOT.com, the security context will be passed through the HTTP headers.
2.  Interaction with Nodal Application Web UIs:  The nodal application web UIs will be launched using the HTTP links.  Security context will need to be passed to the application.  The details of the security context as well as how it would be passed will be worked out with the application teams and the corporate security team.  These details will be documented in the detailed design.
3.  Integration Layer XML/HTTP:  There are several applications that provide an XML/HTTP interface that will be used by the MIS portal to create application portlets.  Security context is expected to be provided through the HTTP headers by these applications.  These interfaces will be analyzed in the detail design to see if they can be re-factored to an AJAX type implementation to support performance considerations.
4.  Integration Layer Common Services:  The Integration Layer is expected to provide common services interfaces for delivering notifications to the MIS portal.  These interfaces will be used to create the notification functionality in MIS portal.  The interface type (Web services, XML/HTTP etc.) has not been defined yet by the integration team.  Once these have been defined, they will be used during the detailed design to define how the notification portlets will interact with the common services.  Detail on how the security context will be passed to the integration layer will also be designed, as notifications need to be delivered based on roles as well as Market Participant identity.
5.  Integration Layer Data Access:  The Integration Layer is expected to provide interfaces for accessing application data.  These interfaces will be used to create the some application portlets, dynamic data portlets and dynamic dashboard portlets in MIS portal.  The interface type (Web services, XML/HTTP etc.) has not been defined yet by the integration team and may vary depending on the application providing the data.  Once these have been defined, they will be used during the detailed design to define how the data access interfaces will be used.  Detail on how the security context will be passed to the integration layer will also be designed to support authorization for data access.
1.2.5. Security Layer Diagram
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The MIS portal will be deployed such that only the web servers will be in the ERCOT DMZ.  DMZ will be further secured using the Site Minder Proxy Server.  The Site Minder Proxy Server is a self contained reverse proxy solution and consists of the following components:

· Complete proxy engine with a fully integrated Site Minder Agent and

· Apache based HTTP Web Listener.

All other servers will be inside the ERCOT secure area.
The above approach is proposed as based on best practices and Site Minder recommendation.   It assumes the Integration layer and Nodal Applications can support the above security deployment.  In addition, the Content Matrix—which will identify functionality, the portlet types, and the dependencies on the integration layer and nodal application teams—is yet to be finalized.  During detailed design, this configuration will be evaluated with the other teams and ERCOT Corporate Security for feasibility, and it is subject to change.
1.2.6. AJAX 
The MIS portal needs to frequently refresh information on parts of certain screens on the portal.  AJAX (Asynchronous JavaScript and XML) will be used to call web services to fetch the data.  TIBCO General Interface will be used for building AJAX based portlets.  TIBCO General Interface provides the following advantages:
· It is based on the Object-Oriented paradigm

· It is Open Source, so no additional cost or licenses 

· It improves developer productivity by

· Providing wizards to automatically build AJAX functionality from web services
· Hides the scripting complexity

· Provides full development and debugging environment

· Integrates with TIBCO Portal Builder by proving easy conversion of AJAX applications into portlets

We considered but rejected other options such as hand coding JavaScript & Ruby on rails.

1.3. Delivery Mechanism & Schedule
The software will be developed offsite, with stubbed integration points created with test data to support unit testing.

It will be delivered for implementation in ERCOT’s testing environment under the following schedule:

Prototype 1:  Paper prototype, WAR file, Portal builder Data Store export, delivery in late January.
Prototype 2:  WAR file, Portal builder Data Store export, delivery in late February.

Prototype 3: Updated WAR file, updated Portal Builder Data Store export, delivery in early April.

Build 1: Source Code, Build and Deployment Scripts (based on ERCOT master build), delivery in late June.


2. Functional Specification

The high level functional components of the MIS portal are:
· Personalization

· Dashboard portlets

· Notifications

· Application access

· Dynamic data

· Search

· Security

· Integration of external portlets
These are described in detail in the following sections.
2.1. Personalization

Because the portal will contain a large amount of information, it is important that users be able to customize their experience for efficient use.  The project will use functionality provided by the TIBCO Portal Builder product to enable this functionality. The exact nature of this functionality will be determined in the Detailed Design phase of this project.
2.1.1. Traceability to Requirement(s)
Personalization is not a required feature in the protocols but it is a clear expectation expressed in the RFP and a Wish List compiled by the TPTF subgroup.

	Driver
	Short name
	System Rq

	FR CA 1
	My Page
	4.2

	RFP 1-3
	Configurable MyPage
	4

	RFP 1-3
	Configurable MyPage
	4.1

	RFP 1-3
	Configurable MyPage
	4.2

	WL4
	Ability to Disable Personalization
	4.1

	WL4
	Ability to Disable Personalization
	4.1.2

	WL6
	Managing Notices
	4.2.3


2.1.2. Introduction

Personalization will allow a user to create one or more customized pages, name them, and place on them portlets available to the user.  It will also allow the user to indicate preferences for viewing notices. 
The creation and naming of pages requires administrative access to the portal.  The team is currently evaluating the best way to implement that capability within best practice for security, abstraction, and maintainability.
2.1.2.1. Users and Portal Capabilities

Several types of end users will use the MIS portal.  The conceptual approach for their functional and personalization capabilities follows. 


Types of Users

The MIS portal will serve many types of organizations, teams and users – all within a strictly enforced content and application security context.  Market Participant types exhibit great heterogeneity in how their personnel work and how their jobs are defined; in addition to a standard set of roles, the MIS portal will provide the flexibility provided by personalization to let users arrange data in ways that make sense to them.

At the highest level of categorization, there are two types of users:

1. Public

a. Anyone without a digital certificate
2. Registered users
a. A user that has a digital certificate
Examples of Public Users include:

· General public

· Authenticated users who are not using their work computer

Examples of Authenticated Users include:

· All Market Participant users

· USAs

· PUCT users
Specific roles will be produced during detailed design.
Conceptual Approach for Portal Capabilities

A typical portal page presents portlets: areas of encapsulated content and/or functionality. The portlets that appear for any given user depend upon 1) predetermined template design and 2) security rights. Security rights are enforced by the MIS system and hide or show content and functionality at a granular level. The MIS portal User Experience team will develop templates that, at a broad level, serve the needs of both Public and Authenticated users by presenting portlets in a fashion that serves their high-level needs.
Content and Functionality

The MIS portal will be composed of many pieces of content and functionality. Each user will be granted access to MIS portal content and functionality based on specific authorizations. This content and functionality composes the totality of what an individual can access and potentially personalize.

Basic Templates

The MIS portal User Experience team will design default templates that inform at the highest level what the types of users receive on their Home/MyPage. For example, Public users will not be able to launch applications, submit market data, or personalize the Home page. Market Participant users may have the ability to do all of those things.

The Public User template will be offered as-is to all non-authenticated users. They will not be able to modify or personalize their layout or portlets.

The Authenticated User template will be offered to the Market Participants.  Market Participant administrators (User Security Administrator or USAs) may elect to modify and assign capabilities to their users as they see fit.

USA Template Modifications
Market Participant USAs may use the following capabilities to further define what their users can and cannot see and do within the MIS portal.

1. Parcel out the Authenticated User template as-is to ONE or MANY users

2. Change the Authenticated User template and give to ONE user (give certain portlets to a certain person)

3. Change the Authenticated User template and give to MANY users (give certain portlets to a group of people)

4. Grant or restrict personalization capability for ONE or MANY

5. Determine the ability to create multiple MyPages

a. Enable the USA to grant/restrict this ability for ONE or MANY users

b. Enable the USA to create multiple MyPages for ONE or MANY users and determine what is on those pages 

The capabilities above affect the technical scope of the MIS portal project, and will be further assessed from a technical feasibility point of view.

USA template modifications do not apply to Public users.
System Enforcement of Content Security and Business Roles

Content security will be mostly invisible to users. The MIS back-end systems are responsible for enforcing the content security structure (Public, Secure, and Certified). The portal interface, including the Home/MyPage, will fulfill security requirements by personalizing content in the following ways:

· Certain portlets may not be available at all

· Content within certain portlets may be filtered
The MIS portal design will try to avoid situations where a user can see that something exists (such as the name of a document) but does not have access rights (the name appears as a text label, without a hyperlink). 
2.1.3. Inputs & Sources
User identification information from the User Directory.
2.1.4. Processing

Content personalization
2.1.5. Outputs & Targets
Personalized content.
2.2. Dashboard Portlets

2.2.1. Traceability to Requirement(s)

The following are taken from the RFP, assumptions and objectives listed in the Functional Requirements Document, and a Wish List compiled by the TPTF subgroup.

	Driver
	Short name
	System Rq

	FR CA 9
	Dashboard
	1.2.8

	RFP 1-8
	Dashboard
	1.2.8

	RFP 2-4
	Dashboard
	1.2.8

	WL10
	Dashboard
	1.2.8


2.2.2. Introduction

Dashboard Portlets use graphics to display complex data in a format that is easy to understand rapidly.  Many of these items will also take advantage of the Dynamic Update functionality described below.
2.2.3. Inputs & Sources
Data provided from multiple sources through the Integration layer.
2.2.4. Processing
The dashboard portlets can be grouped into the following three categories

· Dynamic data dashboard portlets:  These are dynamic data portlets and do not have any graphical content;
· Dynamic dashboard portlets:  These contain graphical content that may change rapidly and must be automatically updated or refreshed; and
· Static Dashboard portlets: These display static graphic content that is generally sourced from a graphic content provider.

This is the design approach for the first two types of portlets:
2.2.4.1. Dynamic Dashboard Portlet 
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This is the high level concept of a dynamic dashboard portlet.  Each dynamic dashboard portlet will be provided with the following features:
· Built using the AJAX framework so that the portlet can refresh without refreshing the whole page. 

· Graphical display provided by a browser-based graphics package that can create graphic content and refresh the display with changed data.  

· Polling Frequency parameter that will control the rate at which new notifications will be polled.  This parameter will be restricted so that only the portal administrator will be able to set it.

Any requirement for a dynamically changing graphical display will follow the above design.

2.2.4.2. Static Dashboard Portlet
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The last type—static dashboard portlet—incorporates the following assumptions:
· Static content will be identified with scheduling characteristics to provide update frequency information;
· Static graphic content will be used to create a content-specific portlet; and
· Based on the dynamics of the content, the caching mechanism of the portlet will be determined and set by the administrator.  
· Security classifications will be associated with each portlet.

The static graphical content must pre-exist in another source system.  Only static graphical content that is readily available through a data store will be accessed by the portal or portlets.
2.2.5. Outputs & Targets
Not Applicable
2.3. Notification

Notifications are messages sent to individual Market Participants or to the entire Market Community.  They are presented visually on the portal and are not acknowledged, as opposed to “alerts,” which are system-to-system communications provided directly to Market Participant systems by the Integration Layer, and which do require acknowledgement ..  Alerts that need to be presented visually on the portal will be provided by the Integration Layer as notifications.  
While MIS portal will display the notifications, the Integration layer is responsible for creating and managing notifications, including specifying authorizations and deleting notifications when appropriate.
2.3.1. Traceability to Requirement(s)

Many content items identified in the data access section of this chapter are notices.  This section refers only to functionality to support notifications, not to the specific notices.

	Driver
	Short name
	System Rq

	RFP 2-3
	Notifications
	1.2.6

	FR 111
	Alert Message
	1.2.6

	FR 267
	Alerts
	1.2.6

	FR CA 6
	Notifications
	1.2.6

	RFP 1-7
	A messaging system
	1.2.6


The ability to create user-level notifications rather than Market-Participant level notifications has been suggested and is being assessed for feasibility.  This design contingency was not included in this CSD. 

2.3.2. Introduction

Notices will be displayed on screen.  They will not be acknowledged or deleted.  Users may determine types of notices to view in the personalization context.
2.3.3. Inputs & Sources
The integration layer will be the only input and source for the notifications.  Notifications will be provided as Web services.
2.3.4. Processing
A notification portlet will be

· Built using the AJAX framework so that the portlet can refresh with out the browser refreshing the whole page;
· Provide a polling frequency parameter that will control the rate at which new notifications will be polled.  This parameter will be restricted so that only the portal administrator will be able to set it;
· Provide notification filters that will filter the notifications based on type as well as other parameters like date range.  Some of these filters will be designed to get the parameter values from the user profile in the Portal Builder.  For the other parameters the portlet will provide a user input area to do the filtering and to clear the filter;
· Frequency parameters and other attributes may be specific to a notification type.

[image: image7.emf]Portal Page (Browser)

Notification Portlet

Integration Layer

(TIBCO)

Poll for 

Notifications

Retrieve

Notifications

Notifications

AJAX

Configure 

Polling Intervals

Portal Admin

Portal Builder

Configure 

Notification Type and date  

display Filters

Portal User

MIS Portal Notification Portlet


2.3.5. Outputs & Targets
The output will be a notification portlet existing on a portal page.

2.4. Application Access

Users will be able to launch applications from the portal.

2.4.1. Traceability to Requirement(s)
Requirements are not enunciated in the Functional Requirements but may be derived by understanding the nature and value of the data requested.  This list may grow as the content inventory is completed.

	Driver
	Short name
	System Rq

	FR 28
	Changes to the Network Operations Model
	1.2.6

	FR 93
	Changes to affect security/transmission limits.
	1.2.3

	FR 100
	Output from Topology Consistency Analyzer
	1.2.1

	FR 101
	Transmission element ratings
	1.2.1

	FR 101
	Transmission element ratings
	1.2.3

	FR 102
	Dynamic Rating report
	1.2.1

	FR 104
	Real-Time Operations status
	1.2.1

	FR 106
	Dispatch of the Pseudo-Resource
	1.2.1

	FR 107
	Real-Time System Amount Updates
	1.2.1.1

	FR 107
	Real-Time System Amount Updates
	1.2.1.2

	FR 107
	Real-Time System Amount Updates
	1.2.3

	FR 107
	Real-Time System Amount Updates
	1.2.3.1

	FR 108
	Total Amount of Regulation Service
	1.2.1

	FR 110
	Notice of SCED Failure
	1.2.6

	FR 113
	CRR Trading
	1.8.1

	FR 121
	Annual and monthly CRR Pre-Auction information
	1.2.2

	FR 185
	DLFs and calculation methodology
	1.2.9

	FR 191
	Facility ID numbers and sales
	1.2.2

	FR CA 7
	Applications
	1.8.1

	RFP 2-2
	Applications
	1.8


2.4.2. Introduction

The MIS portal will be able to launch applications in three ways:  by a link that launches the application in a generic context, by a link that launches the application in a specific context but allows the user to navigate thereafter, or by a link that exposes a specific and limited set of functionality, possibly within the portal window.
2.4.3. Inputs & Sources
The following are the only inputs for the applications
· Integration layer 

· Site Minder Policy Server to get the application access control list to be used to display the links in the application launch pad.
2.4.4. Processing
There are several types of applications that will be provided, including application portlets, simple self-contained applications, and application links as detailed below.
2.4.4.1. Application Portlets
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“Application portlet” refers to a small, self-contained program with its own functionality.  It may have actions that occur such as moving between multiple screens or pages, or updating/changing of a current screen based on user actions (button click, checked box, etc).  The application will allow this functionality without requiring a refresh of the entire browser, and all other included portlets, through the use of AJAX technology.  The data for application portlets will come only from the services in the integration layer.  The application, once created, will be packaged as portlets and the authorization will be set by the administrator.  The administrator will also make these part of default pages when needed.  Users who have access to these portlets can then use them on portal pages.

Application portlets include the following types of applications:
· Existing applications with multiple screens that can be re-factored using AJAX.  If they cannot be re-factored, then they will be treated as applications that will be launched in a separate browser (details in the application launch pad section of this document).
· New applications that need to be created when the functionality does not exist or cannot be used as it exists today, whether from usability or existing application design point of view.  These will be identified after the Content Matrix has been completed.
2.4.4.2. Self Contained Application portlets
These are single screen applications or self-contained AJAX based applications that can be sourced externally.  They are existing applications generally provided by the application teams, will work independently of the application UI, and already have features like SSO enabled so that they can be embedded into other application UIs.  Here are the different classes:
· Single screen application without user interaction that can be accessed with a Web link with or without a context parameters; and 
· Single or Multiple self-contained application pages that are AJAX based and can be accessed with a Web link with or with out a context parameter.  These must be self-contained applications, without popup screens.  They will manage the dynamic nature of navigation and user control using AJAX functionality.  Current GI-based applications will fall into this category.
These applications can be packaged as portlets with parameters by the Portal Builder and can then be made available.  The high level criteria follow:
· The application can be packaged as (a) portlet(s);
· Portlet parameters can be defined based on the context parameters for the application;
· Administrator can define the authorization based on the existing information provided by the Site Minder Policy Server.  Any change in authorization will need to be manually updated in the Portal Builder.  In case of new authorization, the expectation is that the portlet will not display correctly because the application will not be accessible and the administrator will have to synchronize manually and
· The applications the enterprise SSO methodology and implement the corporate style guide for consistent look and feel.
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All applications that do not fall into the above class of application will not be packaged as portlets, as this would have performance implications on the MIS portal.  This caveat includes Applets, XForms and JSP based applications.  If there is clear need for these applications to be portlets, it will be necessary to reevaluate the conceptual design, with special attention to performance considerations.
2.4.4.3. Application Launch pad
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The application launch pad will use portlet technology to provide links to all the applications.  There will be two categories of links 
· Links to launch full applications in a different browser with or without context parameters.  Authorization information will be read from the Site Minder Policy Server
· Links to launch portlets (application portlets and self contained applications) within the page with context parameters.  Authorization information will be provided directly by the Portal Builder and in some case enforced by the application (explained above).  The ability to launch portlets into a current page is currently under analysis:  technical considerations may affect this functionality.
2.4.5. Outputs & Targets
The applications will be either available as portlets or as service links that will launch the applications in a separate browser.
2.5. Dynamic Data

Certain information is valuable to the extent that it is current.  These items must be updated frequently, and the portal must have the capability to update them on screen without user initiation.

2.5.1. Traceability to Requirement(s)
There are no Dynamic Data requirements listed in the Functional Requirements list. The following are taken from the RFP and an assumption and an objective listed in the Functional Requirements Document.

	Driver
	Short name
	System Rq

	FR Obj 6
	Dynamic data
	1.2.1

	FR CA 4
	Dynamic update data
	1.2.1.1

	RFP 1-2ai
	Dynamic 
	1.2.3

	RFP 1-5
	Dynamic-update area
	1.2.3.1


2.5.2. Introduction

The constraints on the portal are twofold.  First, for data that must be current when a user requests it, the portal must be able to provide it quickly: this is a performance requirement.  Second, for certain items, it will be desirable for the item to update itself on the user’s screen via an automated update function.  AJAX will be used to deliver this functionality.
2.5.3. Inputs & Sources
All data required for the dynamic data portlet will come from the integration layer.
2.5.4. Processing
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The following is the high level concept of a dynamic data portlet.  Each dynamic data portlet will be provided with the following features:

· Built using the AJAX framework so that the portlet can refresh without the browser refreshing the whole page 

· Polling Frequency parameter that will control the rate at which new notifications will be polled.  This parameter will be restricted so that only the portal administrator will be able to set it.

Any requirement that requires data to be dynamically refreshed will follow the above design.  In addition each specific dynamic data requirement will also need to consider the following:
· Ability and feasibility of the Nodal Application to provide the data refresh rates required 

· Ability and feasibility of the integration layer to support the data refresh rates.
2.5.5. Outputs & Targets
The output is a set of dynamic data portlets that will be placed on a portal page. 
2.6. Search

Search allows the user to locate information resources without knowing their locations in the information architecture.

2.6.1. Traceability to Requirement(s)

There are no explicit search requirements listed in the Functional Requirements list beyond providing industry standard search. The following are taken from the RFP and an assumption listed in the Functional Requirements Document.

	Driver
	Short name
	System Rq

	FR CA 8
	Search
	5

	RFP 2-6
	Search
	5


2.6.2. Introduction

MIS portal search will provide functionality to search ERCOT.com, MIR report categories and service links.
2.6.3. Inputs & Sources
The following are the inputs and sources for the search functionality

· ERCOT.com

· Integration Layer MIR Interface (MIR Metadata)

· Site Minder Policy Server (Service link meta data)
2.6.4. Processing
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The search engine will create indices to map the metadata to the document URL or application. The engine will crawl
· ERCOT.com for all the public content.  ERCOT.com will be used as it is: no new metadata will be created 
· MIR reports to link the report types to the name and description metadata.  This will be done by creating an XML metadata feed by calling the MIR interfaces in the integration layer and providing it to the crawler.  Current MIR may not contain all the needed metadata and may need to be enhanced.
· Service links and their metadata. This will be done by creating an XML metadata feed by calling the Site Minder Policy Server interfaces for service link metadata and providing it to the crawler. This metadata—like the service links themselves—does not yet exist and will need to be designed and created.
The refresh rate of the index will depended upon the how often the above three sources will change and will be determined in the detailed design.

When the user issues a search request, the search engine will scan the index and find the documents or applications matching the search criteria. Once the search engine finds the links, it will have to verify the identity of the user and whether the user has access to the resource by using a custom access connector. This will be done at run time and the engine will show only the resources the searcher has access to.

In addition to the search provided by the search engine we will provide an advanced search capabilities for MIR reports by directly using the MIR capability.  An MIR search screen will be developed using the MIR interfaces of the integration layer with capabilities like date ranges.

Google Enterprise search engine is a likely candidate to meet this conceptual design.
2.6.5. Outputs & Targets
The search provides search results as output to the MIS portal.
2.7. Security

MIS portal security is concerned primarily with authorization and plays no part in authentication.  Authentication is executed by verifying a user’s certificate – this action is conducted by VeriSign. .  Privacy and integrity are addressed by communication protocol standards.  

Portal security functionality ensures the authorization of users to access information.  The primary concept is the division of information into the categories of Public (available to anyone), Secure (available to any Market Participant), and Certified (available only to the Market Participant(s) who own the data).

2.7.1. Traceability to Requirement(s)

	Driver
	Short name
	System Rq

	FR 157
	Secure protected information
	5.3.1

	FR 157
	Secure protected information
	5.3.2

	FR 157
	Secure protected information
	5.3.3

	FR 157
	Secure protected information
	RL001

	FR 157
	Secure protected information
	RL002

	FR 157
	Secure protected information
	RL003

	FR 157
	Secure protected information
	RL004

	FR 157
	Secure protected information
	RL005

	FR 157
	Secure protected information
	RL007

	FR 159
	Navigation between posting list & information
	5.4.1

	FR 160
	Navigation between posting list & OBDs
	5.4.1


2.7.2. Introduction

The MIS portal attempts to authenticate all users:  users without valid credentials are permitted to view public content, and users with valid credentials are authenticated and permitted to view appropriately authorized content. The MIS portal relies on design standards and code review rather than portal-specific security functions to guard against threats such as cross site scripting and SQL injection.  In addition to the functional requirements listed above, the MIS portal project will also adhere to the ERCOT Security standards—technical and procedural—articulated by the Corporate Security group in the document ERCOT Application Security Risk Assessment V 1.0.doc. 

In alignment with these standards, a risk assessment will be performed and controls identified in collaboration with ERCOT corporate security.  Security testing will be conducted by a test team independent of the MIS portal development team.

Finally, the MIS portal team will work closely with each nodal application that the portal is to support or launch in order to define, confirm, and support the appropriate security context.
2.7.3. Inputs & Sources
The following are the inputs and sources

· Site Minder Policy Server:  This will provide the authentication for the MIS portal as well as service link authorization;
· Directory Server: This will provide the LDAP store for the identity and access control;
· TIBCO Portal Administrator:  This will provide the user/role information for the Portal Builder to manage the portal authorization; and
· TIBCO Portal Builder: This will maintain all the authorization information for the portlets and pages as well as personalization information.
All other authorization information regarding access control will be expected to be provided by the integration layer when accessing the MIR, ODS’s and the applications.  MIS portal will pass the appropriate user information and the integration layer will take that into consideration when serving content or data.

2.7.4. Processing
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MIS portal will use several corporate-level packages to manage the bulk of the access management and administration capabilities.  Below are the different packages and how MIS portal will use and delegate functionality.
Site Minder Policy Server:  The Site Minder Policy Server will be used by MIS portal to authorize access to service links and any other corporate-level content.  TIBCO Portal Builder will not provide the authentication, but will delegate it to Site Minder Policy Server.  

TIBCO Administrator:  TIBCO Administrator will be used by the entire TIBCO suite of products and will be managed at the corporate level.  MIS portal will read the user and role information from the TIBCO administrator.  This module needs to be integrated with the Directory Server for the user and role information.  TIBCO Administrator provides several standard utilities to synchronize with different access managers and LDAP servers.  This will be the responsibility of corporate level TIBCO team and will not be the responsibility of MIS portal team.

TIBCO Portal Builder console:  The following functionality will be managed within the MIS portal by using the TIBCO Portal Builder console:

· Manage access rights to portlets, pages, templates;
· Personalization of pages and
· Manage personalization rights.
2.7.5. Outputs & Targets
Not Applicable
2.8. Data Access

Data access is the primary function of the MIS portal.  It includes on-screen display of current and historical data, downloads of data files, and application views of current data.

2.8.1. Traceability to Requirement(s)
Most Functional Requirements for MIS portal stipulate content to display, so a small number of system requirements meet many functional needs.  Other sources of system requirements include Functional Requirement Document objectives, assumptions, and the RFP.

The table that contains the list of data access functional requirements and its mapping to the system requirements is provided in the Data Access Traceability to Requirement(s) section of the appendix.
Functional attributes for the defined content include update frequency, presentation mode (HTML or file download), archive threshold, security level, asset-specific security restrictions, and asset-specific performance requirements.  Design constraints include source system and volumes.
2.8.2. Inputs & Sources
The following are the only inputs and sources:

· ERCOT.COM;
· Integration Layer; All data access to either the MIR, application ODS’s or the application interfaces will be through the integration layer and 
· Two other sources may be necessary:  “old” ERCOT.com for Transmission maps and a source for REC (Renewable Energy Credits).  These sources have not yet been assessed for this design.

2.8.3. Processing

Here is a list of possible portlet types that may be created:

· Static portlets that will point to and display static HTML links in ERCOT.com;
· Static portlets that will point to and display document links in ERCOT.com;
· Static portlets that will display MIR reports;
In addition the following portlet types may also be created.  Conceptual design for each of the types below has been covered in detail in the previous sections:

· Dynamic data portlets that will display and refresh dynamic data from ODS’s and applications through integration layer;
· Dynamic dashboard portlets that will display and refresh dynamic graphics of data from ODS’s and applications through integration layer;
· Static dashboard portlet that will display graphic content;
· Notifications portlets that will display notifications;
· Links to applications that will launch applications;
· Application portlets; and
· Self contained application screen portlets.
2.8.4. Outputs & Targets
The output and the target of this high level requirement will be several generic portlets as well as content specific portlets.  These will eventually be shown in one or more portal pages that can be configured by the user or by the Market Participant USA.
2.9. Integrating External Portlets

2.9.1. Traceability to Requirement(s)
This is a requirement that was specified in the MIS portal RFP: it does not come from the Nodal protocols.
2.9.2. Introduction
ERCOT has suggested that a key technical capability of the portal will be the ability to present portlets defined by other applications, teams, and perhaps organizations.  There is no requirement for any specific application or portlet at this time, but adherence to portlet open standards provides business flexibility with minimal investment.

2.9.3. Inputs & Sources
The source of the external portlets will be any portals other than MIS
2.9.4. Processing
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MIS portal will need to able to use portlets provided by external portal providers: we refer to these as external portlets.  External portlets will be handled by MIS portal depending on the portlet specification upon on which the portlets were developed.  MIS portal will only support integration of external WSRP portlets and JSR 168 portlets.  Any other portlet specification or portlets that do not follow these specifications will not be supported.  The following are the approaches for the different specifications

WSRP portlets:  TIBCO Portal Builder provides a utility to create references to Web Services for Remote Portlets (WSRP, an Oasis standard) provided by external producers without programming effort.  This is the most ideal and recommended way of integrating external portlets, as they will be merely referenced in the MIS portal and can be used as any other portlet developed within the MIS portal.  When these portlets are used within the MIS portal, they are serviced by the external producer.

JSR 168 portlets:  In contrast to the WSRP, Java Portlet Specification (JSR 168, a Java Community Process standard) portlets need to be imported from the external portal and deployed in the MIS portal.  TIBCO Portal Builder provides utilities to facilitate the import of these external portlets.  Once imported, these portlets will be part of the MIS portal and will be serviced by the MIS portal.  Any changes to the implementation of these portlets will necessitate re-import and re-deployment.  This approach is to be used only when WSRP specification-based external portlets are not available.

In addition, TIBCO Portal Builder provides portal packs that can easily package non-portal content as portlets.  One example is the portal pack available for Siebel.  This portal pack should provide an easy and time-saving way to package Siebel functionality and use it in the MIS portal.  The alternative would be manually to develop the Siebel functionality portlets by the MIS portal developers.  This approach has not been fully validated, and needs to be further investigated based on the finalized requirements and cost effectiveness.

2.9.5. Outputs & Targets
Not Applicable
3. System Dependencies & Design Constraints

3.1. Hardware Interfaces

Hardware type will be dictated by what TIBCO Portal Builder and ERCOT corporate IT support.  To be documented during Elaboration.  No project dependencies are anticipated.
3.2. Software Interfaces 

In addition to requiring TIBCO Portal Builder, MIS portal requires interfaces with:
· Site Minder Policy Server;
· TIBCO Administrator;
· TIBCO Run time agent;
· Servlet Container (Tomcat);
· Apache Web Server and

· Nodal Application Web UIs.
3.3. Services Interfaces
MIS portal will interact with several services interfaces given below:
· Site Minder Policy Server – authentication interface;
· Interface Layer – Common Services;
· Interface Layer – MIR interfaces;
· Interface Layer – Data Access interfaces; and
· Interface Layer – Application data interfaces.
3.4. Database Interfaces

The TIBCO Portal Builder needs a RDBMS that will be used to store internally managed authorization and personalization information. 
3.5. Licensing Requirements

The MIS portal is a custom solution built using TIBCO Portal Builder and does not have any licensing requirements of its own.  ERCOT has already licensed TIBCO Portal Builder has a licensing associated with it and is not considered.  The other software packages that MIS portal uses have their own licensing requirements, which will be addressed by ERCOT.
4. Supplementary Specifications

In Inception phase, most technical requirements are in a planning state.  Implementation capabilities such as business continuity planning must be coordinated with ERCOT operations and infrastructure teams over the course of Elaboration and Construction.  The results of this coordination will be documented in the implementation and operations manuals.
4.1. Business Continuity

Business continuity is a critical requirement for the MIS portal:  the portal itself will not adversely affect the grid, but participants without accurate and timely information may not be able to perform duties necessary to support grid reliability.

Continuity will be managed in three ways.

First, the architecture must be sufficiently robust to meet performance requirements (addressed below).  Unexpected spikes in activity cannot be allowed to impair effective functionality.  

Second, every layer of the hardware and software architecture will require redundancy sufficient to support live failover.  A bad NIC or kicked cable cannot be allowed to bring down critical infrastructure:  this redundancy must support live, automatic failover.  The number of nodes at each layer and technologies to enable live failover will be defined in cooperation with existing ERCOT operations groups and standards.

Third, offsite backup is necessary in case node-specific failover cannot cope with a severe event, or in case other production site applications fail over to the backup site.  Offsite failover introduces inter-system dependencies: triggers and processes must be coordinated across the enterprise.  The system will cycle through fail-over monthly, with the rest of the environment, as it does today, unless the DR team determines this approach is not satisfactory for the Nodal environment.  Specific requirements for failover processes will be defined in cooperation with existing ERCOT operations groups and standards.
Clear communication of reliability issues is also a critical requirement.  In addition to the “communications under emergency conditions” protocol requirements, the portal must be able to inform a user attempting to reach an unresponsive application that the application is down:  a “page not found” error alone is not sufficient.
4.2. Performance 

Performance requirements for the portal have not been specified.  In the absence of explicit specifications, we will approach the issue with two principles:

1. Scalable architecture or practices that limit software architecture to leverage clustering, incremental scaling, and failover capabilities in hardware.  The Hardware architecture is derived from application architecture and has not yet been finalized.

2. Iterative metrics, or the practice of characterizing operations, estimating their impact, and monitoring their effect in prototyping and testing activities.

The second principle is demonstrated in the example portal page below, containing several types of portlets.  Each portlet has different resource usage characteristics and will be handled differently from a performance point of view.
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Following are strategies that will be used

· All dynamic portlets will be profiled for the following: 

· Resource usage characteristics which will provide how much network bandwidth, server memory, and CPU are required
· Daily load profiles to provide usage patterns for these portlets with data such as the maximum load and peak usage time.
Dynamic portlets will include all dynamic dashboard portlets, notifications, and application portlets.  These characteristics will be used in sizing the hardware and software deployment.
For portlets that poll the integration layer for new data, the polling frequency is strictly controlled by the administrator based on the usage profile and the resource availability.  The user will not be allowed to change the polling frequency.  The polling frequency will be based on extensive performance, scalability and reliability bench marks that will be conducted in the pre-deployment phase of the project.
Guidelines will be documented to limit the usage of dynamic portlets per page as well as per user.  These will be based on the load profiles, resources and bench marks.  These may not be enforced by the system, but will be monitored by the administrator with manual notifications when the guidelines are not followed.

Caching will be employed to improve the loading time of all static content portlets.  Content that will not change over time as well as content that will change on a schedule will be considered part of static portlets.  The following caching mechanisms will be used
· Caching based on the refresh schedule of the content.  This can be daily, weekly or several times during the day, and will be determined individually for each content portlet;
· Caching based on Market Participant for Certified content; and 
· Caching for all Market Participants for Secure content.
4.3. Legal and Regulatory 

· Public Utility Regulatory Act, Texas Utility Code
· ERCOT Nodal Protocols, May, 2006
4.4. System and Communication 

All the system and communications requirements are described in detail in the design approach section.  MIS does not have any specific communication or network requirements at this time.  During the detailed design it will be possible to estimate the approximate network bandwidth.  
4.5. System Security 

All the System security requirements are described as part of the Security section in the Functional specification section.  In addition MIS portal will adhere to the security guidelines provided by the ERCOT security team.
4.6. Back up and Recovery 

Since MIS portal is a custom-developed solution, it will use the backup and recovery procedures recommended by the ERCOT business continuity team.  
4.7. Maintainability 

Maintainability of MIS portal will be provided in the following way:
· Coding standards will be followed to develop code with consistent naming standards, design patterns, and explanatory documentation;
· Version control software will be used to maintain the code base.  All releases and sub releases will be labeled so that the correct code base can be reached when needed;
· Deployment scripts adhering to the ERCOT standards will be provided to deploy new versions of the MIS portal into the multiple environments; and
· Design documentation will be provided to assist with maintenance and enhancement.
4.8. Usability 

The MIS portal will be designed upon the following basis:

· General Web development and portal best practices based on team experience;
· Interviews with end users about their expectations;
· TIBCO Portal framework standards and
· ERCOT Guidelines for Usability.
A series of prototypes will be produced, the types and order of prototypes are:
1. Paper prototype

· Tests based on wireframes – black and white, paper-based sketches of screen layout and functionality

2. “Clickthrough” prototype

· Tests based on basic portal functionality within the portal framework without much actual content

3. Functional prototype

· Tests based on a high-degree of actual functionality within the portal framework

Prototype tests are intended to expose usability successes and shortcomings. To be successful, they should be conducted with the participation of actual end users, or ERCOT subject matter experts that are representative of end users. Prototype tests require formal determination of the tangible basis for the test (i.e. why do the test), clearly defined methods by which to conduct the test (i.e. a script by which to follow, moderators to facilitate the test, ways to capture the test data), and clearly defined goals for which to test (i.e. a discrete set of functions and processes made possible by the particular interface, with criteria for success).
Prototype-based tests will be planned and conducted during the elaboration and construction phases of the project.  They are independent of user acceptance testing conducted by an autonomous testing team during the transition phase.

4.8.1. Paper Prototypes

From Wikipedia:

Paper prototyping is a widely used method in the User Centered Design process, a process that helps developers to create software that meets the user's expectations and needs — in this case, especially for designing and testing user interfaces.

Paper prototypes are based on the Information Architecture deliverable known as wireframes – black and white sketches of screen layout and functionality. Wireframes are typically devoid of color and graphics, only depicting navigational methods and indications of content.

Paper prototypes are not intended to, nor can they, represent the entirety of the portal. The scope of paper prototyping is limited to testing core concepts of the system (e.g. MyPage personalization, searching, etc.). 

Prototype testing can be conducted within the development team (formally or informally), and with a sampling of end users. We recommend both tactics for the MIS portal project, with great emphasis on end user testing. It is useful to conduct informal team testing to increase the communication base between all team members about the functionality of the portal. Feedback derived from end users will allow the MIS portal team to make design modifications at a point in time when the technical implications of those changes are minimal.

4.8.2. “Clickthrough” Prototypes
“Clickthrough” prototypes allow the user to navigate, to some degree, through a graphical user interface. This form of prototype testing relies on a technical platform that supports interactivity. Examples include:

· HTML-based “mockups”

· Screen sketches in PowerPoint

· Actual portal implementation, however limited in functionality

Due to the timeframe of the project, we plan to use the tactic of utilizing the actual portal framework. This tactic maximizes the amount of development and focus within the TIBCO platform, and minimizes the amount of throwaway development that tactics 1 and 2 require. There is functionality provided by the TIBCO portal platform that will be prohibitive to replicate outside of the platform (e.g. MyPage personalization).

“Clickthrough” prototypes within the TIBCO platform afford the opportunity to test actual portal functionality as designed and developed specifically for the MIS portal project. The visual design of the portal will have been determined in prior phases, and the screen layouts will have been designed and tested through the wireframes and paper prototype activities. The “clickthrough” prototype, to a great degree, will look and act like the end product, with the caveat that much of the actual data and in-portlet functionality will not be in place.

4.8.3. Functional Prototypes

Functional prototypes closely match the end product. At this time, the portal system should be close to fully-functional, excepting any ties to back-end systems that are not ready for integration. All portlets should be designed and in place, and security concepts and requirements should be able to be tested.

5. Appendix
5.1. Glossary of Acronyms
	Acronym
	Meaning

	AC
	Access Control

	AJAX
	Asynchronous JavaScript and XML

	BLOB
	Binary Large Object

	COTS
	Commercial Off-The-Shelf software

	CPU
	Central Processing Unit

	CSS
	Cascading Style Sheets

	DOM
	Document Object Model

	DUNS
	Data Universal Numbering System

	EDW
	Enterprise Data Warehouse

	EMS
	Energy Management System

	FR
	Functional Requirement

	GI
	TIBCO General Interface

	GUI
	Graphical User Interface

	HTML
	Hypertext Markup Language

	IDA
	Integration and Design Authority

	JSR
	Java Specification Request

	MIR
	Market Information Repository

	MIS
	Market Information System

	NMMS
	Network Model Management System

	ODS
	Operational Data Store

	PUCT
	Public Utility Council of Texas

	REC
	Renewable Energy Credits

	RFP
	Request for Proposal

	RL
	Rule, or Business Rule

	SAML
	Security Assertions Markup Language

	SDK
	Software Development Kit

	SoSA
	System-of-Systems Architecture

	SR
	System Requirement

	TPTF
	Texas Task Force

	URL
	Uniform Resource Locator

	USA
	User Security Administrator

	VPN
	Virtual Private Network

	WL
	Wish List (a list of features desired by Market Participant)

	WSRP
	Web Services Remote Portlet

	WYSIWYG
	What you see is what you get (development environment or editor)

	XHTML
	eXtensible Hypertext Markup Language

	XML
	eXtensible Markup Language


5.2. System-of-Systems Architecture Mapping

The following table maps use cases defined by the MIS portal team to use case names drafted at a high level by the System of Systems Architecture team.  Boundaries for the use cases will be agreed upon in consultation between the two teams.   Enterprise-level agreement on use case boundaries is critical for both technical and team integration and communication.

The MIS portal use case list is based on the user tasks the system is designed to support.  The functional categories in section 2 of this document are based instead on system capabilities, mapped to specific requirements discovered during inception.  As the use cases are developed, tracing will be maintained to the system requirements that drive them.  Use case tracing will be provided in the use cases during the elaboration phase.
The use cases defined by the team have the following relationships to those defined by the SoSA team:

	SoSA use case
	Is
	than
	because

	UC1 – Access Nodal Applications and Information
	narrower than
	Log In
	it only involves authorization, not authentication or personalization

	UC2 – Retrieve Documents
	narrower than
	View Content
Download Content
	it's limited to documents

	UC3 – Revise Document Delivery Schedule
	out of scope
	
	

	UC4 – Search for Documents
	narrower than
	Search
	it's limited to documents

	UC5 – Construct Report or Extract
	out of scope
	
	

	UC6 – Customize “My Page”
	narrower than
	Personalize User Preferences
	there are other preferences

	UC7 – Launch Application
	narrower than
	Launch Application
	it does not address task-specific integration

	
	does not address
	Customize MP Preferences
	

	
	does not address
	Modify User Rights
	


5.3. Data Access Traceability to Requirement(s)

This extensive list is presented here, rather than in section 2.8, solely to make the document easier to read.

	Driver
	Short name
	System Rq

	FR 1
	List Other Binding Documents
	1.3

	FR 2
	Access to protected information
	2.2

	FR 3
	Access to Audit information
	1.1

	FR 3
	Access to Audit information
	1.1.1

	FR 4
	Schedule of ERCOT fees and charges
	1.1

	FR 5
	Proposed and approved outage schedules
	1.2

	FR 6
	Planned vs Actual outage statistics
	1.2

	FR 7
	Withdrawal of approved Transmission Outages
	1.2

	FR 8
	Approved Transmission Outages
	1.2

	FR 9
	Peak demand forecasts
	1.2

	FR 10
	Post projected peak Resource capacity deficiencies
	1.1

	FR 11 
	Resource outage schedule
	1.2

	FR 12 
	New transmission elements
	1.1

	FR 13 
	Electrical buses per hub
	1.2

	FR 14 
	Permanent electrical bus removal
	1.2

	FR 15
	Temporary electrical bus removal
	1.2

	FR 16 
	List of Hub buses
	1.2

	FR 17 
	Transmission equipment limits
	1.2

	FR 18 
	Transmission equipment ratings
	1.2

	FR 19 
	Dynamic ratings and ambient temperatures
	1.2

	FR 20 
	NOMCRs and current status
	1.1

	FR 21
	Changes to NOMCRs
	1.1

	FR 22 
	Summary of approved NOMCRs
	1.1

	FR 23 
	Interim changes to the Network Operations Model
	1.1

	FR 24 
	Submittal schedule for updating transmission model
	1.1

	FR 25
	CRR Network Model
	1

	FR 26 
	State Estimator Performance Standard documents
	1.1

	FR 27
	“Mirror” test results
	1.2

	FR 28
	Changes to the Network Operations Model
	1.1

	FR 29
	Full transmission model for reliability
	1

	FR 30
	Names and parameters of all Transmission Elements
	1.2

	FR 31
	Information regarding all transformers
	1.2

	FR 32
	Information regarding switching device operations
	1.2

	FR 33
	SPS and RAP under consideration
	1.1

	FR 34
	Approved SPSs and RAPs
	1.2

	FR 35
	Metrics on TSP and QSE data accuracy
	1.2

	FR 36
	Electrical Bus accuracy failure
	1.2

	FR 37
	Updated Dynamic Ratings
	1.2

	FR 38
	Transmission elements to improve efficiency
	1.2

	FR 39
	Temperature measurement absence explanation
	1.2

	FR 40
	Telemetry and SE performance
	1.2

	FR 41
	Mid-Term Load Forecast
	1.2

	FR 42
	Long-Term Load Forecast
	1.2

	FR 43
	Criteria for LTWPF
	1.1

	FR 44
	Criteria for RMR operational necessity
	1.1

	FR 45
	Information relative to the use of RMR
	1

	FR 46
	Suspension of Operation notice
	1

	FR 47
	RMR operational necessity comments
	1.1

	FR 48
	RMR Initial Determination Information
	1

	FR 49
	Part II information related to a Suspension
	1

	FR 50
	RMR justification
	1

	FR 51
	Alternatives to RMR
	1

	FR 52
	Requests for RMR deviations
	1.1

	FR 53
	Voltage profiles
	1.2

	FR 54
	Need for additional AS
	1.2

	FR 55
	AS requirement studies
	1

	FR 55
	AS requirement studies
	1.5

	FR 56
	Competitive Constraints
	1

	FR 57
	Ancillary Service Plans
	1.2

	FR 58
	Changes in Responsive Reserve load threshold
	1.2

	FR 59
	Load Ratio Share
	1.2

	FR 60
	WGRPP Forecasts
	1.2

	FR 61
	Aggregated WGRPP Forecast
	1.2

	FR 62
	Operating day forecasted ERCOT system conditions
	1.2

	FR 63
	DAM pre-validation rules
	1.1

	FR 64
	Reported capacity trades
	1.2

	FR 65
	Capacity Trade validation
	1.2

	FR 66
	Reported Energy Trades
	1.2

	FR 67
	Confirmed and unconfirmed Energy Trades
	1.2

	FR 68
	Validated QSE Self-Schedules
	1.2

	FR 69
	Valid CRR Offers
	1.2

	FR 70
	PTP Obligation Bids
	1.2

	FR 71
	Confirmed Ancillary Service offers
	1.2

	FR 72
	Reported AS Trade
	1.2

	FR 73
	Confirmed and unconfirmed AS Trades
	1.2

	FR 74
	Generation Resource Startup Offers
	1.2

	FR 75
	Valid Energy Offer Curves
	1.2

	FR 76
	Capacity factors for each Resource
	1.2

	FR 77
	DAM Energy-Only Offer Curves
	1.2

	FR 78
	Valid DAM Energy Bids
	1.2

	FR 79
	Rejected bids and offers
	1.2

	FR 80
	Hourly DAM Results
	1.2

	FR 81
	Validation rules for offers, bids and trades
	1.1

	FR 82
	Standard contingency list
	1

	FR 83
	Temporarily removed contingencies
	1

	FR 84
	Deselected contingencies
	1

	FR 85
	Changes to RUC committed Resources
	1.2

	FR 86
	Process for Determining Verifiable Costs
	1.1

	FR 87
	Process for determining verifiable actual Costs
	1.1

	FR 88
	Total RUC Make-whole Charges
	1.2

	FR 89
	Adjustment Period Shift Schedules
	1

	FR 90
	Adjustment Period Energy Offer Curves
	1

	FR 91
	LMPs Activities for Real-Time Operations
	1.2

	FR 92
	Real-time prices Ancillary Service Capacity
	1.2

	FR 93
	Changes to affect security/transmission limits.
	1.2

	FR 94
	Validation rules for offers, bids, and trades
	1.1

	FR 95
	Valid QSE output schedule
	1.2

	FR 96
	Ancillary Service quantities
	1.2

	FR 97
	Notice of no output schedule or energy offer curve
	1.2

	FR 98
	Shift Schedule
	1.2

	FR 99
	TSP limitations regarding Dispatch Instructions
	1

	FR 103
	Active SCED contingencies
	1

	FR 105
	Security violations & Constraints
	1.2

	FR 109
	Output Schedule Changes
	1.2

	FR 112
	Black Start Service Restoration Plan
	1.1

	FR 113
	CRR Trading
	1.8

	FR 114
	Flowgate List
	1.2

	FR 115
	CRR Auction Status
	1.2

	FR 116
	CRR Bids
	1.2

	FR 117
	CRR Calendar and Results
	1.1

	FR 117
	CRR Calendar and Results
	1.2

	FR 118
	CRR Network Model
	1.8

	FR 119
	Auction Results for each CRR awarded
	1.2

	FR 120
	Post Auction Results for each outstanding CRR
	1.2

	FR 121
	Annual and monthly CRR Pre-Auction information
	1.1

	FR 121
	Annual and monthly CRR Pre-Auction information
	1.4

	FR 122
	CRR Ownership of record
	1.2

	FR 123
	McCamey area electrical bus map
	1.2

	FR 124
	Calculation of PTP Option value in DAM
	1.2

	FR 125
	Calculation of PTP Option
	1.2

	FR 126
	Standard Load Interrupt simulation form
	1.1

	FR 127
	WEMM reports on ERCOT operations
	1.1

	FR 128
	Performance Non-Compliance reports
	1.2

	FR 129
	Settlement Calendar for each operating day
	1.2

	FR 130
	Settlement Statement Access
	1.2

	FR 130
	Settlement Statement Access
	1.2.9.1

	FR 131
	Settlement Statements for the DAM
	1.2

	FR 132
	DAM Resettlement Notification
	1.2

	FR 133
	Invoices for DAM
	1.2

	FR 134
	Settlement Invoices based on Resettlement
	1.2

	FR 135
	Short Pay Invoice Payment Details
	1.2

	FR 136
	Late Fee Invoices
	1.2

	FR 137
	Settlement Statements for the RTM
	1.2

	FR 138
	Notice of Resettlement for the Real-Time Market
	1

	FR 139
	Notice of delay of True-Up Settlement
	1

	FR 140
	Notice of True-Up Settlement Timeline Changes
	1.2

	FR 141
	RTM Invoices, Statements, and Settlements
	1.2

	FR 142
	Late Fee Invoices for the RTM
	1.2

	FR 143
	Forms for entering a billing dispute
	1.1

	FR 144
	Settlement and billing dispute resolution report
	1

	FR 145
	Necessary adjustments in processing disputes
	1

	FR 146
	Report of status of all disputes
	1.2

	FR 147
	Charge Type Matrix
	1.1

	FR 148
	Administrative Fees
	1.1

	FR 149
	Billing Determinant Data Elements
	1.1

	FR 150
	Summary of allowed expenses
	1.2

	FR 151
	Information
	1

	FR 152
	Market Participant Requests
	1.1

	FR 153
	List of posting requirements
	1.1

	FR 154
	List of Other Binding Documents
	1.2.4

	FR 155
	Regulatory information
	1

	FR 156
	Integrated telemetered Megawatts
	1.2

	FR 157
	Secure protected information
	2

	FR 157
	Secure protected information
	2.3

	FR 158
	Industry standards for commercial websites
	5

	FR 159
	Navigation between posting list & information
	5.4

	FR 161
	Forms for Qualification, Registration, Execution
	1.1

	FR 162
	Registration Procedures and Applications
	1.1

	FR 163
	QSE Application form and fee schedule
	1.1

	FR 164
	QSE Service Filing forms and procedures.
	1.1

	FR 165
	List of QSEs
	1.2

	FR 166
	LSE Application forms
	1.1

	FR 167
	Resource Entity Application form and procedures.
	1.1

	FR 168
	CRR Account Holder Application form
	1.1

	FR 169
	ERCOT Creditworthiness Standards
	1.1

	FR 170
	Weighting values associated with pricing
	1.2

	FR 171
	Provisional Approval Guidelines
	1.1

	FR 172
	Compliance Application Guideline temp exemptions
	1.1

	FR 173
	Application for exemption
	1.1

	FR 174
	Weather Responsiveness Determination
	1.2

	FR 175
	Repeat tests of Weather Responsiveness
	1.2

	FR 176
	Aggregated Load Data
	1.2

	FR 177
	Market Participant Specific Generation Data
	1.2

	FR 178
	Market generation information
	1.2

	FR 179
	UFE Analysis findings
	1.2

	FR 180
	UFE data for each settlement interval
	1.2

	FR 181
	Transmission Loss Factor Forecasts and Actuals
	1.2

	FR 182
	Distribution Loss Factor Forecasts and Actuals
	1.2

	FR 183
	Forecasted Transmission Loss Factors
	1.2

	FR 184
	Deemed Actual Transmission Loss Factors
	1.2

	FR 185
	DLFs and calculation methodology
	1.2

	FR 186
	Seasonal Transmission Loss Reports
	1.2

	FR 187
	List of facilities
	1.2

	FR 188
	Particulate Generation Data
	1.2

	FR 189
	Requests for CCF changes
	1.1

	FR 190
	Information of Interest
	1

	FR 191
	Facility ID numbers and sales
	1.2

	FR 192
	Transaction flow diagrams
	1.1

	FR 193
	ESI ID information
	1.2

	FR 194
	Request for Changes to Load Profiles
	1.1

	FR 195
	Load Profiling Models
	1.2

	FR 196
	Load Profile data
	1.2

	FR 197
	Load Profile Validation Test Results
	1.2

	FR 198
	Load Profile ID Assignment Table
	1.2

	FR 199
	Assignment of Weather Zones
	1.1

	FR 200
	IDR Mandatory Installation Threshold Reports
	1

	FR 201
	SET Implementation Guides
	1.1

	FR 202
	Change control process documents
	1.1

	FR 203
	Proposed and adopted Change Control activities
	1.1

	FR 204
	Dispute Process mechanism for SET
	1.1

	FR 205
	Change Control standards
	1.1

	FR 206
	Log of change controls
	1.2

	FR 207
	ADR resolution date
	1.1

	FR 208
	Summary of dispute
	1.1

	FR 209
	PRR Decisions
	1.1

	FR 210
	PR schedule and agenda
	1.1

	FR 211
	Completed PRRs
	1.1

	FR 212
	Withdrawal of PRR
	1.1

	FR 213
	PRS Recommendation Report
	1.1

	FR 214
	Comments on PRS recommendation report
	1.1

	FR 215
	PIA Results
	1.1

	FR 216
	Protocol Revision Subcommittee Review of IA
	1.1

	FR 217
	TAC Recommendation Report
	1.1

	FR 218
	IA - non urgent
	1.1

	FR 219
	IA
	1.1

	FR 220 
	Board Decision of PRR Approval/Rejection
	1.1

	FR 221
	Board Decision
	1.1

	FR 222
	Appeals of decisions of PRR
	1.1

	FR 223
	Appeals to the ERCOT Board
	1.1

	FR 224
	Appeals to PUCT
	1.1

	FR 225
	Notice of Urgent PRR Requests
	1.1

	FR 226
	System Change Requests
	1.1

	FR 227
	Notice of SCR Withdrawal
	1.1

	FR 228
	SCR comments
	1.1

	FR 229
	SCR Recommendation Report
	1.1

	FR 230 
	SCR Recommendation Report comments
	1.1

	FR 231
	System Change Request Impact Analysis
	1.1

	FR 232
	Revised SCR Recommendation Report
	1.1

	FR 233
	TAC Recommendation Report
	1.1

	FR 234
	System Impact Analysis Report
	1.1

	FR 235
	Board SCR Approval or Rejection
	1.1

	FR 236
	NPR decisions by PRS, TAC, & Board
	1.1

	FR 237
	Completed or corrected NPRR
	1.1

	FR 238
	Withdrawal of a NPRR
	1.1

	FR 239
	NPRR Comments
	1.1

	FR 240
	PRS Recommendation Report
	1.1

	FR 241
	Comments on PRS Recommendation Report
	1.1

	FR 242
	PRS revisions to recommendations
	1.1

	FR 243
	TAC Recommendation Report
	1.1

	FR 244
	ERCOT Board Decisions
	1.1

	FR 245
	ERCOT Board Decisions on Protocol changes
	1.1

	FR 246
	Appeals of NPRR Decision
	1.1

	FR 247
	Appeals rejected due to late filing
	1.1

	FR 248
	Appeals of NPRR Decision etc.
	1.1

	FR 249
	OWG decisions
	1.1

	FR 250
	Administrative OGRRs
	1.1

	FR 251
	OWG meeting notice and agenda
	1.1

	FR 252
	OGRR
	1.1

	FR 253
	Corrected OGRR
	1.1

	FR 254
	Withdrawal of OGRR
	1.1

	FR 255
	OWG Recommendation Report
	1.1

	FR 256
	OWG Recommendation Report
	1.1

	FR 257
	Comments on OWG Recommendation Report
	1.1

	FR 258
	Revised OWG Recommendation Report
	1.1

	FR 259
	Updated IA
	1.1

	FR 260
	TAC action report on the MIS
	1.1

	FR 261
	Appeals to the TAC
	1.1

	FR 262
	PUCT ruling
	1.1

	FR 263
	Urgent OGRR
	1

	FR 264
	Instantaneous time error
	1.2

	FR 265
	RMR orders
	1.2

	FR 266
	Emergency operations advisories
	1.2

	FR 268
	Planning-Transmission Reliability contingency list
	1.2

	FR 269
	Process for COPMGRR
	1.1

	FR 270
	CCWG meeting notes/agenda
	1.1

	FR 271
	COPMGRR forms
	1.1

	FR 272
	Completed or corrected COPMGRRs
	1.1

	FR 273
	Wthdrawal of COPMGRRs
	1.1

	FR 274
	CCWG comments
	1.1

	FR 275
	CCWG Recommendation Report
	1.1

	FR 276
	CCWG Recommendation Report comments
	1.1

	FR 277
	Comments
	1.1

	FR 278
	Revised CCWG Recommendation Report
	1.1

	FR 279
	CCWG Recommendation Report
	1.1

	FR 280
	COPS Recommendation Report
	1.1

	FR 281
	IA from COPS Recommendation Report
	1.1

	FR 282
	TAC Action Report
	1.1

	FR 283
	Appeals to the COPS
	1.1

	FR 284
	Appeals to TAC
	1.1

	FR 285
	COPMGRR PUCT Ruling
	1.1

	FR 286
	Urgent COPMGRR request
	1.1

	FR 287
	COMET decisions
	1.1

	FR 288
	Administrative CMGRRs
	1.1

	FR 289
	COMET meeting agenda
	1.1

	FR 290
	CMGRR form
	1.1

	FR 291
	Completed or corrected CMGRR
	1.1

	FR 292
	Notice of withdrawal of a CMGRR
	1.1

	FR 293
	CMGRR Comments
	1.1

	FR 294
	COMET Recommendation Report
	1.1

	FR 295
	COMET Recommendation Report with Comments
	1.1

	FR 296
	COMET Recommendation Report
	1.1

	FR 297
	Revised COMET Recommendation Report
	1.1

	FR 298
	CMWGR Impact Analysis
	1.1

	FR 299
	RMS Review and Action -- Recommendation
	1.1

	FR 300
	RMS) Recommendation Report –Updated IA
	1.1

	FR 301
	TAC Action Report
	1.1

	FR 302
	Appeals to RMS
	1.1

	FR 303
	Appeals to TAC
	1.1

	FR 304
	Appeals to ERCOT Board
	1.1

	FR 305
	Appeals to PUCT
	1.1

	FR 306
	Urgent Requests
	1.1

	RFP 1-2
	Content displayed 
	1

	RFP 1-2a
	Content in User Interface
	1

	FR CA 5
	Content data
	1.1

	FR Obj 1
	Protocol presentation
	1.1

	RFP 1-2aii
	Static 
	1.1

	RFP 1-6
	A managed content area
	1.1

	RFP 2-1
	Static content
	1.1

	FR Obj 9
	Data presentation
	1.2

	FR CA 2
	Authentication System
	1.8

	FR Obj 5
	Application access
	1.8

	FR GA 5
	Documents specified by PUCT Substantive Rules
	FR 155
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