
 
ERCOT Cyber Security Workshop Agenda 

Wednesday, November 1, 2006 

8:00 am to 8:30 am 
Greeting & Introduction 
Jim Brenton, Director of Security, ERCOT 

8:30 am to 9:00 am 
RRO Update 
Mark Henry, Manager of NERC Compliance, ERCOT  

9:00 am to 9:30 am 
Presentation: ERCOT System Operations: Critical Asset Criteria 
Bill Bojorquez, Director of Transmission Services, ERCOT 

9:30 am to 10:10 am 
Presentation: NERC CIP – How to get Started – The Gap Analysis 
Ron Blume, Dyonyx 

10:10 am to 10:20 am Break – 10 Minutes 

10:20 am to 11:00 am 
Presentation: Cyber Security & Substation Overview – Defining the Electronic Security 
Perimeter 
Bill Addington, Dyonyx 

11:00 am to 11:40 pm 
Presentation: Critical Infrastructure Protection: Do you know where your Critical Cyber 
Assets are? 
Tobias Whitney, Burns & McDonnell 

Break for Lunch 11:40 – 12:40 

12:40 pm to 1:20 pm 
Presentation: Critical Infrastructure Protection : Risk-based Methods for Selecting Critical 
Assets 
Benjamin Church, Senior Manager, Burns & McDonnell 

1:20 pm to 2:00 pm 
Presentation: Cyber Security Assessment -- Lessons Learned 
Jay Abshier, KEMA 

2:00 pm to 2:15 pm Break – 15 Minutes 

2:15 pm to 3:30 pm 

Panel Discussion: CIP 002:  Just Exactly what is a “Critical Asset”? 
Panel:  Bill Bojorquez, Director of Transmission Services, ERCOT – Panel Chair 
• Mike Allgeier, Data Security Officer, LCRA 
• Jeff Maddox, Network Security Architect, ERCOT 
• Benjamin Church, Senior Manager, Burns & McDonnell 
• Jay Abshier, KEMA 
• Jim Fortune, Dyonyx 

3:30 pm to 3:55 pm 
Presentation: Executive Challenges for Cyber Security Implementation 
Jim Brenton, Director of Security, ERCOT 

3:55 pm to 4:00 pm 

Next Steps:  ERCOT Critical Infrastructure Protection Group 
      Executive-level CIP Presentation for Market Participants 

Final Comments and Closing Remarks 
Jim Brenton, Director of Security, ERCOT 

 


