ERCOT Impact Analysis Report for PRS

	PRR Number
	606
	PRR Title
	User Security Administrators and Digital Certificates

	Impact Analysis Date
	May 27, 2005

	Credit Impacts
	YES _______                       NO ______

If No, skip the next two boxes.

	Has the Credit Workgroup reviewed the PRR?
	YES _______                       NO ______



	Outcome of Credit Workgroup review
	

	Cost/Budgetary Impact
	None.

	Estimated Project Time Requirements*

*Unless otherwise indicated, project time requirements begin upon project initiation.
	None.

	ERCOT Staffing Impacts (across all areas)
	ERCOT IT
This PRR impacts current IT resources designated to support review of User Security Administrators and Digital Certificates.  The additional workload can be absorbed by existing resources.  An additional workload of approximately 0.25 FTE for two months are required to cover an estimated peak of Digital Certificate revocations during the 1st annual audit period (Sept-Oct 2005).  
Client Services
Both Retail and Wholesale groups are impacted.  Additional workload can be absorbed by existing resources.  A combined additional workload of approximately 0.75 FTE for one month is required to cover the initial implementation of this new process.  Procedures, forms, and efforts supporting communication of the new auditing process will be created and distributed to Market Participants.

Cyber Security

The Cyber Security group is impacted.  Additional workload can be absorbed by existing resources.  Cyber Security will conduct periodic reviews of audit results received from Market Participants.  An additional workload of approximately 1 FTE is required for the 1st annual audit period to review all results.  Each subsequent audit period will require an estimated 0.25 FTE to examine specific results.  
Each year, as this auditing process becomes more streamlined, additional hours will be reduced.  



	ERCOT Computer System Impacts
	None.

	ERCOT Business Function Impacts
	Retail and Wholesale Client Services will create additional procedures and forms to support the communication and market compliance of the new auditing requirements.  Cyber Security or another ERCOT department will create additional procedures to support the periodic reviews of audit results received from Market Participants.

	Grid Operations & Practices Impacts
	None.


	Alternatives for a More Efficient Implementation (include explanation of impacts)

	N/A


	Evaluation of Interim Solutions (e.g., manual workarounds)

	N/A


	Comments
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